4.4 Security and Accountability
This section describes the security and accountability tools used by DAAC operators:

1. TCP Wrappers and Xinetd
2. OSSEC
3. Cryptographic Management Interface (CMI)
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4.4.1 TCP Wrappers and Xinetd

TCP Wrappers alow the operator to control access to various network services through the use
of access control lists. They also provide logging information of wrapped network services,
which can be used to prevent or monitor network attacks. It intercepts incoming network
connections and verifies if the connection is allowed before passing the connection onto the
actual network daemon. TCP Wrappers alows the operator to monitor and filter incoming
requests for the systat, finger, ftp, telnet, rlogin, rsh, exec, tftp, talk, and other, older network
services. TCP wrappers is not used directly, however. It is used in conjunction with the Linux
super internet daemon xinetd (pronounce zye-net-d). Xinetd supports older daemons that
typically require in-the-clear authentication such as wu-ftpd. Most of the available daemons are
disabled. Full descriptions of these Unix services can be obtained using the “man” command,
e.g., man systat.

NOTE: Theonly DAACsthat still use TCP Wrappers are NSIDC and ASDC.
TCP Wrappers perform the following functions automatically:
e Access control: access can be controlled per host, per service, or combinations thereof.

e Host name spoofing: verifies the client host name that is returned by the address->name
DNS server, by asking for a second opinion from alocal DNS server.

e Host address spoofing: the wrapper programs can give additional protection against
hosts that claim to have an address that lies outside their own network.

e Client username lookups: the protocol proposed in RFC 931 provides a means to
obtain the client user name from the client host. The requirement is that the client host
runs an RFC 931-compliant daemon. The information provided by such a daemon is not
used for authentication purposes but it can provide additional information about the
owner of a TCP connection.

e Multiple ftp/gopher/www archives on one host: “daemon@host’ access control patterns
can be used to distinguish requests by the network address that they are aimed at.
Judicious use of the “twist' option (see the hosts options.5 file supplied with TCP
Wrappers, "nroff -man' format) can guide the requests to the right server. These can be
servers that live in separate chroot areas, or servers modified to take additional context
from the command line, or a combination.

e Sequence number guessing: client username lookup protocol can help to detect host
impersonation attacks. Before accepting a client request, the wrappers can query the
client's IDENT server and find out that the client never sent that request.

Additional information on TCP Wrappers can be obtained at the following URL.:
http://www.alw.nih.gov/Security/prog-firewall.html
TCP Wrappersis used to perform the operator functionslisted in Table 4.4.1-1.
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Table 4.4.1-1. Common ECS Operator Functions Performed with TCP Wrappers

Operating Command/Action Description When and Why to Use
Function

Monitor potentially | Check TCP Wrappers | Program continuously runsin | To check for evidence of
malicious attempts | log using a text editor. | the background appearing to | an attempt of breaking-in.
to access network malicious external client
services. service requests as a normal
inetd daemon process.

44.1.1 Quick Start Using TCP Wrappers/Xinetd

TCP Wrappers provides alibrary of tiny daemon wrapper programs which are integrated into the
xinetd application. The daemons each correspond to a service provided by the host operating
system. The daemons are registered with the service, which results in the operating system
invoking the daemon each time that service is invoked. The daemons perform their function(s)
and terminate. A common function is to log the name of the client host and requested service.
They do not exchange information with client or server applications, and impose no overhead on
the actual conversation between the client and server applications. Optional features include:
access control to restrict what systems can connect to what network daemons; client user name
lookups with the RFC 931 protocol; additional protection against hosts that pretend to have
someone else’s host name; and additional protection against hosts that pretend to have someone
else’ s host address.

44.1.1.1 Command Line Interface
One may check what services are available through xinetd by using the command:

# Isbin/chkconfig -ist xinetd

To disable a daemon use the command:
# /sbin/chkconfig —add ntpd

To delete a daemon use the command:
# /sbin/chkconfig —del ete ntpd

The TCP Wrappers cannot be invoked or accessed from the command line. The TCP Wrapper
daemons are invoked by the operating system service to which they are registered. The daemons
terminate upon completing their function.

4.41.2 TCP Wrapper Main Screen
TCP Wrapper does not have a graphical user interface.

44.1.3 Required Operating Environment

For all COTS packages, appropriate information on operating environments, tunable parameters,
environment variables, and a list of vendor documentation can be found in a CM controlled
document for each product. To find the documentation for TCP Wrappers, refer to the Release
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Notes for Secure Shell posted on the EMD Baseline Information System web page at your local
site. Alsorefer to the Linux hosts.allow man page.

4.41.4 Databases

None

4.4.1.5 Special Constraints
None

4.4.1.6 Outputs

Check /var/log/messages for xinetd references.

4.4.1.7 Event and Error Messages

The log file provides the following information for each entry: data and time; host sever name;
type of service requested and port that provides that service; answer given to the request
connection (connect/refused); client host name.

4.4.1.8 Reports
None
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4.4.2 OSSEC

OSSEC is an open source host-based intrusion detection system. It performs log analysis, file
integrity checking, policy monitoring, rootkit detection, real-time alerting and active response.

OSSEC is a scalable, multi-platform, open source host-based intrusion detection system (HIDS).
It has a powerful correlation and analysis engine, integrating log analysis, file integrity checking,
Windows registry monitoring, centralized policy enforcement, rootkit detection, real-time
alerting and active response.

It runs on most operating systems, including Linux, OpenBSD, FreeBSD, MacOS, Solaris and
Windows. Notable features include:

Multi platform

e OSSEC lets customers implement a comprehensive host based intrusion detection
system with fine grained application/server specific policies across multiple
platforms such as Linux, Solaris, AlX, HP-UX, BSD, Windows, Mac and
VMware ESX.

Real-time and Configurable Alerts

e (OSSEC lets customers configure incidents they want to be aerted on which lets
them focus on raising the priority of critical incidents over the regular noise on
any system. Integration with SMTP, SMS and syslog alows customers to be on
top of aerts by sending these on to e-mail and handheld devices such as cell
phones and pagers. Active response options to block an attack immediately are
also available.

Centralized management

e OSSEC provides a simplified centralized management server to manage policies
across multiple operating systems. Additionally, it also lets customers define
server specific overrides for finer grained policies.

Agent and agentless monitoring

e (OSSEC offers the flexibility of agent based and agentless monitoring of systems
and networking components such as routers and firewalls. It lets customers who
have restrictions on software being installed on systems (such as FDA approved
systems or appliances) meet security and compliance needs.

File Integrity checking

e File integrity checking (or FIM - file integrity monitoring) is to detect changes
and alert you when they happen. Any file, directory, or registry change will be
alerted and logged.
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e Log Monitoring

e OSSEC collects, analyzes, and correlates logs to et you know if something wrong
isgoing on (attack, misuse, errors, €etc).

e Rootkit detection

e You can be notified when trojans, viruses, etc change your system in any way.

4.4.2.1 Configuration
The configuration file consists of the following configuration sections:

global - default options used everywhere in the system.
email_alerts - granular e-mail alerting options.
rules - list of .xml rulefiles to be included.

Each .xml rule file includes the format for matching what services to be monitored. The
file structure includes “rule id”, “level” of the alert, “match” what string were trying to
match, “description” of the alert, and the group that the alert belongs to.

Thereisa.xml file for each type of service monitored
Rules or .xml files are located in /usr/ecsOPS/COT S/ossec/rules/
syscheck - configuration related to the syscheck - integrity check.

Configuration includes the frequency that syscheck is executed, the directories to check
and the files that should be ignored.

rootcheck - configuration related to the rootcheck - rootkit detection.

Includes pointers to the rootkit detection configuration files and system audit
information. Rootkit files are located under /usr/ecs OPS/COT S/ossec/etc/shared

localfile - options related to the log files to be monitored.

remote - configuration related to what is monitored to log remote connections.
alerts - e-mail and log aerting options.

client - agent related options.

Currently has the HIDS server ip address configured.

database output - Database output options.

command - active-response configuration.
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4.4.2.2 CLI-based Administrative commands

agent-control — give you an agent list, status or extract information from an agent, and
initiates scans.

List_agents—list all agents, inactive and connected (active) agents.
Manage_agents — tools to add/remove agents on the management server
0ssec-control — get status, start and stop the ossec daemon.

Rootcheck control — manages the policy and auditing database.

0 Lists available or active agents, Clears the database, print resolved or
outstanding issues

Syscheck_control — manages the integrity checking database

o0 Lists available or active agents, clears the database, prints information about
modified files, lists modified files or registry entries for the agent.

Syscheck update — update syscheck database for all agents or specific agents. Update
syscheck database locally.

Ossec logs are located in /usr/ecssOPS/COTS/ossec/logs. You can manually check
the logs for resolved and outstanding issues using the rootcheck control command
and check modified files using the syscheck control command.

4.4.2.3 GUl-base operation

e OSSEC uses a web based interface for normal operation. From an approved
browser, use the URL :

http://x4msl 10:8001

where x is the prefix for your DAAC
(I =ASDC, n=NSIDC, I=LP DAAC, p=PVC)

OSSEC is used to perform the operator functions listed in Table 4.4.2-1.
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Table 4.4.2-1. Common ECS Operator Functions Performed

Operating Command Description When and Why to Use
Function
Change the Edit the specific Specify which file(s) When another file needs to be
configuration file. | configuration file should be monitored. | monitored.
using the vi editor. Checks the integrity of the file
system specified when the daemon
is started.
Verify that OSSEC Compares files’ As necessary to verify that agents
OSSEC agents list-agents current signatures are running on required platforms.
are functioning against the database
and emails the
operator a notification
for changed files.
Change OSSEC Updates working As necessary to maintain operation.
configuration on manage-agent configuration of agent
an agent
4.4.2.4 Required Operating Environment

OSSEC runson al Linux hosts.

For all COTS packages, appropriate information on operating environments, tunable parameters,
environment variables, and a list of vendor documentation can be found in a CM controlled
document for each product. To find the documentation for OSSEC, refer to the Release Notes
posted on the EMD Baseline Information System web page at your local site.

4425 Databases

OSSEC uses an internal data store of captured information. The user can update this data store
through the command line interface.

4.4.2.6 Special Constraints
None
4.4.2.7 Outputs

OSSEC generates the outputs presented in Table 4.4.2-2 below in the filename specified on the
command line invocation. A sample of the generated report is shown in Section 4.4.2.8,
Figure 4.4.2-1.

Table 4.4.2-2. OSSEC Outputs

Output Description and Format

Click on “Stats” See below.
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4.4.2.8 Event and Error Messages

Not available.

4.4.2.9 Reports

A statistics report is available from the GUI by clicking on “ Stats”.

sy OsSEr

Main Search Integrity checking Stats About

VE3vEsl

DOMATE

Stats options:

Dayi[23 v |Months[Mach v |vear:[2010 v |[ETT TR LTI

Ossec Stats for: 2010/Mar/23

Total: sfin,z56
Alerts: 123,058

Syschech: 4,778

Firewall: o

Average: z4101.5 events per hour.

Aggregate values by severity
Option —— [value [Percentagel
Taotal for level &6 26 0.0%

Total for level 4 337 0.3%
Total for level 10 562 0.5%
Total for level 5 7,208  S.0%
Total for level = zo,523 23.8%
Total for level o 33,873 27.2%
Totalforlevel 3 52,330 42.2%
Tatal for all levelz 123,058 100%

Figure 4.4.2-1. OSSEC Sample Statistics

Aggregate values by rule
Total for Rule 35000 1 0.0%
Total for Bule qo116 2 0.0%
Total for Bule 31153 = 0.0%
Total for Rule 5706 = 0.0%
Total for Bule 2104 3 0.0%
Total for Bule 11110 3 0.0%
Total for Bule 35005 4 0.0%
Total for Bule 1006 4 0.0%
Total for Rule 35053 8 0.0%
Total for Rule g4nz 15 0.0%
Total for Bule 2503 15 0.0%
Total for Bule 31104 =4 0.0%
Total for Bule 30115 32 0.0%
Total for Bule 5503 B4 0.1%
Total for Bule 2102 167 0.1%
Total for Rule 2101 170 0.1%

4.4.2-5
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4.4.3 Cryptographic Management Interface (CMI)

The Cryptographic Management Interface (CMI) GUI program, EcSeAuthnProg, is used by
operations personnel to generate a randomized username and password (though only the
password is currently used) given akey. Thereis one key for each EMD server and is the same
asthe Program ID stored in aserver’s configuration file. Thistool is most often used to generate
passwords for Sybase and FTP user accounts. It is therefore recommended that access to this
tool be restricted to Sybase and Unix System Administrators only.

CMI isused to perform the operator functionslisted in Table 4.4.3-1.

Table 4.4.3-1. Common ECS Operator Functions Performed with CMI

Operating Command / Description When and Why to Use
Function GUI
Start CMI program. | EcSeAuthnProg This brings up the In order to obtain the user

ConnectAuth GUI.

password for a given
application key.

Generate CMI Main Screen | This causes the program to This is only needed when an
password. (ConnectAuth generate a randomized EMD server requires a new
GUI) username and password. user account.
4431 Quick Start Using CMI

The CMI Main Screen is a custom developed GUI utility and should be used only by operations
personnel.

To execute CMI from the command line prompt, enter:
> EcSeAuthnProg

4.4.3.2 CMI Main Screen
Figure 4.4.3-1 is the CMI GUI Screen, which comes up when the CMI program is run. It
contains three fields:

e Application Key field

e Userldfield

e Password field

Operations personnel fill out the first field by entering the application key. In response, CMI
returns a user name and password, which are displayed in the associated fields.
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Enter Application Key :

User Id Password

Figure 4.4.3-1. CMI Main Screen

Table 4.4.3-2 describes all the fields found in the CMI Screen in Figure 4.4.3-1.

Table 4.4.3-2. CMI Field Descriptions

Field Name Data Type Size Entry Description

Application Key Integer 1to 10 Required Key identifying an application.

digits

User Id Character |8 Generated by Displays the randomized user id
EcSeAuthnProg based on the key (this field is not
program used).

Password Character |8 Generated by Displays the password to be used
EcSeAuthnProg when creating the account.
program

4.4.3.3 Required Operating Environment

The EcSeAuthnProg depends on a data file, which must be called “data’ and must exist in the
directory from which the tool is invoked. The data file is the same file as the
EcSeRandomDataFile located in $ECS HOM E/<mode>/CUST OM/security, only with a
different name. CMI requires no other configuration files. It can run on aLinux 2.x platform.

4.4.3.3.1 Interfaces and Data Types
CMI utilizes no special datatypes or interfaces.
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4434 Databases
None

4.4.3.5 Special Constraints

A datafile caled “data” must exist in the execution directory. The data file must be the same
file as the EcSeRandomDataFile.

4.4.3.6 Outputs
All information is displayed on the CMI screen.

4.4.3.7 Event and Error Messages
The CMI program issues error messages.

4.4.3.8 Reports
None
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4.5 Science Software Integration and Test (SSI&T)

This section describes the tools used by DAAC operations personnel who are Science Software
Integration and Test (SSI&T) specialists. The function of SSI&T is to prepare the science
software received from the Instrument Teams for DAAC production. All the COTS
tools/products are documented in separate product specific documentation. These tools are only
identified in this section. Operators must verify that COTS documentation matches the product
version in use. Finadly, there are custom applications that are unique to the SSI&T activity.
These tools are described in the following subsections:

45.1 Science Software Integration and Test (SSI&T).
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4.5.1 Science Software Integration and Test (SSI&T)

The SSI&T contains comparison tools, and COTS tools for comparing and analyzing
environment programs. All programs can be invoked from the UNIX command line.

The HDF file comparison tool is contained in the SSI& T subset of tools.

45.1.1 Linux Platform
Table4.5.1-1 liststhe SSI& T command line interfaces for the Linux workstation.

Table 4.5.1-1. SSI&T Command Line Interfaces

Command Line Interface Description and Format When and Why Used

EcCIHdiff HDF file comparison (command Compare 2 HDF files.
line)

45.1.1.1 HDF File Comparison - hdiff

The HDF File Comparison hdiff tool (for HDF4 based files) is started from the command line
$ECS HOME/CUSTOM/utilities/EcCIHdIiff. The command line will prompt the user for
input. There is no graphics screen for this function. It is run through the command line
interface. The operator is also provided with a list of options for different kind of comparisons
the tool can perform on HDF4 files (Figure 4.5.1-1). After the operator enters two HDF
filenames (HDF4 based), the differences between the files are displayed.

i

ptions for HDiff:
Compare global attributes only
Conpare 5D local attributes only
Compare 5D data only
Compare Vdata data only
Compare SD data on wvariable{s) <wvari>.... only
Compare vdata on variable{s} <wvariz,... only
Print difference up to count number for each wvariable
[-t Timitl] Print difference when it is greater than Timnit

ptions for comparison? {enter ftor null)

Figure 4.5.1-1. HDF (hdiff) Options
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The following is an example of the HDiff tool (Figure 4.5.1-2). After asking for options, there
will be a prompt asking for the mode of operations. Next, the tool prompts the user for the
locations of the HDF files to be compared. Full paths are required. Finally, the user will be
prompted for where to store the resulting output as atext file (full path required).

Afterward, the user can press ENTER to compare two other files or <g> to quit.

Options for HDiff:
[-gl Compare global attributes only
[-s] Compare 5D local attributes only
[-d] Compare SD data only
L-D1 Compare Ydata data only
[-v varll.... Compare SD data on variable(s) <varl>.... only
[-u varll.... Compare vdata on variable(s) <varl>.... only
[-e count] Print difference up to count number Tor each variable
[-t limit] Print difference when it is greater than limit

Options Tor comparison? (enter for null)

ECS Mode of operations?

DEYO5

Name of 1st file to compare?

/home/labuser/M0D14 . hdf

Name of 2nd file to compare?

/home/labuser /HOD15 . hdf

Name of the file to store hdiff output? (must be full path)
home /Labuser]]

Figure 4.5.1-2. HDiff Example Output
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4.6 ECS Data Pool Ingest

ECS Data Pool Ingest provides the software capability to acquire data by various protocols and
transfer the data into the ECS system. The ECS Data Pool Ingest subsystem also stores and
manages request information, performs data preprocessing, inserts data into the Online Archive,
and copies data into the tape archive. The ECS Data Pool Ingest subsystem provides a GUI
which allows the operator to view past ingest activities, monitor and control ingest requests and
services, view operator alerts, disposition operator interventions, and modify system and external
data provider parameters.
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4.6.1 Data Pool Ingest GUI

The Data Pool (DPL) Ingest GUI is a web-based interface that allows operators to access and
manipulate the DPL Ingest system. Using this GUI, an operator can monitor and fix Ingest
requests, view system alerts, and see at a glance the status of the DPL Ingest system in part and
in whole. The DPL Ingest GUI aso allows in-depth configuration of the entire DPL Ingest
system without the operator having to manually configure the DPL Ingest database. It provides a
fast and secure way to easily manage the entire DPL Ingest system, complete with full operator
permission configuration and management so that only authorized persons may perform actions
or change configuration settings.

Since the DPL Ingest GUI is a web-based interface, it can be accessed from virtually anywhere
there is access to the internal network. No custom software installation is required — all that is
needed is a web browser (see Section 4.6.1.28 Browser Requirements). Because this is a
web-based application, the DPL Ingest GUI can be run by any number of operators from any
number of locations, even remote locations, provided that a remote connection is properly
configured.

This document shows and explains in detail all of the available features and functionality of the
DPL Ingest GUI, from the first login to complex operator actions and configuration, as well as
tips for getting extra help.

46.1.1 Login Page

This page first appears when the application is loaded. The operator will be required to enter a
pre-assigned user name and password, as shown in Figure 4.6.1-1. Once the operator is logged
in, the home page will be displayed and the application will be enabled.

If the authorization scheme has been disabled, the home page (shown in Figure 4.6.1-2) would be
displayed immediately instead of the login page, and the operator will not be required to log in.
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Figure 4.6.1-1. Login Page

Using the GUI in Protected M ode

If your DAAC requires a password-protected login with different permission levels, the
following applies:

e Sort settings are remembered for each session —that is, every time an operator logsin.
They are reset when the operator logs off or a new session is started.

o Filter settings are always remembered for each operator, since these are stored in the
database.

Using the GUI in Open Mode

If your DAAC does not require a password-protected login, then each operator essentially uses a
single “virtual operator” which has all permissions and stores a single set of filter settings that
are shared across all sessions. This means that an operator at one terminal can affect the filter
settings of an operator at another terminal.

Sort settings are not stored in the database and are therefore remembered for each session. Please
note however, that sort settings may be lost if the browser is closed of a new session is otherwise
started.

4.6.1-2 609-EED-001, Rev. 01



Session Timeout

Depending on the installation of Tomcat at your particular site, the session timeout can vary and
is not configurable through the GUI.

Miscellaneous Featur es

e TheReset Button: Throughout the GUI, you will see “Reset” buttons on some pages.
These simply reset the form values so you can start over again — pressing/clicking Reset
does not submit any changes to the database.

e Whitespacein forms: In general, whitespace is stripped from most text input fields
unlessit is meant to contain whitespace, like comment fields. For example, on the
Provider Configuration page to add a new Data Provider, al of the input fields are
stripped of any accidentally input whitespace when submitted.

4.6.1.2 Home Page

The Home Page provides a general overview of the Data Pool Ingest system status, as shown in
Figure 4.6.1-2. This page includes the following:

e General system statistics

e The Data Pool Ingest statuses, which may be suspended if active, and resumed if
suspended. These include:

0 General Ingest Status
o Email Service Status

e The status of the Ingest services, which cannot be changed by the operator, including
(see dso Figure 4.6.1-2):

0 The Notification Service
o0 ThePolling Service
0 TheProcessing Service
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“vou are logged in as INgAdmin
= & Oparator Adions:
lea Gl General System Statistics
[ change passward ]
[ show my permissions | Total Yolume Of Data Queued: 0.000 MB
Total Yolume Of Data In-Processing: 0.000 MB
U Total Ingest Requests Queued: O
[relocd page | Total Ingest Requests In-Processing: 0
Total Granules Queued: O
Total Granules In-Processing: 0
*ou can also see these system statistics by Data Provider in the Provider Status page

Num. Suspended Archive File Systems: 2
MNurn. Suspended Data Pool File Systems: 3
MNum. Suspended ECS Services: &

There are 5 system alerts. You can view all system alerts at any time by
digplaying the System Alerts page.

DPL Ingest Status

General Ingest Status: ™) active [ Suspend
Erail Service Status: | () acive . Suspend

Service Status

Notification Service Status: this service is DOWN

this servics is DOWN

Pulling Service Status: ; this senvice is DOWN

Processing Service Status:

Biita Rafrach
<

Done.

Figure 4.6.1-2. Home Page

4.6.1.2.1 General System Statistics

This section provides general information about current requests and granules in the system, as
well as the various services and file systems used in processing. Summary information is not
included about providers and transfer hosts, though this data can be found on the Provider Status
page (Section 4.6.1.10) and the Transfer Host Status page (Section 4.6.1.13).

Detail descriptions of the datafound in this section is available in Table 4.6.1-1.

4.6.1-4 609-EED-001, Rev. 01



Table 4.6.1-1. Home Page Field Descriptions

Field Name

Description

Total Volume of Data Queued

Sum of the size of all files of all granules that have not yet been
activated

Total Volume of Data In-Processing

Sum of the size of all files of all granules that are currently
active, and not suspended or in a terminal state

Total Ingest Requests Queued

Total number of requests that have not yet been activated

Total Ingest Requests In-Processing

Total number of requests that are currently active, and not

suspended or in a terminal state

Total Granules Queued Sum of all granules in active or queued requests that have not

yet been activated

Total Granules In-Processing Sum of all granules in active or queued requests that are

currently active, and not suspended or in a terminal state

Num Suspended Archive File Total archive file systems that have been suspended, either

Systems automatically by the server or manually by operator
Num Suspended Data Pool File Total data pool file systems that have been suspended, either
Systems automatically by the server or manually by operator

Num Suspended ECS Services Total ECS service hosts that have been suspended, either

automatically by the server or manually by operator

4.6.1.2.2 DPL Ingest Status

This section consists of two buttons that enable the user to halt various actions throughout the
data pool ingest system.
General Ingest Status — By pressing this button, the operator is able to stop polling from all

polling locations and prevent any new granules from being activated. Any granules that are
already active will complete ingest. These actions can easily be resumed by pressing the

“Resume” button.
General Ingest Status: .‘ suspended a;e\lsume

Email Service Status — By pressing this button, the operator will stop any further email
notifications from being sent concerning completed, cancelled, failed, or terminated requests
from any provider. Once the button is pressed again, email notifications will resume and emails
will be sent for all requests from providers configured for email notifications that completed

while email service was suspended.
) -t =u ;\Eend |
4.6.1.2.3 Service Status
This page indicates the status of the three primary services that make up the Data Pool Ingest

system.

The Ingest services cannot be started and stopped via the GUI. Instead, they are managed using
start and stop scripts found in the utilities directory of the given mode. For the status of these
services to be accurate, the IngestServiceMonitor script must also be running for each mode.

Email Service Status:
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This script is installed in the utilities directory of each mode and can be started with the
command: EcDIIngestServiceMonitorStart [MODE].

The services are as follows:

e Notification Service Satus - Indicates whether the notification serviceis up or down. If
up, no notifications will be sent, but a queue of notifications will be collected and
distributed once the service is restarted.

e Polling Service Satus - Indicates whether the polling serviceis up or down. If this
serviceis down, PDRs will not arrive from any configured polling location, but any
PDRs that remain in the directories will be added once the service is restarted.

e Processing Service Satus - Indicates whether the processing serviceis up or down. If this
service is down, no actions on any requests or granules will start, continue, or complete
and Granules will “hang” in their current state.

4.6.1.3 The Navigation Panel

Navigation throughout the DPL Ingest GUI is accomplished through an Explorer-like menu in
the left pane of the application, as shown in Figure 4.6.1-2 and Figure 4.6.1-3. These menus
expand and contract to hide or view menu items under each category.

The navigation panel is static; it will not reload every time a new menu item is selected.

& Home

“¥| Monitoring

Hequest Status
Historical Requests
Provider Status
File System Status
Transfer Host Status
ECS Service Status

L PDR List

% Interventions & Alerts

% | Configuration
| Reports
| Help

Figure 4.6.1-3. Navigation Panel

A Note on the Back and Forward Buttons

In order to properly navigate through the application, the operator should not use the browser’s
built-in back and forward browser buttons (Figure 4.6.1-4), as this may cause an error to occur in
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the application. All navigation should be accomplished through use of the navigation panel and
list navigators (e.g., custom back and forward buttons for lists of requests and granules).

& it

Figure 4.6.1-4. Built-in Back/Forward Browser Buttons

Error Pages

When errors occur (e.g., an invalid action was sent), the GUI will display such errors on the page
for which it was generated and in most cases the items causing the error will be highlighted in
red. An exampleistrying to resume an already active Provider, as shown in Figure 4.6.1-5.
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% DPL Ingest GUI (OPS) - Mozilla
v;Ei\e Edit View Go Bookmarks Tools Window Help

B?ck - Fo%wrd - Re\ezl?ad Sf}p |& hitp://localhost: 8084/INGEST_GUIfacesfframelndex.jsp |V‘ P‘rﬁt -

=
& Home DATA POOL INGEST web cu
| Monitoring = - w Tue Sep 112007 11:00:05
Request Status —
Historical Requests ®@
Provider Status
File System Status
Transfer Host Status
ECS Service Status
—* PDR List Provider Status
% Interventions & Alerts
{3 Configuration One or more errors have been encountered.
(5 Reports Error executing your Database request. InNSuspResumeProvider - Provider EDOS already in desired state ACTIVE L
: Z
E Help 3
[HELP]
(3 [reload page] I Provider Status Polling Locations Requests Queued Requests In Process Granules Queued Granules In Process
™ k1 @) susperced by operaor 1 10f 2clisabled o 0 0(0.000 MB ) 0(0.000 MB )
[ k2 @)/ suspencea by operator @101 suspended 0 0 0(0.000MB ) 0(0.000 MB )
™ AsTER @) suspercecby operator | 101 2cisabled 0 0 0(0.000MB ) 0(0.000 MB )
™ EpF suspended by operator 'O Polling Locations 0 0 0 (0.000 MB 0 ( 0.000 MB
=i F Y OF
" epos ™| active P20t 2active 0 0 0(0.000 MB ) 0 (0.000 MB )
™ FtpProvider @) susrercid by operaor @ 1011 suspenced 0 0 0(0.000MB ) 0(0.000 MB )
™ KarlFtpProvider @) suseence by operaor 81011 suspens=d 0 0 0(0.000 MB ) 0(0.000 MB )
™ KarlScpEmailProvider @ suspencied by operator | @ 101 1 suspended 0 0 0(0.000 MB ) 0 (0.000 MB )
I KarlScpProvider @) susporcictby operator #1011 suspenced 0 0 0(0.000 MB ) 0(0.000 MB )
" MODAPS TERRA FPROC suspanced by opsrator | @] 31 3 suspended 0 0 0(0.000 MB ) 0 ( 0.000 MB )
. y
™ oms-moDIs @) susperiec by operator (@101 1 suspenced 0 0 0(0.000MB ) 0(0.000 MB )
" sips @) susponcea by operator @101 suspenced 0 0 0(0.000MB ) 0(0.000 MB )
" sips F1P @/ susporieciby operator (81011 suspended 0 0 0(0.000MB ) 0(0.000 MB )
™ ScpProvider @) susponcictby operator [ 201 2 suspenced 0 0 0(0.000 MB ) 0(0.000MB) ||
[x] 7 | L
W% & 2 B @ | |[=—"|w{=ls]

Figure 4.6.1-5. Error Indicators

In other cases, the GUI may have trouble processing an operator’ s action for an unknown reason.
Although thisisrare, an error screen will be displayed allowing you to reset your session so that
the GUI can properly process further actions. See Figure 4.6.1-6 for an example. This error
screen also displays the specific problem so that a detailed error message can be sent to a
qualified person for analysisif the error occurs frequently.
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ﬁ Home

\7{ Monitoring

Request Status
Historical Requests
Provider Status

File System Status
Transfer Host Status
ECS Sewvice Status

L POR List

% Interventions & Alerts

{5 contiguration
% Reports
| Help

() (reload page |

1
DATA POOL INGEST web cus

: - |

Tue Sep 11 2007 14:14:36

Error Processing Request

Error Details:

javax.servlet.jsp.JspException: Error getting property 'xxavailableProviders' from bean of type gov.nasa.emd.dpl.ingest.gui.bean.PdrFilterDisplayBean

View Ingest GUI debug and Tomcat logs for more information.

Figure 4.6.1-6. Error Processing Request

4.6.1.3.1 Current Operator Settings

The navigation panel aso contains a section below the menus that allows the current logged-in
operator to perform the following actions (see Figure 4.6.1-7):

e Logout

e Change your password

e Show all of your permissions

> Reports
5 Help

“ou are logged in as
IngAdmin

e 'Z.'J Operatar Actions:
[lag aut]
[ change passwword |
[ =howy my permizzions |

Figure 4.6.1-7. Operator Information Panel

Depending on the settings of the currently logged in operator, various functions of the DPL
Ingest GUI will be disabled. An example of how disabled functions will appear is shown in

Figure 4.6.1-8.
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faftI01 -

. ot enahls
active

Mote: Ingest Control privileges have been dizabled an this page for this operatar.

Figure 4.6.1-8. Disabled Permissions

Operator Actions Explained
Log Out

This alows you to log out of the current session (without closing the browser). The login page
will be displayed upon successful logout (see Figure 4.6.1-9).

vou are logged in az IngAdmin
b 8 Operatar Actions:

[log out]
[ changé pazsward |

[ showe my permissions |

Figure 4.6.1-9. Log Out Button

Change Password

Click on “change password” to change the current operator’s password — a box will appear

below the link, as shown in Figure 4.6.1-10. Type the new password into the two boxes and click
1] Ok.”

“fou are logged in as VIOTA
L 'Z:' Operatar Actions:
[log out]

[ chapge pazsword |

[ =h Y PErmiSSions |
change password

e

passward:

Canfirm:

Figure 4.6.1-10. Operator Password Settings
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Show My Permissions

Click on “show my permissions’ to view or hide the current permissions — a box will appear
below the link, as shown in Figure 4.6.1-11.

“ou are logged in as VIOTA
) Operatar Actions:

[log out]

[ change password |

[ =howe my ;a}ﬂl‘izissiuns ]
permissiolisummary
e only: na
ingest admin:  yes
ingest contral:  yes

SeCUrity admin:  no
tuning contral;  yes

Figure 4.6.1-11. Operator Permission Settings

4.6.1.4 Pagination Arrows

On the Request Status page and details page, Historical Requests page and details page, and the
Open Interventions page and details page, there are a set of pagination arrows used for
maneuvering through the lists of requests and granules that are displayed. The maximum number
of rows displayed at atime is configurable by the operator.

The items on the list that will be displayed on each page will be determined by the current
sorting setting (see Section 4.6.1.6.3).

The pagination arrows are shown in the upper left-hand corner of any list of requests or granules,
asshown in Figure 4.6.1-12.

Historical Ingest Requests

! @ |
Show ¢ Hide Filters B gt i |
T
[HELF ] !

Showing 1 - 20 0f 33789 [ ([4€) @ L 5 BB ) [printisave view]

o : . Mo. Granules (no Ingest

[%] Requestld Status  Priority [%] Provider Mame Size = uecessiul] Method
46613 Successful NORMAL MODAPS TERREA FPREOC 0951 33 DPL
46612 Successful NORMAL MODAPS TERRA FPROC 3178 2(2 DPL

Figure 4.6.1-12. Pagination Arrows on the Historic Requests Page
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The meanings of these icons are as follows:

o (9] - Go to the first page of the list, as determined by the current sorting setting. If
you are already on the first page, the button will be disabled.

e []-Gotothe previous page in the list, as determined by the current sorting setting.
If you are already on the first page, the button will be disabled.

e [ - Go to the next page in the list, as determined by the current sorting setting. If
you are already on the last group in the listing, the button will be disabled.

o [FF). Gotothelast pagein thelist. If you are already on the last page, the button will
be disabled.

46.1.5 Automatic Screen Refresh

The monitoring pages of the DPL Ingest GUI have an automatic screen refresh feature that
allows the operator to control how often the page is automatically reloaded with new
information. This is controlled by a small panel at the bottom of each screen, as shown in
Figure 4.6.1-13.

Auto Refresh

Refresh screen every 30 seconds.
%[zus][303][1m][5m][1nm][15m][3|:|m]

Figure 4.6.1-13. Auto Refresh Control Panel

The operator may change the refresh rate for any page or completely turn it off. Note that each
page has an independent refresh rate and that these settings are remembered for the current
session only —they are lost if the operator logs out or the application is restarted.

To change the refresh settings, click on the desired rate (or off). The page will reload and the
new settings will take effect.

A dynamic clock will appear in the upper right-hand corner, informing the operator how long it
will be until the next refresh, as shown in Figure 4.6.1-14.
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& vome KA POOL INGEST web cas |
Fequest Status e
Hestorical Requests D=m
Provider Status
Fite Systom Status:
Transler Host Stalus
EGS Sence Status
L POR Lis File System Status
| Interventions & Alerts
& Configuralion
= Reports Dynamic Avto-Refresh Clock I———.
= Help
(L | ol e Data Pool File Systems
— Name Status Fras Space Used Space Cache Lsed Alert Throehold Queued Granules  Granules Procassing
Tt g el W
[ DEFAULT - 17568 s2% 9% 0 [
| - 17568 s2% 9% 0 [
I Fsz - 232GE 6% % 0 o
| Suspend Resume
Archive Fila Systems i
5 Mama " Free Used Space Cache Uised Alart Cacha Used Sus Quuun:d Granules Granules Processing
i B e aca i Thrashaid Thisshiold et o
[ ARCHIVE14 - 62GE A% 5% 100% o-0 a-0
I ARCHIVE1s ™ 62GE 74% 5% 100% 0-0 0-0
" ARCHIVE1? © 61GE 75% a5% 100% 0.0 a-0
[ | [+]
B 3 2 B ol | Done |

Figure 4.6.1-14. Dynamic Auto-Refresh Clock

The refresh counter will be paused whenever the mouse isin motion. Thisisto prevent arefresh
from occurring when the operator isin the middle of an action, as shown in Figure 4.6.1-15.

page refresh |HIIISPH| .

Figure 4.6.1-15. Paused Auto-Refresh Clock

Note: Some pages have different available refresh rates. This is designed to reduce the load on
the database for certain actions that could affect performance.
4.6.1.6 Ingest Requests Page

This page displays the current active ingest requests, as shown in Figure 4.6.1-16. The operator
may select any eligible request and perform one of several actions:

e Cancel therequest(s) — Thisisan irreversible action, there is no way to ‘un-cancel’ a
request.
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e Suspend the request(s) — This action may be performed only if the selected requests
are not already suspended or cancelled and is used to stop new granules from being
activated. Active granulesin suspended requests will continue through processing.

¢ Resume the request(s) — This action may be performed only if the selected requests
are suspended.

e Changethe DPL Ingest Priority of the request(s) — Requestsin terminal states cannot
have their priority changed. A default priority will be assigned to requests based
upon the configuration of the request’s provider.

See Section 4.6.1.6.1 below for detailed explanations of each Request action. Table 4.6.1-2
contains descriptions of the Request Status page columns.

) DPL Ingest GUI (DEV09) - Mozilla Firefox [BEE]
file Edit Wew Hgtory Bookmarks Tooks  Help

<,'j - - @ @ L] httpejfFaheioL. hite. com: 25090/Ingest_DEVOS[Faces/EcDiInGulLogin jsp;jsessionid=ACS3E70DC76E | EASBERSE4ERSE575703 ~| ] [Cl- ot

4 Functionality Lab Status [} DPL Ingest GUI (DE¥09) (%]

é Home

¥ Monitoring

Request Status P
EHsmrcal Requests ="

A

Tue Sep 11 2007 13:39:09

Provider Status
File System Status
Transfer Host Status
ECS Senice Status
L FOR List Ingest Requests

| Interventions & Alerts

b‘\ Configuration I

}‘\ Reports
b‘\ Help Show / Hide Filters

[HELF ]

(3 reioad page | Showing 1-106f 16 [M4) 4 > J[PP) Page size: 10

aou are logged in 3z INgAdmMin O Reguest D Status  Priority ProviderMame  Size [MB]  Granules Gran;:zif:ﬁ?;glemd [Z7) When Queued [Z7) Last Update

a
[log out] [ 20523 Active VHIGH JPL 0.252 2 1} 2007-09-10 12:54:01 2007-09-10 12:54:03

[ changs password |

[ show my permissions ] [ 20515 Active VHIGH JPL 330337 2 1 2007-09-10 12:54:01 2007-09-11 13:20:50
[ 20513 Active WHIGH JPL 330,337 2 o 2007-09-10 12:54:01 2007-09-1012:54:17
[0 20511 Active WHIGH JPL 330337 2 1 2007-09-10 12:54:01 2007-09-11 13:21:08
[] 20509 Ative WHIGH JPL 330337 2 a 2007-08-10 12:64:01 2007-09-10 12:54:16
[ 20507 Active WHIGH JPL 1523 1 a 2007-029-10 12:54:01 2007-09-10 12:54:04
[] 20503 Active VHIGH JPL 1.523 1 a 2007-02-10 12:54:01 2007-02-10 12:54:04
[ 20457 Active VHIGH JPL 1523 1 o 2007-09-10 12:54:01 2007-09-10 12:54:03
[ 20495 Active WHIGH JPL 1523 1 o 2007-09-10 12:54:00 2007-09-11 13:20:38
[ 20487 Active WHIGH JPL 1523 1 o 2007-09-10 12:54:00 2007-09-11 13:20:38
Cancel Requests ‘@ Suspend Requests Resume Requests | /1, Change Priority

Auto Refresh
OFF
[off][20s][30s ][ 1m][Sm ][ 10m][15m ][ 30m]
v
< >

Figure 4.6.1-16. Request Status Page
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Table 4.6.1-2. Request Status Page Column Descriptions

Field Name Description
Request ID Unique ID for an ingest request
Status Status of the request (see Table for list of possible statuses)
Priority The precedence which a request will have for activation and various

processing actions.

Provider Name

Name of the provider from which the request was obtained

Size [MB] Sum of the size of all granules in the request
Granules Total granules included in the request

Granules Completed Total granules that have reached a successful state
Processing

When Queued

Time the request was encountered by the polling service

Last Update

Time of the last change made by the ingest services to the status of the
request or its granules

Table 4.6.1-3 below describes the allowable actions that can be taken for Requests in their

various states. A checkmark (v') indicates that the action is allowed.

Table 4.6.1-3. Ingest Request Allowed Actions

Request Status Request Actions
Suspend | Change No
Priority Actions
Allowed

New

Validated

Active

Partially_Suspended

Suspending / Suspended

Resuming

Failed

Partial_Failure

Canceling

Partially_Cancelled

Successful

ST NS
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4.6.1.6.1 Request Actions
Changing Request Statuses

To change the status of request(s) (cancel, suspend, or resume), select the desired request(s) by
checking the boxes on the left side of the request list. You can also select or deselect all the
requests by checking the box at the very top of the list. See Figure 4.6.1-17.

Showing 1-3 0f3 [[4[ 4 [ & [FF

i Request|D Status Priority

—k 14673 Yalidated HIGH M
[ 14672 Active HIGH
[] 14671 Partially_Suspended HIGH M

(*ferErm)

m Cancel Requests E Suspend Regquests |

Figure 4.6.1-17. Canceling a Request

Some Requests may not have checkboxes because they are in aterminal state. Actions may not
be processed for these requests. See Figure 4.6.1-18.

[ HELF ]

Showing 1-20 Of 116 [[44] | [0

P Fiequest 1D Status  Priarity Provider Name Size [MB]

[ 468302 Active APRESS  MODARPS _COMBINE _FPROC 0.100
46301 Successful XPRESS  MODAPS_COMEINE_FPROC 0.100

[ 46300 Active #PRESS  MODAPS COMEINE FPROC 0.100
45239 Successful ¥PRE3ZS MWODARPS_COMBINE_FFROC 0.100

[ 46298 Active APRESS  MODARPS COMBINE _FPROC 0.100

Figure 4.6.1-18. Requests with No Checkboxes

Then click on the button of the desired status change action at the bottom of the list. A box will
appear below to enter areason for the status change. See Figure 4.6.1-19.
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14671 Fartially_Suspended HIGH
LaferEm)

m ‘CancelFequests: @ Suspend Requests Fesume Re
Please Entér & Reason For The Change: [ Cancel |

[ Continue to Cancel Feguests ]

Figure 4.6.1-19. Explanation Field for Canceling Request

Once you have entered the reason, click on the button next to the text box to continue the action.
Y ou will be prompted for confirmation before the action is carried out.

Click on the [cancel] link to close the box if you do not wish to process the action.
Changing Request Priorities

To change the priority of ingest request(s), select the desired request(s) and click on the Change
Priority button at the bottom of the list. A dropdown lists appears to select the new priority. See
Figure 4.6.1-20.

A Fiequest 1D Status Priarity Provider Name

[ 14673 “alidated HIizH MODAPS TERRA FRROC

14672 Active HIizH MODAPS TERRA FRPROC
W Cancel Requests @ Suspend Requests Fesume Reguests | /] Chapige Priority
Flease Enter A Reason For The Change: [ Cancel | "

XPRESS(258) (v [ ok |

Figure 4.6.1-20. Changing Request Priorities

Enter areason for the change in priority. Then select the desired priority from the drop down list
and then click the OK button to continue the action. You will be prompted for confirmation
before the action is carried out.

Click on the [cancel] link to close the box if you do not wish to process the action.
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46.1.6.2 Filters

The request list on the Ingest Requests page can be filtered using the filter panel that appears on
the same page. Thisis opened (or closed) by clicking on the green filter button at the top of the
page, as shown in Figure 4.6.1-21. Filter settings are associated with an operator profile and are
aways remembered, even when logging out of the session.

Filter settings are shared among all operators if authentication is not enabled. See
Section 4.6.1.25 for more details on how this works.

r—

?

Show ¢ Hide Filkers
[HELF]

Criteria Based Filtering Filter By Request ID

Data Providers: MODAPS_TERRA_FPROC v

— SHOW ALL — ~
Request Detail Criteria: Mew

Request States v

. &
Target Archives: o

Date Range Criteria:
LastUpdated v

FRIOK

manth 10 |% day 25 (% w 2006 % nr 1 % min 0 hd
TO

menth 10 |% day 26 % v 2006 % b 23 % min B9 ¥

[ Save As Default Settings [HELF |

Lpply Fitber | Loz Default Settings |

Figure 4.6.1-21. Ingest Request List Filter Panel

This panel shows the current filter settings and allows the operator to change them. There are
two tabs on this panel, one that provides filter options based upon the attributes of the various
requests (Criteria Based Filtering), as shown in Figure 4.6.1-21, and the other that will cause
only asinglerequest ID to be displayed (Filter By Request 1D), as shown in Figure 4.6.1-22.

Under Criteria Based Filtering, there are severa different types of filters that can be applied
concurrently to the request list. These are as follows:

e Data Providers — By selecting a provider from the drop-down list, only requests from
that provider will be displayed in the request list.

e Request Detail Criteria— The operator can either filter by arequest state, or by an error
state by selecting from the dropdown menu, as shown in Figure 4.6.1-22.

0 Request States — If this option is selected, multiple states may be included in the
filter by holding down the CTRL key and selecting al of the desired states. Only
reguests in the selected states will be displayed.
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o Error Types — By selecting an error type, only requests in intervention with at
least one granule currently in that error state will be displayed. Only one error
type may be selected.

Data Providers: RMODAPS_TERRA_FPROC b

Request Detail Criteria:

; sgy InsertErr bt
iError Types .&

Feguest States
amfs1

shfs
browfs

Figure 4.6.1-22. Selecting the Type of Request Detail Criteria

e Target Archives — Multiple archives may be included in the filter by holding down the
CTRL key and selecting al of the desired archives. Only requests with granules from
data types configured to be sent to the selected archives will be displayed.

e Date Range Criteria— The operator can either filter by the time when a request was last
updated or when it was last queued, as shown in Figure 4.6.1-23.

0 Last Updated — Only requests that were updated from the “to” and “from” dates
will be displayed. The Last Updated date/time of a Request is changed whenever
the state of agranule or arequest is changed.

0 Queued — Only requests that were added to the request list from the given date to
the given date will be displayed

0 Queued within Last Hour — Only requests that were queued within the last one
hour from the current time.

0 None— No date range filtering will be applied

Date Range Criteria:

Mone
Last Undated 1 % o 2009 %

manth 1 ¥ day 19 % o 2006 M

Figure 4.6.1-23. Selecting Date Range Criteria

To filter by a single Request 1D, press on the “Filter By Request ID” tab. A single field for
entering a Request ID number will appear, as shown in Figure 4.6.1-24. The request 1D filter can
only be applied by itself and not in combination with any other filter attributes.
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Showe / Hide Filkers
[HELF ]

Criteria Based Filtering Filter By Request ID

Request ID: 31545
L] Save As Default Settings [ HELF |

Lpply Fitter | Load Default Settings

Figure 4.6.1-24. Filtering By Request ID

Once the desired filter options are selected, the operator has the option of saving these settings as
the default by selecting the “ Save As Default Settings’ box prior to clicking “Apply Filter” (see
Figure 4.6.1-25). Thereafter, the operator can click “Load Default Settings’ to load the defaults.
If no default is stored, the filters will be set so that all requests will be shown.

Lraane n.ﬂllul:: NIRRT D4,
Maone w

E.!%Save As Default Settings [HELF |

Appaly Fiter | Load Default =ettings

Figure 4.6.1-25. Saving Default Filter Settings

Once all settings are selected, press the “Apply Filter” button. A new page will appear showing
only the requests meeting the filter criteria. Filtering options will be hidden until the green
“Show / Hide Filters” button is pressed again.

4.6.1.6.3 Sorting

The request list on the Ingest Requests page can be sorted by clicking on the desired column at
the top of the request list, as shown in Figure 4.6.1-26. The direction of the arrow next to the
column indicates how that column may be sorted, either in ascending or descending order. All
columns, unless they are date columns or the Request ID column, can be sorted in ascending
order. The Request ID column is sorted in descending order. Date columns can be sorted in
either ascending or descending order, as shown in Figure 4.6.1-27.

Unlike filter settings, sort settings are remembered for the session only.
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Showing 1-20f2 [« < | = [0

O Fequest|D Stus Priarity Provider Me
[] 46621 Suspe JPL

[ArchEr

Figure 4.6.1-26. Request List Sorting

[= —ﬁ Wihen Clueued [Z 7] Last Update

200 sort DESCEMDING on this column f 14:48:22

2006-11-17 14:48:19 2006-11-17 14:48:25

Figure 4.6.1-27. Date Sorts

4.6.1.7 Ingest Request Detalil

To view the details of an ingest request (which also displays the list of associated granules), click

on the desired request ID on the Ingest Request List, as shown in Figure 4.6.1-28.

] Fequest D Status Priarity Provider

[] 31R42 Partially_Suspended NORMAL MODAPS_TERR
LaferEm

[] 31617 successul MORMAL JPL

Figure 4.6.1-28. Viewing Request Details

The Ingest Request Detail page is shown below in Figure 4.6.1-29. Specific sections of this page
are described in more detail in the following subsections. Table 4.6.1-4 contains descriptions for

the Request Info Panel fields.
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9 DPL Ingest GUI (DEVOS) - Mozilla Firefox [BELS

File Edi Yiew Hstory Bookmarks Tooks  Help

@ - - @J Q L] http:ifFehelnt. hite.com: 25090/ Ingest_DEVOSF DlnGulLogin.jsp fsessionid=ACSIETODCTEE x| B |G- G
48 Functionality Lab Status [} DPL Ingest GuI (DEV0S) a -
~
Ehome T JGEST wetr cun
¥ Moritoring . Tue Sep 11 2007 13:41:02
Request Status
Historical Requests @‘@
Provider Status
File System Status
Transfer Host Status
ECE Serice Status N
L FDR List Ingest Request Detail
' Interventions & Alerts
Interventiong -
A Request Info [ Show /Hide |
3= Configuration Request ID: 20515 Status: Active Priority: VHIGH
7 Reports Polling Locatien: JPL Local Palling Mission: Size: 330.337 MB
> Help Data Provider: JPL
(3 (relozd page | PDR Path and file name: /datapool/DEVDS/user/FS1//pdreA1000191/0017 4/Criteria_0260 1_1188918087 83048 RGEN.PDR
“au are logged in as INgAdmin Last Update: 2007-09-11 13:20:50
"‘ 9 ?P“““'A“‘“"i' When Queued: 2007-03-10 12:54:01
. When Activated: 2007-09-10 12:54.07
[ cheange password ]
[ show my permissions | When Completed:
Expiration Date/Time:
Granule Statistics:
Total Granules Granules Preprocessed Granules Inserted Granules Trangferred Granules Archived Mo. Files
2 50% 50%. 50%. A0%. &}
Status Change History
Status Changed to New 2007-09-07 14:48.23
Status Changed to Validated 2007-08-1012:54:01
Status Changed to Active 2007-09-1012:54:07
Reguest MNotes
There ate no Request hotes for this tequest.
v

Figure 4.6.1-29. Ingest Request Detail Page

4.6.1.7.1 Request Info

The top of the Ingest Request Detail page shows the complete detailed information particular to
the current request, including the complete date information of when major changes to the
request were completed, as shown in Figure 4.6.1-30.

Request Info [ Show /Hide |

Request ID: 55155 Status: Successful Priority: NORMAL
Polling Locatien: poll54P00 Mission: Size: 0.128 MB
Data Provider: S4F00

PDR Path and file name: /datapool/OPS/user/F 314 pdrsM135/16/MCD4383 A2005289. h32408.004. 2005312095136, hdf_1172533192.89755_RGEM.PDR

Last Update: 2007-02-26 15:41:01

When Queued: 2007-02-26 158:40:56
When Activated: 2007-02-26 15:40:57
When Completed: 2007-02-26 16:41:01
Expiration Date/Time: 2010-12-31 18:59:59

Figure 4.6.1-30. Request Info Panel
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Table 4.6.1-4. Request Detail Page — Request Info Panel Field Descriptions
Field Name Description
Request ID Unique ID for an ingest request

Polling Location

Unique name assigned to the polling location from where the request was
obtained

Data Provider

Unique name assigned to the provider associated with the polling location
where the request was found

Status The current state of the request (see Table 4.6.1-3 to see possible request
states)

Mission Satellite mission defined in the PDR associated with this request (this is not
defined in most PDRS)

Priority The precedence which a request will have for activation and various
processing actions.

Size Sum of the size of all granules in the request

PDR Path and file
name

Temporary location and file name of the PDR after it was copied from the
polling location. The PDR can be found in this location until the request
completes ingest.

Last Update

The last time the status of the request or an associated granule changed

When Queued

The time the request was added to the request list

When Activated

The time the request was moved into the “Active” state

When Completed

The time all the granules in the request reached a terminal state

Expiration Date/Time

The date and time by which the corresponding ingest request must be
completed

If thereis an intervention pending against the request, then there will be alink to the intervention
detail page, as shown in Figure 4.6.1-30. Click on the “[view details]” link to navigate to the
intervention detall page. More information on intervention details can be obtained in

Section 4.6.1.15.

4.6.1.7.2 Granule Statistics

This section of the request details shows the overall statistics for all of the granules associated

with this request, as shown in Figure 4.6.1-31. Table 4.6.1-5 lists the granule statistics panel

field descriptions.

Total Granules Granules Preprocessed Granules Inserted Granules Transferred Granules Archived Mo. Files
100% 0% 100% 100% 3

2

Granule Statistics:

Figure 4.6.1-31. Granule Statistics
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Table 4.6.1-5. Request Detail Page — Granule Statistics Panel Field Descriptions

Field Name Description

Total Granules Total number of granules included in the request

Granules Preprocessed | Percentage of granules that have moved from the preprocessing state to the
archiving state

Granules Inserted Percentage of granules that have been inserted into AIM

Granules Transferred Percentage of granules transferred from the provider to the temp directories
Granules Archived Percentage of granules that have been archived

No. Files Total number of files associated with granules in the request

4.6.1.7.3 Status Change History

This section shows a complete record of the status changes for the request in a scrollable table, as
shown in Figure 4.6.1-32.

Status Change History

Status Chanoed to Mew 2006-10-26 16:50:18 >
Status Changed to Yalidated 2006-10-26 16:50:249

Status Chanoged to Active 2006-10-26 16:50:31

Status Changed to Partially_Suspended 2006-10-26 16:50:36

Status Chandged to Suspended 2006-10-26 16:50:50 b’

Figure 4.6.1-32. Status Change History

4.6.1.7.4 Request Notes

Requests notes are annotations that can be useful in tracking changes to the request. These will
either be added automatically by the server or manually by the operator. Automatic annotations
are added when the operator performs an action on the request or granules in the request.

In Figure 4.6.1-33 below, the first request note was automatically added after the operator
“IngAdmin” failed one of the request granules. The second annotation was added manually by
the operator “IngAdmin” to give more details on why the granule was failed.

You can add a request note, but not edit or delete one. To add a request note, click “[Add
annotation...]” at the bottom of the annotation list, as shown in the figure below:
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Feguest Mates

Added 2005-10-26 17:23:33 by IngAdmin
(SranulelD; 100000000159387 Failed granule.

Added 2006-10-25 17:24:24 by IngAdmin

Failed granule after verifying that the metadata was corrupt and could not be
processed after retrying the granule,

[ &dd annotation... |

Figure 4.6.1-33. Request Notes

An area will appear below where you can add a new annotation. After you are finished, click
“Add this Annotation,” as shown in Figure 4.6.1-34. It will be time stamped after it is added.

[ &dd annotation... ] [ Cancel ]

After failing the granule, the metadata was
carrected and the granule will be reingested
through a later reguest

Anmotation text:
| Add This Annotation |

Figure 4.6.1-34. New Annotation Text Box

46.1.7.5 Granule List Panel

This is the list of al granules associated with this request, as shown in Figure 4.6.1-35. By
default, this list is sorted in ascending alphabetical order by Granule status, always showing
suspended granules first. The operator also has the ability to sort by other criteria, including:

e Descending granule states, with suspended granules last

e Granule sequence number
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=

(9)

Fietiy Selected Granules  Rietry Selected Gianules From Stait  Fail Selected Granules  Cancel Selected Granules

Showing 1 -4 Of4[J4 4 323

O DZII‘:\I Seq Mumber Ingest Gran. ID  Data Type “ersion

[showihite] 4

10000000008357 MOD23P1D 86

Last
Status
Change

Granule
Size .
(ME) Files

B.144

[==] Status 11

Successful 2 2006-10-27

11:37:52
[ [shewihicie] 3 1000000000366 MOD29P1D 86 Cancelling 6148 2 2006-10-27
11:42:17
[shawrihicis] 1 100000000058384 MOD23P1D 86 XferErr 6148 2 2006-10-27
Error executing the following copy command: fusr/ecs/OPS/CUSTOM/in/DPL/EcDICopyExec 11:42:02
fhomefcmshared/PDRS/scripts/ TEMP/OP S/ Criteria_1420_MOD _r1.1161963070.11622 RGEN. hdf
fdatapool/OPS/userF S Atemplingest/14679/100000000083847 4096 3, Failed by Operator
[ lshawihicis] 2 0000000008385 MOD23P1D 86 Resuming 6144 2 2006-10-27
11:42:39

Figure 4.6.1-35. Granule List

Table 4.6.1-6 lists the granule list panel column descriptions.

Table 4.6.1-6. Req

uest Detail Page — Granule List Panel Column Descriptions

Field Name

Description

Checkbox column

This column may contain a checkbox next to the granule, if the granule is not
in a terminal state. This allows an action to be processed for the selected
granule(s). The checkbox at the top of the column selects or de-selects all the
granules in the list that have checkboxes.

File Detail The column holds a link to display the detailed file information for each
granule — this information appears for each granule at the top of the table
when clicked on.

Seg. Number The order in which a granule was found in the PDR

Ingest Gran ID Unique Identifier assigned to the granule

Data Type Data Type found in the PDR describing the granule

Version Version found in the PDR describing the granule. The version will be
extracted from the database if none is in the PDR

Status Current granule status (see Table 4.6.1-7) and detailed error information

Granule Size (MB) Sum of the size of all files associated with the granule

No. Files Number of files found associated with the granule in the PDR

Last Status Change

Date and time the granule’s status was last updated

A Note on Suspended Granules

Nearly al granules that

encounter a problem during processing will eventually move into the

“suspended” state. The only exception is if a granule fails checksum verification each of the
configured number of retries. Except in the case of failed checksum verification or a PDR
Validation failure, granules are not failed until the operator explicitly takes an action to fall

suspended granules.
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Granule Actions

The following actions listed in Table 4.6.1-7 may be performed on granules in the granule list,
depending on granule state:

Table 4.6.1-7. Granule Allowed Actions

Granule Status Status Type Fail / Retry / Retry Cancel No Actions
From Start Allowed
New Queued v
Transferring / Transferred Active v
Checksumming / Checksummed Active v
Preprocessing / Preprocessed Active v
Archiving / Archived Active v
Inserting Active v
Inserted Active 4
Suspending / Suspended Error v v
Resuming Active v
Canceling Active 4
Cancelled Terminal v
Successful Terminal 4
Failed Terminal v
Publishing / Published Terminal 4

Retry selected granules. This applies only to granules that are currently suspended and retries
them from the last known good state of processing. Every time a granule is retried, an annotation
is added identifying the time, operator, and action (see Figure 4.6.1-33) .

Retry selected granules from START: This applies only to granules that are currently
suspended and retries them from the beginning of processing. Every time a granule is retried, an
annotation is added identifying the time, operator, and action.

Fail selected granules: This appliesonly to granules that are currently suspended and transitions
the granule into a failed state, with the status indicating the type of error that originally caused
the suspensions.

Error types are determined by what state the granule is in when it is failed. These states are:
XferErr (transferring), ChecksumErr (Checksumming), PreprocErr (Preprocessing), ArchErr
(Archiving), InsertErr (Inserting), and PubErr (Publishing).

NOTE: After a granule is failed, an annotation is added identifying the time, operator, and
action.

To perform a granule action, select one or more granules by checking the box on the left side of
the line for that granule (if available) and click on the desired action button at the top of the
granulelist. You will then be asked for confirmation before the action is carried out.
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Cancel selected granules: This applies only to granules that are not yet in a terminal state. It
manually cancels the granules. After agranule is cancelled it is expected that the granule will be
re-ingested by the operator

View Granule File Infor mation

Each granule has additional detailed information in the “File Detail” column. This column
contains the list of files associated with that granule; if any of the files are in a failed or
suspended state, the error details are al'so shown. To view thisinformation, click the [show/hide]
link for the desired granule, as shown in Figure 4.6.1-36. Table 4.6.1-8 lists the granule file
information column descriptions.

Showing 1 -4 Of4[[44 [ 23

File Detail For Granule Id: 15000000018595

Path Mame Type Status
fhomeicmsharediPDRSiscripts TEMP/DEVD 1 Criteria_1420_MOD_r1.1161962854. 22275 RGER.hdf SCIENCE Transferred
homefcmsharediPDRSIsctipts TEMPIDEVD 1] Critetia_1420_MOD_t1.1161962854. 24614 RGER.hdf.met METADATA HfetErr

File Granule Last
d . Seq. MNumber Ingest Gran. ID  Data Type “ersion [£7] Status Size . Status
Detail Files
(MB) Change
[ Ishowgice] 1 15000000016595 MOD2SP1D 86 Suspended 6148 2 2006-10-27
Failed copy operation with error: Source Error 11:37:10

(fhome/cmshared/PDRS/scripts/TEMP/DEVD1#Criteria_1420_MOD_r1.1161362854.24614. RGEN. hdf. met)
Imalid argument

[ 2 \S00000001R595MODARAN. . FF Susnsaded CETTRENE R

Figure 4.6.1-36. Granule File Information

Table 4.6.1-8. Granule File Information Column Descriptions

Field Name Description
Path Directory identified in the PDR where the file can be found
Name Name of the file
Type Internal file type of the file translated from the file type in the PDR according
to a predefined table (e.g., SCIENCE, METADATA, BROWSE)
Status Last action performed on the file or the most recent, unresolved, error
encountered while processing the file

4.6.1.8 Historical Ingest Requests Page

This page shows all of the ingest requests that have reached a terminal state and have been
moved from the active ingest requests list, which occurs after a configured interval has elapsed
(configured on the Global Tuning page, Section 4.6.1.24). The DPL Ingest Database keeps a
persistent record of all requests that have undergone ingest processing and can thus be viewed on
this page (see Figure 4.6.1-37 below). The operator has the ability to configure how long this
historical information is kept on the bottom of this page (see Figure 4.6.1-38) and can also be set
on the Global Tuning Configuration page (Section 4.6.1.24). Table 4.6.1-9 lists the historical
ingest requests column descriptions.

4.6.1-28 609-EED-001, Rev. 01




) DPL Ingest GUI (DEVOY) - Mozilla Firefox
Fle Edit View History Bookmarks Tools  Help

<ﬁ - - @ ﬂ_l" ‘g http: fF4helD1. hite. com: 25090/ Ingest_DEWDS[Faces/EcDInGuLoginjsp;jsessionid=ACS3E70DCT6E | EASBESSB4EBIS579703 ‘\]
48 Functionality Lab Status | [} DPL Ingest GUI (DEVD9) 8l -
-~
& vome ) OOL I 1
| Monitoring Tue Sep 11 2007 13.45:43
Request Status

rovider Status

File System Status

Transfer Host Status

ECS Service Status . B
L4 FOR List Historical Ingest Requests
ﬂ Interventions & Alerts

[ configuration @

ﬂRepnns \ J
:ﬂ Help Show / Hide Filters
[HELF]
(3 [retoad page ] Showing 1-20 0f 707 (M) F )PP printisave view Pagesize: 20 [v]
i . o o " Mo. Granules (no Ingest [= =) When (= =) When Proc (= =] When Proc.
You 5.2 logged in as INgAdmin Requestld Status  Priority Provider Mame  Size Eanat Wethod Cusued Slarted Completed
& Operator Astions:
[log out] 20427 Cancelled  HIGH 1@2.3 111.125 2 DPL 2007-09-01 2007-09-01 16:30:29
[ chenge passward ] (PrepracEm) 16:30:26
[ shaw my permissions |
18573 Failed HIGH 1@2.3 -0.000 1( DPL 2007-08-31 2007-08-31 00:56:58
00:56:58
18563 Failed  HIGH 1@2.3 -0.000 1D DPL 2007-08-31 2007-08-31 00:56:59
00:56:57
18565 Failed HIGH 1@2.3 -0.000 1 DPL 2007-08-31 2007-08-31 00:57:15
00:57:07
18575 Failed  HIGH 1@2.3 0.006 10 DPL 2007-08-31 2007-08-31 00:67:15
00:57:08
18567 Failed HIGH 1@2.3 -0.000 1 DPL 2007-08-31 2007-08-31 00:57:15
00:56:58 R
18569 Failed HIGH 1@2.3 -0.000 1( DPL 2007-08-31 2007-08-31 00:57:15
00:57:07
18571 Failed HIGH 1@2.3 -0.000 1 DPL 2007-08-31 2007-08-31 00:57:22
00:57:08
18555 Failed HIGH 1@2.3 -0.000 1( DPL 2007-08-31 2007-08-31 00:57:22
00:57:08
18593 Failed HIGH 1@2.3 -0.000 2 DPL 2007-08-31 2007-08-31 00:57:31
00:57:21
18635 Successful HIGH 1@2.3 3163 1(1) DPL 2007-08-31 2007-08-31 00:57:15  2007-08-31 00:58:45
00:57:11
18551 Successful HIGH 1@2.3 B.414 11 DPL 2007-08-31 2007-08-31 00:56:559  2007-08-31 00:53:54
00:56:57
19225 Failed HIGH 1@2.3 0.036 1 DPL 2007-08-31 2007-08-31 00:58:57
00:58:52
b
< | >

Figure 4.6.1-37. Historical Requests Page
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) DPL Ingest GUI (DEV09) - Mozilla Firefox

file Edt Yew Hitory Bookmarks

Tooks  Help

[BEIET

<,‘3 - e @ ﬁ L] http:/{F4held1.hite com: 25090/Ingest_DEVO3[Faces/EcDinGuUiLogin.jsp;jsessionid=ACS3E 70DC76E 1EASBEGIB4ER9S5 79703 ~| ] [Cl- e
4 Functionality Lab Status (| DPL Ingest GUI (DE¥D9) (5] -
s -~
é Home 18575 Failed HIGH @23 0.006 10 DPL 2007-08-31 2007-08-31 00:57:15
¥ Monitoring 00:57:08
Reguest Status 18567 Failed HIGH 1@2.3 -0.000 10} DPL 2007-08-31 2007-08-31 00:57:15
Aal izl PIEGILE ] 00:56:58
Provider Status
File System Status 18569 Failed HIGH 1@2.3 -0.000 10y DPL 2007-08-31 2007-08-31 00:57:15
Transfer Host Status 005707
ECS Senice Status
L[PDR List 18571 Failed HIGH 1@23 -0.000 10} DPL 2007-08-31 2007-08-31 00:57:22
| Interventions & Alerts 00:57:08
M Conauiztion 18855 Failed  HIGH 1@z .00 1m DPL 2007-08-31 2007-08-31 00:57:22
> Reports 00:57:08
2] Help 168593 Failed  HIGH 1@23 -0.000 20 DPL 2007-08-31 2007-08-31 00:57:31
00:57:21
O [ reload page |
18635 Successful HIGH 1@2.3 3.163 11 DPL 2007-08-31 2007-08-31 00:57:15  2007-08-31 00:58:45
“You are legged in as (NgAdmin Al
1 ) Operator Adians: 18551 Successful HIGH 1@2.3 6.414 11 DPL 2007-08-31 2007-08-31 00:56:59 2007-08-31 00:58:54
[log sut] 00:56:57
[ changs password |
[ show my permissions | 19225 Failed HIGH 1@2.3 0.036 10 DPL 2007-08-31 2007-08-31 00:58:57
00:58:52
18616 Successful HIGH 1@2.3 0.081 o} DPL 2007-08-31 2007-08-31 00:57:39  2007-08-31 00:59:02
00:57:27
18550 Successful  HIGH 1@23 1.022 1 DPL 2007-08-31 2007-08-31 00:57:15  2007-08-31 00:59:03
00:56:58
168614 Successful  HIGH 1@23 0.081 m DPL 2007-08-31 2007-08-31 00:57:33  2007-08-31 00:59:03
00:57:20
18556 Successful  HIGH @23 3777 m DPL 2007-08-31 2007-08-31 00:57:40  2007-08-31 00:59:06
00:57:10
18731 Successful HIGH 1@2.3 1.209 11 DPL 2007-08-31 2007-08-31 00:57:52 2007-08-31 00:59:07
00:57:37
18654 Successful HIGH 1@2.3 0.075 1N DPL 2007-08-31 2007-08-31 00:57:54  2007-08-31 00:59:07
00:57:34
18602 Successful  HIGH 1@2.3 0.138 10 DPL 2007-08-31 2007-08-31 00:57:52 2007-08-31 00:58:07
00:57:14
Historical Request Related Configuration
Parameter Mame Parameter Description Parameter Value
MONTHS_TO_KEEP_HIST_STATS_ALERTS The retention time in months for keeping historic information for requests, alers and throughput statistics 2
{ Apply Changes |x Cancel Changes
v

Figure 4.6.1-38. Historical Request Related Configuration

Table 4.6.1-9. Historical Ingest Requests Column Descriptions

Field Name Description
Request ID Unique ID for an ingest request
Status Terminal state reached by the request
Priority The final priority assigned to the request during processing
Provider Name Name of the provider from which the request was obtained
Size Sum of the size in MB of all granules in the request

No. Granules

Total granules included in the request

Ingest Method

Whether the request was processed by Classic Ingest, or the new Data Pool
Ingest system. “DPL” indicates Data Pool Ingest, while “CLASSIC” indicates
Classic Ingest.

When Queued

Time the request was encountered by the polling service

When Proc. Started

Time the request was activated by processing

When Processing
Completed

Time the request reached a terminal state
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4.6.1.8.1 Viewing Historical Request Details

To view request details, click on arequest ID, which displays arequest detail page similar to that
for an Active Ingest Request, as shown in Figure 4.6.1-39.

Fequestld Status  Priority

146G Cancelled HIGH M

Figure 4.6.1-39. Viewing Historic Request Details

4.6.1.8.2 Printing and Saving Historical Request Lists as Reports

The operator can view the entire Historic Request list by clicking the “print/save view” button
next to the pagination arrows at the top of the Historic Request List, as shown in Figure 4.6.1-40.

[ HELF ]
Showing 1 - 20 of 2971 ["‘I I I"‘"J printisawe wisw

Fequestd Status  Priority Provider Mame Size

484435 successful WHIGH MODAPS_TERRA_FPROC 49577

45442 successful WHIGH MODAPZ_TERREA_FPROC 347042

Figure 4.6.1-40. Print/Save View Button

This will display a complete list of al the historic requests, though this list will be restricted by
current filter settings. A new window will be opened and you will be prompted to continue, as
shown in Figure 4.6.1-41.

Because the list could potentially contain thousands of records, it may take several minutes to
load the entire list into the browser window. At this point, the window will display “Processing
Your Request” (see Figure 4.6.1-42) while the web server retrieves the data — this page may be
displayed for severa minutes. Once the entire list is loaded, the page will display the list as
normal (Figure 4.6.1-43).
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Saving and Printing

From here you can save the list as HTML by using the browser’s built-in save functionality
(usuadly File > Save As...). Most browsers will also allow you to save the page as text only. To
print, either press the “Print This Report” button directly on the page, or use the menu (File >
Print...); thiswill load your browser’s built-in print dialog box, an example of which is shownin
Figure 4.6.1-44.

@& http://f4dpl01_hitc.com: 25010 - Mozilla Firefox =
File  Edit View  History  Bookmarks Tools  Help

E

DATA POOL INGEST web cun

“'*' " . Fri blar 2 2007 12:19:07
S

Are you sure you want to display the entire list?

If the list contains many
thousands of rows, the wehb
semer may time out or your
browser could run oot of
mermaory and crash.

Are you sure you want to
continue?

[ Cantinue ][ Cancel ]

[+

< | T | &]_

Darne Proxy: raythean proxy e @

Figure 4.6.1-41. Prompt to Display Entire Historic Request List
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& http: //f4dplO1. hitc.com: 25010 - Mozilla Firefox

File Edit View  History  Bookmarks  Tools  Help

Processing Your Request...

< | 1

i)
]
58

2
| ] |

Whaiting For F4dplOt . hitc.com. .. [

J

Proxcy: ravitheon proxy o @

Figure 4.6.1-42. “Processing Your Request” Wait Screen
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& nttp://f4dp101.hitc.com: 25010 - Mozilla Firefox =)

Eile  Edit Miew History Bookmarks Tools  Help

e

Fri Mar 2 2007 12:20:19

Historical Ingest Requests

Filter Settings
Provider: ALL

Request State(s): [ALL]
Data Type: ALL
Date/Time Range Filter: Queued Within 24 Hours

[F] | Sawe This Report

Print This Report
Showing 1 - 291 of 291

Mo, Granules (no Ingest When Proc Wihen

Requestid Status Priority Provider Mame Size Eea - Method YWhen Queued Started Completed
48443  Successful wHIGH  MODAPS _TERRA _FPROC 49577 100 DPL 2007-03-01 2007-03-01 2007-03-01
13:57:39 13:58:09 14:00:55
48442  Successful WHIGH  MODAFPS_TERRA _FPROC 347.042 )] DPL 2007-03-01 2007-03-01 2007-03-01
13:57:39 13:58:09 14:00:55
48441  Successful “wHIGH MODAFPS _TERRA FPROC 347.042 7o DPL 2007-03-01 2007-03-01 2007-03-01
13:57:39 13:58:09 14:01:02
45444 Failed MNORMAL ICESAT 0.000 1003 DPL 2007-03-01 2007-03-01
14:10:00 14:10:00
48447  Successful “HIGH MODAPS _TERRA _FPROC 49577 1003 DPL 2007-03-01 2007-03-01 2007-03-01
14:14:35 14:15:28 14:18:05
48453  Successful “HIGH MODAPS TERRA _FPROC 49577 1003 DPL 2007-03-01 2007-03-01 2007-03-01
14:14:35 14:15:28 14:18:12
48454  Successful “HIGH MODAPS _TERRA _FPROC 49577 1003 DPL 2007-03-01 2007-03-01 2007-03-01
14:14:35 14:15:28 14:18:14
48443  Successful “HIGH MODAPS TERRA _FPROC 49577 1003 DPL 2007-03-01 2007-03-01 2007-03-01
14:14:35 14:15:28 14:18:14
48450  Successful “HIGH  MODAPS TERRA _FPROC 49577 1003 DPL 2007-03-01 2007-03-01 2007-03-01

14:14:35 14:15:258 14:18:18 e

< >
Done Proxy: raytheon proxy | @) @B

Figure 4.6.1-43. Print/Save View of Historical Ingest Requests
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DATA POOL INGEST wet cus
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Figure 4.6.1-44. Print Dialog Box

4.6.1.8.3 Historical Request Filters

The historic request list on this page can be filtered using the filter panel that appears on the
same page. Thisis opened by clicking on the green filter button at the top of the page, as shown
in Figure 4.6.1-45. If authentication is enabled, filter settings are always remembered, even when
logging out of the session. They are never lost unless the operator profile is completely removed
or authentication is disabled.
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L] Save as default settings [HELF)

Apply Fiter_| Load Defautt Settings |

Figure 4.6.1-45. Filter Panel

This panel shows the current filter settings and allows the operator to change them. There are
two tabs on this panel, one that provides filter options based upon the attributes of the various
reguests (* Combined Filter Settings’), as shown in Figure 4.6.1-45, and the other that will filter
by asinglerequest ID (“Request ID Filter Settings’), as shown in Figure 4.6.1-47.

Under Criteria Based Filtering, there are severa different types of filters that can be applied
concurrently to the request list. These are as follows:

e Data Providers — By selecting a provider, only requests from that provider will be
displayed in the request list.

e Request States— If this option is selected, multiple states may be included in the filter by
holding down the CTRL key and selecting all of the desired states. Only requests in the
selected states will be displayed.

e Data Type — By selecting a data type, only requests with granules of the selected data
type will be displayed

e Date/Time Range Filter — The operator can either filter by the time when a request was
last updated or when it was last queued, as shown in Figure 4.6.1-46.
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0 When Completed — Only requests that completed from the given date to the given
date will be displayed. Completion time is recorded once all granules reach a
terminal state.

0 When Queued — Only requests that were added to the request list from the given
date to the given date will be displayed

0 Queued Within 24 Hours — Only requests that were added to the request list
within the last 24 hours from the current date

0 None— No date/time range filtering will be applied

Date/Time Range Filter: ; \hen Cueued
—MNOMNE=

When Completed 006 [ ne 15 (%] min 19 [+
When Queued: YWhen Queued — =l ]

Cueued Yyithin 24 Hours 006 || ne 15 |%| min 22 |

Figure 4.6.1-46. Selecting a Date Range Criteria

To filter by asingle Request ID, press on the “Request 1D Filter Settings’ tab. A single field for
entering a Request D number will appear, as shown in Figure 4.6.1-47. The request 1D filter can
only be applied by itself and not in combination with any other filter attributes.

Showe / Hide Filters
Request ID Filter Settings Combined Filter Settings

Request ID: 46971 [help] |

[] Save as default settings [HELF

Apply Filter | Load Default Settings |

Figure 4.6.1-47. Filtering By Request ID

Once the desired filter options are selected, the operator has the option of saving a set of default
settings by selecting the “Save As Default Settings” box prior to clicking “Apply Filter” (see
Figure 4.6.1-48). Thereafter, the operator can click “Load Default Settings’ to restore these
saved defaults. If no default is stored, al requests will be shown by default. If authentication is
disabled, there will be no option for saving or loading default settings.
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v Save as default settings [HELF
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Figure 4.6.1-48. Saving Default Filter Settings

Once al settings are selected, press the “Apply Filter” button. A new page will appear with
showing only the requests meeting the filter criteria. Filtering options will be hidden until the
green “Show / Hide Filters’ button is pressed again.

4.6.1.9 Historical Ingest Request Detail Page

The request detail page for a historical request (Figure 4.6.1-49) is similar to the one for an
Active Ingest Request, with the request details followed by a granule list. The details on this
page are somewhat different in that information pertaining to historical data is shown. Since the
request isin aterminal state, no actions can be processed for this request, so action buttons are
not present. Tables 4.6.1-10 through 4.6.1-12 contains information for the Historical Ingest
Request Detail page such as the request info field descriptions, the request info column
descriptions, and the granule list column descriptions.
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Figure 4.6.1-49. Historical Request Detail Page

Page Sections
e Reguest Info — General information about the request
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Table 4.6.1-10. Historical Ingest Request Detail Page —

Request Info Field Descriptions

Field Name Description
Request ID Unique ID for an ingest request
Status The final state of the request (see Table 4.6.1-3 for a list of possible request
states)
Priority The precedence which a request will have for activation and various
processing actions.
Provider Unique name assigned to the provider associated with the polling location

where the request was found

Size

Sum of the size of all granules in the request

No. Granules

Total number of granules in the PDR

Ingest Method

Whether the request was processed by Classic Ingest, or the new DataPool
Ingest system

No. Files

Number of files found associated with the granule in the PDR

e Request Timings — Seconds of time that passed during various processing actions

Table 4.6.1-11. Historical Ingest Request Detail Page —

Request Timings Column Descriptions

Field Name

Description

Time to Xfer

Total seconds of time that passed during all granule transfers

Time to Checksum

Total seconds of time that passed during all granule checksum operations

Time to Preprocess

Total seconds of time that passed during all granule preprocessing operations

Time to Insert

Total seconds of time that passed to insert all granules into AIM

Time to Archive

Total seconds of time that passed to copy all granules into the archive

e GranuleList —Detailed granule information
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Table 4.6.1-12. Historical Ingest Request Detail Page —

Granule List Column Descriptions

Field Name Description
Seqg Number The order in which a granule was found in the PDR
Ingest Gran ID Unique Identifier assigned to the granule by the DPL Ingest System
ECS Gran ID Unique Identifier assigned to the granule for insert in AIM
DPL Gran ID Unique Identifier assigned to the granule for registration in the Data Pool
Data Type Data Type found in the PDR describing the granule
Version Version found in the PDR describing the granule
Status Terminal state reached by the granule

Granule Size (MB)

Sum of the size of all files associated with the granule

No. Files

Number of files found associated with the granule in the PDR

Proc. Start

Time of granule activation

Proc. End

Time granule reached a terminal state

Total Proc. Time

Total seconds that lapsed in between granule activation and completion

Time to Checksum

Total seconds that passed during granule checksum across all files

Retry Count

Number of times the granule was retried (or retried from start)

4.6.1.10

Provider Status Page

This page displays the status and information about each configured data provider in the Data
Pool Ingest system (see Figure 4.6.1-50a and 4.6.1-50b for a general overview). Table 4.6.1-13

contains the Provider Status page column descriptions.
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Figure 4.6.1-50a. Provider Status Page (General Overview)

4.6.1-42 609-EED-001, Rev. 01



¥ DPL Ingest GUI (DEVOY) - Mozilla Firefox E‘E‘E‘

File Edit View History Bookmarks Tools  Help

& - - @ (] httpzjiF4hednt hitc.com: 25090/ Ingest_DEVOSjFaces/EcDIInGUILagin, jsp;jsessionid=ACS3E70DC76E 1EASRES984EBISS79703 - |IG] - L,
3 € o m >
0 Functionality Lab Status | | DPL Ingest GUI (DEY09) 8 -
& - =
.\?‘m’:‘:ﬂ""u O kB2 @) renced by opaatyy N EONnE Lenatoe a 0 0(0.000 MB) 0 (0.000 MB )
Reguest Status i i
Historical Requests 3] kER a o ey e e a o D (D.000 ME ) 0(0.000 ME )
Provider Status:
LD EmE s [] KBLOCAL R — T 0 i 0(0.000 MB ) 0(0.000 ME )
ECS Service Status
Lblﬁl?lirbfrtninns&nlens [ MiSR @ coroenis vyoperstyr @1 011 suspanaea 0 0 0(0.000 MB ) 0{0.000 ME )
>:|C0"ﬁﬂumiﬂ" ] MODAPS g suspended by operator @ 1 of 1 suspendad 0 1} 0(0.000 ME) 0(0.000 ME)
J|Reports
5| Help [] MODAPS AQUA FPROC @ cvensedvyopeser B 1071 suspenges 0 0 0(0.000 MB ) 0(0.000 MB )
(J rrefose page] [] MODAPS COMBINE FFROC — m vy operatar @ 107 1 suspended i o 0(0.000 MB ) 0(0.000 ME )
“ou are logged in as INgAdmin —
- T ] MODAPS TERRA FPROC B e N1 of 1 active i} il 0(0.000 ME) 0(0.000 WE )
[log out]
L [ NSIDC DAAC @ corvenis vyoperstyr @)1 011 suspanaes 0 0 0(0.000 MB ) 0{0.000 ME )
O PH g suspended by operator @ 1 of 1 suspendad 0 i} 0(0.000 ME) 0(0.000 ME)
oA @ coeiivyopenstyr @1 0t suspands 0 0 0(0.000 MB ) 0(0.000 MB )
[ S4PM B cventea vy operntyr W 1001 mpena 0 0 0{0.000 MB ) 0{0.000 ME )
0 all “ No Falling Lacatians i 0 0(0.000 ME) 0(0.000 ME)
[ chris A e B4 o1 active 0 0 0(0.000 MB ) 0(0.000 MB )
[] izoechoo e cuspended by aperator @ 1071 zuspendad 1] u] 0(0.000 ME ) 0 (0.000 ME )
[ rang @ coroenic vyoperstyr @)1 et suspandes 0 0 0(0.000 MB ) 0(0.000 MB )
[ ttian test @ cmentea vy operntyr 1001 mpeni 0 0 0{0.000 MB ) 0{0.000 ME )
[] sharonProvider e vt by epeEs No Palling Locations a o 0 (0.000 MB ) 0 (0.000 MB )
[ tfu local provider L e 0 0 0(0.000 MB ) 0(0.000 ME )
TOTALS: 0 9 5(21.529MB) 9 (659.087 MB )
Suspend Resume
v
< >

Figure 4.6.1-50b. Provider Status Page (General Overview)

Table 4.6.1-13. Provider Status Page Column Descriptions

Field Name Description

Provider Provider name configured to identify an External Data Provider

Status Whether the provider is active, suspended by server, or suspended by
operator

Polling Locations Total number of active polling locations on the provider, or the number of
polling locations that are suspended out of the total number configured

Requests Queued Total number of requests waiting for activation from the provider

Requests In-Process Total number of requests that are active and not suspended from the provider

Granules Queued Total number and volume (in MB) of granules waiting for activation in
requests from the provider

Granules In-Process Total number and volume (in MB) of granules that are active and not
suspended in requests from the provider
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Possible Status Indicator s
There are three possible status indicators for a provider.

e Active—at least one polling location is active

active

e Suspended by Server (indicating all polling locations are suspended) — the server has
suspended the Polling Location automatically.

ﬁ suspended by sener

e Suspended by Operator (indicating all polling locations are suspended) — operator
manually suspended the Polling Location from the GUI

;fA suspended by operatar

4.6.1.10.1 Provider Status Actions

You can suspend or resume any of the Data Providers listed on this page. The status column
shows a green (active) or red (suspended) icon. To change the status of one or more providers,
do the following:

1. Select the desired provider; multiple providers may be selected at once:

v MODAPS TERRA FPROC | e ™ 1 of 1 active n
] MSIDC DAAC ‘, suspended by operatar @ 1 of 1 suspended ]
[] S4FP00 A suspended by operator @ = of 2 suspended ]
TOTALS: 1]

Suspend | Fesume |

2. Click the appropriate action button at the bottom of the list:

suspendl\l resume
b

3. You will be prompted for confirmation. The page will reload with the status of the
selected providers changed.

The Impacts of Suspending a Provider

Suspending a Data Provider will stop the activation of Ingest Requests from that Provider, but
Ingest Requests that are already active will be completed. Ingest will also stop polling all of the
Polling Locations associated with that Data Provider; The impact then is that no new Requests
from that suspended Data Provider will be queued except if a polling cycle is in progress, in
which case the polling cycle will be completed.
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4.6.1.11

Provider Status Detail

The detall page of a provider shows the detaill information of the Provider, the configured
Notification Types, and the individual status of each polling location associated with the
provider, as shown in Figure 4.6.1-51, and allows the operator to suspend or resume the Polling
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Suspend Resume

Figure 4.6.1-51. Provider Status Detail Page

4.6.1.11.1 General Status

This section of the Provider Status Detail page provides an overview of current processing
through the provider, as shown in Figure 4.6.1-52. Table 4.6.1-14 contains the general status
field descriptions for the Provider Status detail page.
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General Status

Provider: NSIDC_DAALC

General Status: .‘ suspended by aperatar Resume

Requests Gueued:0 (0.000 ME)
Requests In-Process: 0 (0.000 ME)

Figure 4.6.1-52. General Status for a Provider

Table 4.6.1-14. Provider Status Detail Page — General Status Field Descriptions
Field Name Description
Provider Unique name for this external data provider

General Status

Whether the provider is active, or has been suspended either manually by the
operator or automatically by the server

Requests Queued

Total number of requests waiting for activation from the provider, as well as
the total size of those requests

Requests In-Process

Total number of requests that are active and not suspended from the
provider, as well as the total size of those requests

4.6.1.11.2 Configured Notification Information Types

The Provider Status detail page shows the configured notification types for a provider and its
notification method, as shown in Figure 4.6.1-53, Figure 4.6.1-54, and Figure 4.6.1-55. The
operator cannot suspend or resume these for an individual provider.

Configured Notification Types

Email: ¥es FTP: Mo SCP: o

Figure 4.6.1-53. Notification Information

Configured Notification Types

Ernail: Mo FTP: ko SCP: Yes @ active

Figure 4.6.1-54. Notification Information w/ SCP active

Configured Notification Types

Email: Yes FTF: Yes @ active SCP Mo

Figure 4.6.1-55. Notification Information w/ FTP active
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A Data Provider may have SCP, FTP, email, or a combination of these methods of notification.
There is no status for an email notification method or for a notification method that is not
enabled. If any of the methods are not used, then “No” will appear next to the notification
method name.

Note that operators or the Ingest Service can suspend all traffic to and from an SCP or FTP Host
(e.g., if the host or the connection to the host will be taken down or is experiencing problems).
In that case, notifications for a provider that use that host will be shown as suspended. Operators
can suspend email notifications as a whole via the Ingest Status page (e.g., when the local e-mail
service needs to be shut down for maintenance), in which case al email notifications for all
providers will be shown as suspended. For more information on that functionality, see
Section 4.6.1.2.2.

The overadl status of SCP and FTP Hosts is shown on the Transfer Host Status Page (see
Section 4.6.1.13). The status of email notifications is shown on the Ingest Status Page
(Section 4.6.1.2).

4.6.1.11.3 Polling Location List

Each Data Provider has alist of associated Polling Locations, which are directories on SCP, FTP,
or local Hosts that can be suspended or resumed. These can be suspended or resumed in order to
halt or resume data to be sent through (Ingested from) these providers, without impacting the
status of the Host on which that polling location resides (see Figure 4.6.1-56). To suspend or
resume a polling location, check the boxes of the desired locationsin the list and click the action
button at the bottom of the list. You will be prompted for confirmation before the action is
carried out. Table 4.6.1-15 contains the polling locations column descriptions for the provider
status detail page.

Polling Locations

Status Source Polling Path Host Type Host Mame Host Status Address

active fhomeicmsharediPORSieboradkil SCP 401 1 active a0

fusrecsiOPSICUSTOMdataldplinge stfagualforwardiPDR FTP LPDAAC

T3drg01.hitc.com

o|o|o|o o

of o
active fusrecsiOPSICUSTOMdatal/INGESTiagualforward'PDR SCP f4dplll active T4dpld1
of o

fhomefcmsharedPORSagua_4043 SCP fadhell1 f4hell1

Suspend Resume

Figure 4.6.1-56. Polling Location List
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Table 4.6.1-15. Provider Status Detail Page —
Polling Locations Column Descriptions

Field Name Description

Status Whether the polling location is active, suspended by server, or suspended by
operator

Source Polling Path Full path of directory being polled

Host Type Method being used for polling — Local, FTP, or SCP

Host Name Label assigned to the host on which the polling location is found

Host Status Whether the host where the polling location is found is active or suspended.
The polling location itself can be suspended, but this does not affect the state
of the host.

Address IP address or DNS name where the polling directory can be found

4.6.1.12 File System Status

This page displays the status of each of the Archive File Systems and Data Pool File Systems, as
shown in Figure 4.6.1-57. Table 4.6.1-16 contains the file systems status page column
descriptions.
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Figure 4.6.1-57. File System Status Page Screen Shot
Table 4.6.1-16. File System Status Page Column Descriptions (1 of 2)
Field Name Description
Name Unique name assigned to the file system and the directory where
the file system is found
Status Whether the file system is active, suspended by operator, or
suspended by server
Free Space The amount of free space (in GB) on the File System.
Used Space Percentage of space used on the file system and the time this
information was last checked
Cache Used Alert Threshold The percentage of used space in the cache at which point an alert
would be raised for the Archive or Data Pool File System. For
example, if the threshold was set to 80%, an alert would be raised
as soon as more than 80% of the cache was used. No requests or
file systems will be suspended as a result of this threshold being
reached
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Table 4.6.1-16. File System Status Page Column Descriptions (2 of 2)

Field Name Description
Cache Used Suspend Threshold The percentage of used space in the cache at which point the
Archive File Systems only Archive or Data Pool File System would be suspended. For

example, if the threshold was set to 90%, the Archive File System
would be suspended as soon as more than 90% of the cache was

used

Queued Granules Total granules waiting for activation set to ingest on the file system
and the sum of the size of those granules

Processing Granules Total granules active set to ingest on the file system and the sum of

the size of those granules

Actions on this page:

Aswith other pages that display services or providers, each of these archive file systems can also
be suspended or resumed. The status column shows a green (active) or red (suspended, either by
operator or server) icon. To change the status of one or more file systems, do the following:

1. Select the desired Data Pool File System or Archive File System (multiple selections
may be made):

Data Pool File Systems

] Mame Status Free Space sk

[] DEFAULT - 166GE
fdatapool/BEWVOA userfF51s (2007 -0:3-1

" F52 ) suspended by operator 380GB

%IdatapnulIDEU‘Dﬂuser.l’FSZ.l’ [2007-03-
suspend | Fesume

Click the desired action button at the bottom of the list

Y ou will be prompted for confirmation. The page will reload with the status of the
selected archives changed.

4. The application will not allow the same action to be taken twice on an Archive File
System. For example, an already active status can not be resumed. However, an
Archive File system that was suspended by the server may be manually suspended by
the operator.

46.1.13 Transfer Host Status

The Transfer Host Status page shows the status of each configured SCP and FTP host, as well as
the status of Local Host Transfers. The status is further broken down into the individual polling,
processing, and notification statuses for each provider which uses the host. The operator can
manually suspend all operations on the host and can resume all operations on the host. See
Figure 4.6.1-58 for a general overview.
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When an operator suspends the host, the Ingest Service will complete any ongoing transfers,
polling cycles, or notifications with that host, but not start any new ones. When an operator
resumes the host, this will resume al traffic with that host. It is possible that not al providers
will be returned to active when resuming the host depending on the current status of the polling
location and data provider.

If the polling, processing, or notification status of a host is suspended by the Ingest Service, an
Alert will also be generated and displayed on the System Alerts page (e.g., a connection could
not be established with a host because it is down, or there were too many errors while trying to
transfer PDR files).

If a PDR is sent through processing with a host configured in the PDR that does not show up on
the GUI, anew host will automatically be added to the lists of SCP and FTP Hosts with the name
UNDEFHOST _[Provider] [RequestiD] (See Figure 4.6.1-58). The provider status on a host will
be displayed if the operator has configured a polling location for that provider on the host, a PDR
for the provider references the host, or the provider has configured notifications to be delivered
to that host. It is possible that a host is not used for all three servers in which case the status for
that particular server(s) will be displayed as not applicable. If more than one polling location is
configured for a provider on the host, the number of polling locations will also be displayed next
to the polling status. Table 4.6.1-17 contains the transfer host status page column descriptions.
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Figure 4.6.1-58. Transfer Host Status Page (General Overview)
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Table 4.6.1-17. Transfer Host Status Page Column Descriptions

Field Name Description

"Host identification” Display name for the host in bold, followed by the IP address or the canonical
name and port of the host in parenthesis, followed by the overall status of the
host. Possible statuses are “active” or “suspended by operator”.

Provider Name Name of a provider which uses this host.

Polling Status Whether or not polling for this provider on this host is active. Possible states are
“active”, “suspended by operator”, “suspended by server”, or "not applicable”.

Processing Status Whether or not file transfers for the provider on this host are active. Possible
states are “active”, “suspended by operator”, “suspended by server”, or "not
applicable”.

Notification Status Whether or not notifications for this provider on this host are active. Possible
states are “active”, “suspended by operator”, “suspended by server”, or "not
applicable”.

Actionson this page:

Each of the SCP/FTP hosts, as well as Local Host Transfer, can be suspended or resumed. The
status columns show a green (active) or red (suspended by server or operator) icon and indicate
which operations (polling, processing, notification) are suspended for each provider on the host.

To change the status of one or more hosts, do the following:
1. Select the desired host; multiple selections may be made

2. Click the Suspend or Resume button at the bottom of the list, as shown in Figure 4.6.1-
59. You will be prompted for confirmation. The page will reload with the status of the
selected hosts changed.

3. All operationsfor al providers will be suspended as a result of suspending the host.
Polling will stop on polling locations that use this host for transfers. No notifications
will be sent to the host until it is resumed, at which time al notifications halted during
the suspension will be later sent.

2182

Hosts Action Euttons: . =
"Suspend

TCRAR Prowsder iy

"Rezume Suppend

Aata Reliesh
OFF

Figure 4.6.1-59. Suspending an FTP or SCP Host

46.1.14 ECS Services Status

The ECS Service Status page shows the status of each of the various ECS Services. There are
two types of ECS Services:
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1. Servicesthat run on the same host as the Ingest processing service — the GUI only
shows that the service is up or down.

2. Servicesthat can run on any number of hosts that have been configured for that
purpose. Examples are checksumming, archiving, and transfers. The service on each
host is independent of the same type of service on the other hosts, in that its
configuration and statusis host specific. For example, checksumming on one host
may be suspended but may be operating just fine on the other. Asaresult, the GUI
shows the status information for that service separately for each host. These services
are called Hosts Used For ECS Services.

Host-specific ECS Services can be individually suspended and resumed for that particular host.
The XVU, DPIU, and ODL2XML services are listed separately and can only be resumed. See
Figure 4.6.1-60 for the general page overview.

15} Monkaring H" 'i 8 I""\.’ ! Thu Mar 22 2012 11:54:15
Request Status e
Historical Requests =
Provider Status
File System Stalus
Transfer Host Stafus
ECS Service Stalus B
4 POR List ECS Services Status
| Interventions & Alerts R T (S
¥} Configuration XVU: | DPIU: [ ODLZXML:
#| Reports
> Help
8 [reload panel
i : Hosts Used For ECS Services
IngAdmin Service Host T Checksum File Transfer ~ SCP 1 Archive 1 Band Extraction Jlnsert Copy [l Insent Checksum
fAeilol - o~ : B : -~ : iy - o
141101 - — (7 - i - -
I4hel01 - [ . ~ ~ ™ . o, ~ (A
laspiOl @ suspans: ' n)[ |- g ui[. ™|

‘Suspend Resume

Auto Refresh
OFF

Figure 4.6.1-60. ECS Services Status Page
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4.6.1.14.1 Non-host Services

This page shows the status of each of the services which do not run on an ECS Service host. The
XVU service performs the XML Validation for granule metadata files, the 11U service inserts the
granule metadata information into the AIM database, and the DPIU service registers the granule
metadata into the Data Pool database. Each of these services runs on the same host as the
processing service and will either be “active” or “suspended by server”. If any of the servicesis
suspended it will prevent any ingest from completing because every granule requires these
services.

4.6.1.14.2 Hosts Used for ECS Services

These are services that are tied to a specific host. Each of the services can be suspended or
resumed on that particular host. The services are:

e Checksum

e File Transfer

e Archive

e Band Extraction
e Insert Copy

e Insert Checksum

To suspend or resume a service on a host, check the box next to the status and click on the
desired action button (Suspend or Resume), as shown in Figure 4.6.1-61. Y ou will be prompted
for confirmation before the action is carried out. The checkboxes at the top of each column allow
the selection of all of that particular service for al hosts.

Hosts Used For ECS Services

Service Host [ checksum [IFile Transfer SCP O Archive [JBand Extraction Cinsert Copy [insert Checksurm
fAeild] D M, o~ D Y — wot enabled ot enzbled ot enzbled wot enabled Aot enabled

fAftI01 D A suspended D -'-\ ctive ot erabled mot engdled ot enziled ot enabled ot enadled

f4heldl D P . D ".\ . rot enabled D . - ot enzbled D A —— D - active
Homid1 D - active D - active - active D - active D - active D - active D - active
fpil1 O @®| :ctive OO @) 2ctive otenaned O/®) active O @) :cive O @| :ctive O | @/ zuspendea

Suspend Resume

Figure 4.6.1-61. Host-Specific Services

Suspending a service on a host will let al service operations of that type that are currently
executing on that host complete on that host, but no new requests for that service will be
dispatched to that host. For example, if the Checksum service is suspended for HOST A,
ongoing check summing operations will complete, but then no more check summing operations
will be dispatched on that host (regardless of the type of checksum involved). Checksum on
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other active hosts will continue. Table 4.6.1-18 contains the field descriptions for hosts used for
ECS services.

As a rule, checksum operations must take place on a different host that the one on which a
granule was transferred. If al but one checksum host is suspended, al granules transferred on
that same host will go into a suspended state until another checksum host is activated.

Table 4.6.1-18. Field Descriptions for Hosts Used for ECS Services

Field Description
Name
Service The label of the host used for the ECS Services.
Host
Checksum | The status of the Checksum Service.
File The status of the File Transfer Service.
Transfer
Archive The status of the Archive Service.
Band The status of the Band Extraction Service.
Extraction
Insert Copy | The status of the Insert Copy Service.
Insert The status of the Insert Checksum Service.
Checksum

Note that for all of these services, not enabled may appear as the status; this indicates that the
service has not been enabled for that host in the ECS Services Configuration page, therefore no
real status existsfor that service.

4.6.1.15 PDR List

The PDR List page shows the PDR information retrieved from the Ingest database. The PDR
information is shown in Figure 4.6.1.62) with the first column listing the polling location for the
PDR and the second column listing the PDR file name.

There is a check box displayed for each of the PDRs listed in the table. By checking the box and
applying the Ingest Selected PDRS Again button at the bottom, the corresponding PDR will be
re-ingested.
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Figure 4.6.1-62. PDR Listing

4.6.1.16 Open Interventions

This page displays the list of Ingest Requests with open interventions, as shown in
Figure 4.6.1-63. The operator may select any eligible request and perform one of two actions:

e Cancel Active Ingest Request(s) — Thisisan irreversible action. Thereisno way to ‘un-
cancel’ arequest. Processing for thisingest request will be terminated and any granules
that did not yet complete processing will be cancelled. If cancelled prior to the “Inserted”
state, the granule will be removed from data base entries and files will be removed from
temporary locations and the data pool database. A PAN will be sent to the provider that will
report failed or cancelled granules and the failure reasons (the specifics depend on the
Interface Control Document that covers this interface).
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Resume Active Ingest Request(s) — only if the selected requests are suspended. Cancelled
Requests can not be resumed. Resuming arequest will resume processing for all granules
that are currently suspended, restarting each from the last known good state. To disposition
individual granules differently, the operator needs to access the intervention detail page.
Table 4.6.1-19 contains the descriptions of the open interventions listing page column.
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Figure 4.6.1-63. Open Interventions Listing (General Overview)

Table 4.6.1-19. Open Interventions Listing Page Column Descriptions

Field Name Description
Request ID Unique Data Pool Ingest identifier assigned to the request in
intervention
Provider Name of the provider from which the request was obtained

Intervention Type

Type of error encountered during processing of at least one of the
request granules (if there are multiple error types encountered in a
single request, the type will be “MULTIPLE")

Worker

Name of a worker assigned to address the intervention

When Created

Time the intervention was generated (which may have been after
several retries after the error was first encountered)

When Acknowledged

Time the intervention was first viewed by an operator
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The information on this page is similar to the Request Status page (see Section 4.6.1.6). To view
intervention details, click on the Request ID link to open the intervention detail page.

4.6.1.17 Request Actions
Changing Request Statuses

A reguest is suspended and goes into Operator Intervention Status when at the completion of its
processing; at least one of its granules is suspended because it ran into some error. Note that
operators can disposition suspended granules before the request goes into intervention, as
explained in Section 4.6.1.7.5. Asaresult, when arequest goes into intervention, some granules
may already be in afailed state (if they have been failed by the operator before).

From this page, one can resume suspended requests regardless of the failures. Otherwise, the
operator can view the suspended granules of the request and disposition them individually. See
the Intervention Detail section below (4.6.1.16) for more details on how Interventions are
processed.

To perform arequest action, select the desired requests by checking the boxes on the left side of
the request list. You can also select or deselect all the requests by checking the box at the very
top of thelist. See Figure 4.6.1-64.

Showing 1 -2 of 2 [Ja4] « | = |00

] Reguest ID Frovider Intervention Type
1 14920 HSIDC DAAL PreprocErr
1\ 14918 JPL #farErr

pH) | |
m Cancel Requests Fesume Reqguests Restart Requests

Figure 4.6.1-64. Selecting a Request for Action

Then click on the button of the desired action at the bottom of the list. A box will appear below
to enter areason for the status change. See Figure 4.6.1-65.

14918 JPL #ferErr

m Cancel Requests | Fesume Requests

Please Enter A Reason For The Status Change: [ cancel ]
File size error needs review.
Feguest will be cancelled
and resubritted later |

| Continu to Cancel Requests |

Figure 4.6.1-65. Explanation Field for Changing Request Status
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Once you have entered the reason, click on the button next to the text box to continue the action.
Y ou will be prompted for confirmation before the action is carried out.

If you do not wish to process this action, click on the [cancel] link to close the box.

4.6.1.17.2 Filters

The Intervention list on this page can be filtered using the filter panel that appears on the same
page. This is opened by clicking on the green filter button at the top of the page, as shown in
Figure 4.6.1-66. Filter settings are associated with an operator profile and are always
remembered, even when logging out of the session. They are never lost unless the operator
profile is completely removed or authentication is disabled.

The operator has the option of saving a set of default settings by selecting the “ Save As Default
Settings” box prior to clicking “Apply Filter.” Thereafter, the operator can click “Load Default
Settings’ to restore these saved defaults. If no default is stored, all Interventions will be shown
by default.

—

{Show / Hide Filters
Combined Filter Settings

Data Provider: JFL b
Intervention Type :  *ferErr hd
Target Archive : —SHOW ALL—

[] Save as default settings [HELF ]

Apply Fitter I Load Default Settinas

Figure 4.6.1-66. Intervention List Filter Panel

This panel shows the current filter settings and allows the operator to change them. Each of the
filters shown in the figure hasa SHOW ALL option that effectively does not filter by that field.

Multiple filter settings can be applied at the same time (i.e., the filters are ANDed), thus the
operator could opt to see only requests from JPL with an XferErr intervention type, or he could
just filter to only see interventions from a single provider.

4.6.1.17.3 Sorting

The Intervention list on this page can only be sorted by the creation date (i.e. the date and time
the intervention was created) in ascending or descending order, as shown in Figure 4.6.1-67.

Unlike filter settings, sort settings are remembered for the session only, and are lost when the
operator logs out or the application is closed.
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Figure 4.6.1-67. Intervention List Sorts

4.6.1.17.4 Intervention Related Configuration Panel

In addition to being displayed on the Data Pool Ingest GUI, interventions can also be sent as
email to a specified operator email address.

To set the email address and permit email notification of Interventions, enter an address next to
the “NOTIF_INTERV_EMAIL_ADDRESS’ parameter, check the box next to the
“SEND_INTERVENTION_EMAILS’ parameter, and click the “Apply Changes’ button,
displayed at the bottom of the “Intervention Related Configuration” section, as shown in Figure
4.6.1-68.

Intervention Related Configuration

Paramester Marne Parameter Description Parameter Value
HOTIF_INTERY _EMAIL_ADDRESS Email address for sending operator interventions and alerts cmops_edi@yahoo.cor
SEMD_INTERVENTION_EMAILS Indicates whether to send an email for intenventions

/ Apply Changes |x Cancel Changes ‘

Figure 4.6.1-68. Intervention Related Configuration Panel

The configured email address will receive natifications for all interventions as they are opened.

4.6.1.18 Open Intervention Detail Page

This page displays all of the information as in the general open intervention listing, as well asthe
granule list. In addition, actions may be taken for the intervention on this page. This page is
shown in Figure 4.6.1-69.
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Figure 4.6.1-69. Open Intervention Detail (General Overview)

How I nterventions ar e processed:

An Operator Intervention for an Ingest Request remains open as long as there are suspended
granules in the Request. The operator can take one of several actionsto ‘close’ the intervention
(i.e., take the request out of suspension and allow the Ingest Request to be processed normally):

e Retry selected granules: This applies only to granules that are currently suspended
and retries them from the last known good state of processing. Every time agranuleis
retried, an annotation is added identifying the time, operator, and action (see
Figure 4.6.1-69).

(¢]

Ret Selected Granules
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e Retry from START selected granules: This applies only to granules that are
currently suspended and retries them from the beginning of processing. Every time a
granuleisretried, an annotation is added identifying the time, operator, and action.

()
Retry From START Selected Granules

e Fail selected granules: This applies only to granules that are currently suspended and
transitions the granule into a failed state, with the status indicating the type of error
that originally caused the suspensions.

.l_\|I
"'

Fail Selected Granules

Error types are determined by what state the granule is in when it is failed. These
states are: XferErr (transferring), ChecksumErr (Checksumming), PreprocErr
(Preprocessing), ArchErr (Archiving), InsertErr (Inserting), and PubErr (Publishing).

NOTE: After a granule is failed, an annotation is added identifying the time,
operator, and action.

To perform a granule action, select one or more granules and click on the desired
action button at the top of the granule list. The operator will be asked for confirmation
before the action is carried out.

e Cancel selected granules: This applies only to granules that are not yet in a terminal
state. It manually cancels the granules. After agranule is cancelled it is expected that
the granule will be re-ingested by the operator

—

Cancel Selected Granules

Working on an Intervention

The operator must have Ingest Control permission to perform any actions on this page. A worker
name is not explicitly required on this page because the logged-in operator name will be used by
default. However, an operator may override this by entering a different name into the “worked
by” text box. This is allowed because more than one operator may be using the same login
during a session, though this practice is not recommended if authentication is enabled.
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Closing the Intervention

Once al granule issues have been resolved, the open intervention status will automatically be
removed. No explicit action on the part of the operator isrequired to do this.

If an open intervention is not resolved after being viewed, it will remain in the open intervention
list and can be worked on at any time after navigating to a different page or even logging out of
the session.

Viewing Request Details:
The operator can navigate to the details for a request by pressing the “[view details]” link next to

the Request ID in the upper left-hand corner of the page, as shown in Figure 4.6.1-70. More
information on the Request Details page can be found in Section 4.6.1.7.

Intervention Info [ Show |/ Hide |

RequestlD: 31665 [ view detailz |
Provider: MODARPS Ay 1A FPROC
Intervention Type: ¥ferErr

Worked By: ok | Lpdate wWoarker

Figure 4.6.1-70. Viewing Request Details from Intervention Details

Information on this page:

Figure 4.6.1-71 explains the various features and information available on this page. The second
part of the page, the granule panel, is described in the subsection 4.6.1.18.2.
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Figure 4.6.1-71. Intervention Detail: Request Information Panel Diagram

4.6.1.18.1 Operator Notes

This section shows operator notes added by the operator. Operator notes are annotations that can
be useful in tracking changes to the request or recording information affecting the intervention.
The operator notes are kept separately from the request notes (see Section 4.6.1.7.4), though they
will be appended to request notes after the intervention is closed.

An operator note can be added, but not edited or deleted. To add an operator note, click [Add
annotation...] at the bottom of the annotation list, as shown in Figure 4.6.1-72.
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106-10-30 12:06:20 by IngAdmin

jeen decided that the granules cannat be processed and will be failled instead of
ed.

[ &dd a@n’taﬂun... ] [ Cancel ]

Annotation texd:
Add This Annotation

Figure 4.6.1-72. Adding an Annotation

4.6.1.18.2 Granule List Panel

The Granule List Pand is shown immediately below the Intervention Information panel. By
default, the list is sorted by suspended granules first. Detailed error information for all suspended
and failed granules will be displayed in the granule status, along with the associated error type.

The diagram in Figure 4.6.1-73 below explains the various features and information available on
this panel. For more details about the fields in the granule list and file details, see
Section 4.6.1.7.5.

4.6.1-66 609-EED-001, Rev. 01



Action beltons fo ratry,
rafry from star, fall, or
cancel seleced gronoles

.
Click hare to [c )1 H( )] [m} [r ”“ 1
view the E . R p——— : . e
:::::1:::_“ ——seGranalt | “fl-l 0l w 4——— hlavigaiion toolbar
for the
aranula. - £ Dretailed exacution Lt
Ir: ;‘. L h?g freq ] Ei“r?g .J stabus infarmation B S ;L PE“G ﬁ;ﬂ
”_ "
Ao e [Jfeebet 1 ETOOUO0COECER WOOSFID Sesperded s B8 1 MERY
lia brandlas Eor expcule the olowing copy command RossbesOPSIOUSTOM b TPUECD ooy EE
et ehel Pomesiomharnd PORSsoopts TENFYPSHCntarm 10 MO 1 162207168 550086 oo b e
reached terminal Hlvmiﬁ-'-mrﬂ?ﬁqmﬂmﬁa
e atop | Pl 3 EODDIRHIMOD & Serei 518 2 ZH0Y ABRD
T e
:.t-m_lr"-dm-iq:l:
all granoles in st | Im WE E Eﬁm E1u 1 E:E"b:"!i ]]E"ID'II
the liss, KRS E7E
1 15000000 WOl B Frepuactn B 2 ME0D
\ Matydiz ciation Bl wet emor Mtadaty vibaton S et ez e masee e 1
. ebtaring MVENTORYVETACIATA fom the descrpt, Faded by Cperatr

Figure 4.6.1-73. Intervention Detail: Granule List Diagram

4.6.1.18.2.1 Granule Details

Each granule has detailed file information that can be viewed directly on this screen by clicking
the [show / hide] button next to a granule. The information will appear above the granule list in
sections identified by the Granule Id. The information includes for each file, the full path, file
name, file type associated with the granule, and the file status, as shown in Figure 4.6.1-74.

Granule List Showing 1-40f4  [[94] T 5 [FF
File Detail For Granule |d: 15000000008365
Path MName Type Status
Jhomefemshared/PDRS!scriptsTEMPIOPS! Criteria_1420_MOD_r1 1162227188.53679 RGEN hdf SCIENCE Transferred
Jhomefemshared/PORS/scriptsTEMPIOPS! Criteria_1420_MOD_r1.1162227188.55036.RGEN. hdf.met METADATA HferErr
. Granule A
File Seq Mo, Processing Processing

F Detail Mumber Ingest Gran. ID  Data Type ‘“ersion Status (Sr\:lzﬁe) Files Start End
O iéﬁﬁ@@eﬁj‘ 1 15000000008388 MOD29P1D 85 Suspended o Em Bl48 2

Error executing the following copy command: fusrfecs/OPS/CUSTOMbin/DPLECDICopyExec

fhomefecrmshared/PDRS/ scripts/TEMP/OPS/ Criteria_1420_MOD_r1.1162227186 55036 RGEN. hdf.met
fdatapool/OPS/user/FS1/templingest/1 4921/15000000006356/ 4096 3

[] [showemice] 2 15000000003389 MOD29F1D 88 Suspended(P eprocEm) G144 2

bdgiod Failadusith Sailoclaith o Eail o 1=

Figure 4.6.1-74. Granule Details
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The information can be hid by clicking [show / hide] beside the granule.

46.1.19 Alerts

This page (Figure 4.6.1-75) displays the Ingest alerts as they are raised in the Ingest database.
These warn the operator when the Ingest Service runs into a problem that is with a resource or
serviceit isusing.

Alerts will usually only be generated after a configured number of retries on the failed action, or
after a configured number of occurrences of a particular error. After raising an alert, the Ingest
Service will check at regular intervals whether the problem has been resolved and clear the alert
if that isthe case. Table 4.6.1-20 contains the alerts page column descriptions.

& ppL Ingest GUI (DEVO9) - Mozilla Firefox E]@

File Edit Yiew History Bookmarks Tools Help

Y
& Home DATA POD

L INGEST web cun .
= IMonitoring m L, 7 " “"x‘.’ ’- Thu Feb 1 2007 13:50:40

=y Interventions & Alerts @‘ —
=B
Inerentions
| Alerts
5 |Configuration
Z|Reports Alerts
> Help

R

“fou are logged in as IngAdmin (?

#r 2 Operator Actions Show / Hide Filters
[ log out]
[ change password |

IshoviEeilE e Alert Management

'l,:) O D’:::S Alert Description Alert Type Resource  Resource Type Ezr:ﬂeer = 7Ti(;:§a“°n
[ reload page ]
[] [showhidel  Faflure to connect with an ECS SRVC_CANNOT _CONNECT f4ftl01  FILE_TRANSFER Processing 2007-01-30
service 168:21:64

W Close Alerts

Alert Related Configuration

Pararmeter Name Paratneter Description Pararneter Walue
ALERT_EMAIL_ADDRESS Email address to which alert emails will be sant cmops_edi@yahoo.cor
SEND_ALERT EMAILS Indicates whether sending alert emails is active
J Apply Changes |x Reset |

Auto Refresh
< >

http:fflocalhost: 8084/ INGEST_GUIfFaces/EcDInGuialerts. jsp

Figure 4.6.1-75. Alerts Page (General Overview)

Table 4.6.1-20. Alerts Page Column Descriptions (1 of 2)

Field Name Description
Alert Details Buttons for displaying detailed alert information.
Alert Description Basic description of the error that generated the alert.
Alert Type Unique name for the type of error that was encountered.
Resource The name of the resource affected by the alert.
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Table 4.6.1-20. Alerts Page Column Descriptions (2 of 2)

Field Name Description
Resource Type The type of resource affected by the alert, such as SCP/FTP Host, Polling
Location, or Archive.
Server name The name of the server affected by the alert.
Creation Time Time the alert was generated (which may have been after several retries after
the error was first encountered).

Alert-Related Configuration

In addition to being displayed on this page, aerts can also be sent as email to a specified address.

To set the email address and permit email notification, enter an address next to the
“ALERT_EMAIL_ADDRESS’ parameter, check the box next to the
“SEND_ALERT_EMAILS’ parameter, and click the “Apply Changes’ button, displayed at the
bottom of the “ Alert Related Configuration” section. See Figure 4.6.1-76.

Alert Related Configuration

Pararneter Mame Parameter Description Pararneter “alue
ALERT EMAIL_ADDRESS Email address to which alert emails will be sent rdevid@raythean.com
SEND_ALERT_EMAILS Indicates whether sending alert emails is active
f Apply@anges ‘x Reset ‘

Figure 4.6.1-76. Alert-Related Configuration

4.6.1.19.1 Filters and Sorts

Alerts are sorted in descending order (most recent first) by creation time. To sort in the opposite
direction, click on the sort icon under the “Creation Time” column. See Figure 4.6.1-77.

Serer Mame  [Z2 _I Creation Time
R Processing 2007%-30 16:21:54

Figure 4.6.1-77. Sorting the Alert List
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This page shows all alerts by default. If you want to see only specific types of alerts, you can set
afilter:

1. Click [Show / Hide Filters] at the top of the alert listing:

{Show / Hide Filkers!

Combined
Filter Settings

Alert Type: HOST_LOGIM_FILE_RETRIEWAL w

Resource

—SHOW ALL — v
Type:

L] Save as default settings [HELF ]
Apply Fitter | Load Default Settings I

2. Click “Apply Filter” to apply the filter:
3. The page will reload; only alerts matching the filter criteriawill be shown.

Note that these filters combined (ANDed). Also, each of the drop down lists has a SHOW
ALL option, allowing al Alertsfor that particular field to be shown.

4.6.1.19.2 Alert Details

The details of the alert will appear under the alert description (a new page will not be loaded). To

view this detailed information, click [show / hide] under the Alert Details column to expand the
detail area:

Alert Management

=3
IF] A\eﬁ Alert Description Alert Type Resource IREEREE Creation
Details Type o
Time
] ism"@“el The file transfer time exceeded its maximum allowed time as per HOST_TOO_MANY_TIMEQUT LPDAAC FTP_HOST 2006-10-30
configuration for that host on file transfer attempts for too many different 03:49:20

files consecutively
Symptom : Failure to list files for directory
Justfecs/OPS/CUSTOM data/dplingestierraforvard/PDR with filter - * POR
[showhide] ) aain failure fofile retriayal HOST LOGIN FILE RETRIEVAL LPDAAC FTP HOST 2006-10.30

Click [show / hide] again to hide the details.
If the Resource Type for the Alert is an archive or file system, the alert details will show the Data

Providers affected by the alert condition, as well as the number of PDRs, ingest granules, total
gueued data, and total in-process data affected. See Table 4.6.1-21.
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Alert
O Details

Alert Description Alert Type Resource  Resource Type Creation

|

Titrie

L] iShOV{[@de] The error response indicates that the file system is down DPL_FS_DOWN FS3  DPL_FILE_SYSTEM 2005-10-27
Symptom : Error DPL file system: /datapool/DEVD1/user/FS3/ is down. 0164421

Impact:

Data Providers affected : None
Number of PDRs : 0

Number of granules : 0

Total amount of data queued : 0.000 MB
Total amount of data processing : 0.000 MB

Table 4.6.1-21. Alert Description Details Field Descriptions

Row Name Description
Symptom Information about the specific action or item that caused the alert.
Impact The resource affected by the Alert (if applicable). An example of an

impacted resource would be an SCP or FTP Transfer Host. This
field is only shown if the Alert could potentially impact a Resource.
Otherwise, for Alerts like “Email Notification is down” or “Login
failure for PAN/PDRD transfers”, this field is not shown.

Data Providers affected

List of providers that will be suspended as a result of the alert. This
is only shown if Data Providers could potentially be affected, for
example if connection to a Transfer Host could not be established.

Number of PDRs

Total number of PDRs active or queued on a provider affected by
the suspended resource. This is only shown if the Alert affects
Ingest Requests.

Number of granules

Total number of granules active or queued on a provider affected
by the suspended resource. This is only shown if the Alert affects
Ingest Requests.

Total amount of data queued

Sum of the size of the files in the granules that require the file
system and will not be activated while it is suspended. This is only
shown if the Alert affects Ingest Requests.

Total amount of data processing

Sum of the size of the files in the granules that require the file
system, but will get “stuck” in an active state as a result of the alert.
This is only shown if the Alert affects Ingest Requests.

4.6.1.19.3 Clearing an Alert

An adert may be cleared manually at any time, though this should only be done once the operator
is certain the problem has been resolved. In response, the Ingest Service will resume using that
resource and al the associated resources, for example, the FTP Host to which it could not
connect and all the polling locations on that host. The Ingest Service may find that it is still
unable to use the resource (e.g., still cannot connect), in which case the alert will be raised again.

It is not necessary for an operator to clear an aert manualy. Normally, the Ingest Service will
test in regular intervals whether the error situation has been resolved and if so, clear the alert
automatically. However, it may be appropriate to clear an alert manually, for example, if the
operator took some manual steps to resolve the reported problem (such as restarting an ECS
Host) and then wants the Ingest Service to try using that resource immediately.
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To clear an alert from the list manually, do the following:

1.

3.

4.6.1.20

Select the desired aerts from the list by checking the boxes on the line for the Alerts,
multiple selections may be made:

L1 2mmrmms Loy idiure 1on e reurevial R e

[showeic=] A PDR retrieved from that polling location references data POLL_LOC_INVALID_DATI
that is not valid for processing by the Data Pool Ingest
Service.

i [=howdhice]  pnability to connect with FTP host HOST_CONNECT

M Clogs Alerts

Click the “close alerts’ icon at the bottom of the alert list. Y ou will be prompted to
confirm the clearing of the alert(s):

The page will be reloaded with the selected alerts no longer appearing on the list.

Provider Configuration Page

This page lists al of the Data Providers for the DPL Ingest System, along with selected attributes
of each to get a general overview of each provider. From this list, the operator may also add or
remove a Data Provider. By clicking on the provider name, the operator may aso view the
Provider details. This page is shown in Figure 4.6.1-78. Explanations of the fields on this page
arefound in Table 4.6.1-22.

(& DPL Ingest GUI (DEVO9) - Mozilla Firefox M=
File Edt Wew Hstory Bookmarks Tooks Help
-
& tome DATA POOL INGEST web cu
¥ Monitoring ] Thu Feb 12007 13:52:43
}‘_\Inler\rentions & Alerts
\ﬂCollf ation
Data Types
Transfer Hosts i c :
File Systems Provider Configuration
ECS Services
Global Tuning
‘Volume Groups [HELP]
:ﬂé)peratars O Provider Checksum Mandatory % Files To Checksum Diefault Priority Notification Method
eports
! o
5 Help [0 AMSR E SIPS | 100% NORMAL FTP
[] ASTER GDS ) 100% WHIGH EMAIL
au are logged in 25 INgAdmin [0 ASTER OSF 100% NORMAL FTP
#r B Operator Actiens:
[lng aut] [] DDIST 100% NORMAL EMAIL
[ change password |
| show my permissions ] [ ECSBulkExport 0% YWHIGH EMAIL
[] EDOS ) 100% WHIGH EMAIL
O[ralnad page ]
[J ICESAT | 100% NORMAL FTP
O JeL 100% NORMAL FTP
[J MODAPS AQUA FPROC | 100% NORMAL EMAILFTP
[] MODAPS COMBINE FPROC ) 100% NORMAL FTP
[J MODAPS TERRA FPROC | 100% NORMAL EMAIL
[] MNSIDC DAAC E 100% NORMAL EMAIL
[J S4P00 E 100% NORMAL EMAIL
E Remove Selected Providers |-!|-J Add A Provider. ‘
~
< >

Done

Figure 4.6.1-78. Provider Configuration Page (General Overview)
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4.6.1.20.1 Edit a Provider Page

The “Edit a Provider” page shows all of the settings for a data provider, including the
notification method and the polling locations, as shown in Figure 4.6.1-79. This page is
displayed when the operator clicks the provider name on the Provider Configuration List page
(previous section).

Note: Trailing and leading white space will be removed from values entered into any text fields
on this page, or any of the sub pages under it.

Table 4.6.1-22 contains the provider configuration detail field descriptions.

Edit a Provider

Provider Type ¥ Name: MODAPS AQUA,_FPROC
Polling with DR Prowder Type: Pollingwith DR

EDOS Checksum Mandatory: [
Polling without DR
% Files to Checksum: IJII -

Default Priarity ¥: [ ]
HIGH(220) Default Priority: VHIGH(235) v
| XPRESS(255)

Preprocessing Type: SIPS v
Max Active Data Volure: 3750.000
Max Active Granules: 30
Transfer Type: Fip  »

Read Info

R i i L
Transfer Type ¥: eadiLogin (B Write Info

g Edit Password: D Wiite Login User ID. ins
= FTP Mode: Edit Password. []

. Passive ¥
FTP ilode w: Path. Jusriecs/OPSICUSTOM data/dplingestiamsi/Pi

Matification Method:  Email And Ftp +
” Choose Host:  NSIDC v
E E-Mall lnfo

Nofification Method ¥: E-Mail address: cmdevBBEyahoo com Mame:|NSIDC
Email Onl : Address a1
mail On Wnte Info —— —y Max FTP Operations[T
D / A Timeout: yes (30s)
. pply Changes x Resat Yes §
Auto Retry:[yes (155
Email And Ft Existing Palling Locatians wo Aepr. izl
Ll Hame Address Sowce Poling Path Polkng Freq
[0 ©1A Test LOCAL fusrecs 0P S/CUSTOM data NS/ ot AMSRS 120
[J pollaMSR Elaitl1 Jusrfecs/OPSICUSTOM datadpiingest/amstpollAMSR_E_SIPS 120
E Remave Selected Palling Locations | e Add A Polling Locatian

Figure 4.6.1-79. Provider Configuration Detail (General Overview)

Table 4.6.1-22. Provider Configuration Detail Field Descriptions (1 of 2)

Field Name Entry Description

Name Required Name for an external data provider.

ProviderType Required Indicates the type of the provider (such as Polling with DR,
Polling without DR, EDOS).

Checksum Mandatory | Optional Indicates that the Data Provider must provide checksum
information in the PDR.

% Files to Checksum Required Percent of requests to checksum for this provider.

Default Priority Required Default priority for ingest requests for this provider.
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Table 4.6.1-22. Provider Configuration Detail Field Descriptions (2 of 2)

Field Name Entry Description

Preprocessing Type Required Type of ingest processing to occur (such as SIPS or
DDIST).

Max Active Data Required Maximum total volume that will be active on a provider if

Volume requests for other providers are pending.

Max Active Granules Required Maximum total granules that will be active on a provider if
requests for other providers are pending.

Transfer Type Required Method used for obtaining files from the external data
provider (local, FTP, or SCP with various cipher types).

Notification Method Required Method for providing notifications to the provider (email,

SCP, FTP, or combination of SCP/FTP and email).

Email Address

Required if email is
the notification

Address to which to send notifications after a granule on
the provider completes ingest.

method
Write Login User ID Required if FTP or User Id for getting write permissions on the provider’s
SCP is the notification directory.

notification method

Write Info: Password

Required if FTP or
SCP is the
notification method

Checkbox displays a password and verify password field
that are used to provide access to the provider’s
notification directory.

Path

Required if FTP or
SCP is the
notification method

Directory where natifications will be sent on the provider.

Choose Host

Required if FTP or
SCP is the
notification method

Host where the notification path can be found (list is
generated from hosts configured on the Host
Configuration page).

Read Login Id

Required if a polling
location uses FTP
or SCP

User Id for getting read permissions on the provider’'s
polling directories.

Read Info: Edit
Password

Required if a polling
location uses FTP
or SCP

Checkbox displays a password and verify password field
that are used to provide access to the provider’s polling
directories.

Existing Polling L ocations

A list of pre-existing polling locations is displayed at the bottom of the page. You can add or
delete polling locations on this list. For instructions on how to add a Polling Location (when
adding a Data Provider), see Section 4.6.1.20.3, steps 12-19.

To edit apolling location, select the location name (see Figure 4.6.1-80).
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Existing Polling Locations
[FI Marne Address

[] Polling Apsk E SIPS fdeill

@ Femove Selected Folling Locations | -!-_l Add A Falling

Figure 4.6.1-80. Editing a Polling Location

A page will appear much like the “Add a Polling Location page,” except al the fields will be
populated, as shown in Figure 4.6.1-81. Table 4.6.1-23 contains the polling location detail page
field descriptions.

Edit a Polling Location

Parent Provider. MODAPS_TERRA _FPROC
Polling Location Mame: Palling_MODAPS_TERRA_FPROC_| [help]
Source Polling Path: fusr/ecs/OPS/CUSTOMata/dplings [heip
Faolling Freguency: 120 [seconds] [help]
DPL Ingest Enabled
Folling Method: FTPHost

Host Mame: | PDAAC % [help]

Name:[LPDAAC
FTP Mode:|PASSIVE
Address:|3drg01
Max FTP Operations: (30
Timeout [yes (300s)
Auto Retry:|yes (30s)

J Apply Changes |x Reseat |

Figure 4.6.1-81. Polling Location Detail

Table 4.6.1-23. Polling Location Detail Page Field Descriptions

Field Name Entry Description
Parent Provider Not Editable Name of the provider with which this polling location is
associated.
Polling Location Name | Required Name used to uniquely identify the polling location.
Source Polling Path Required Directory that will be polled.
Polling Frequency Required Number of seconds the ingest service will wait between
scanning the polling path for new PDRs.
DPL Ingest Enabled Optional Indicates whether this polling location is enabled for
ingest via DPL.
Polling Method Required Transfer method used for obtaining PDRs from the
polling location.
Host Name Required if using a | Host where the polling directory is found.
remote transfer
method
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Enter the desired modifications and click “ Apply Changes.”

J ApplyChanmas ‘x Feset ‘

Deleting Polling L ocations

To remove a polling location, click the check the box next to the location’s name; multiple
selections may be made. Click “Remove Selected Polling Locations’; you will be prompted to
confirm the deletion. See Figure 4.6.1-82.

Under some circumstances, a Polling Location may not be able to be removed. For example, if
there are pending requests with PDRs that use the Polling Location, you will see a database error
if you try to remove it. In order to successfully remove a Polling Location, ensure that no
requests using this Polling Location are pending and that the Processing Service has been shut
down.

Existing Polling Locations
[ Mame Address Source Polling Path Palling Freg.

Polling MODAPS TERRA FPROC LPDAAC f3drg01 fustfecs/OPS/CUSTOM/ data/dplingestierraforward/PDR 120

Palling MODAPS TERRA FPROC MSIDC fdeill1 fusrfecs/OPS/CUSTOM/ data/dplingestiterraforward/FOR 120

E ‘Remove Selacted Palling Locations: | -!,-_l Add A Falling Location |
Lay

Figure 4.6.1-82. Polling Location List

Adding a Polling L ocation
See Section 4.6.1.18.3 for complete details on how to add a Polling Location for a Provider.

4.6.1.20.2 Removing a Data Provider

You can only remove an existing Data Provider if all of its Polling Locations have been
removed.

To remove a provider:
1. Select aprovider by checking the box next the provider name; multiple selections may be

made:
[ L L e O o P O B i AL Iil m
NSIDC DAAC | &
_& S4P00 | &
@ Femowve Selected Prowviders '!"_I Addd A Provider... |

2. Click the remove button at the bottom of the list:

@ ‘Remove Selerted Providers |-!|-_| Add A Provider...
:-‘-.:-:‘
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3. You will be prompted for confirmation. The page will reload and the selected providers
will no longer be displayed.

4.6.1.20.3 Add a Provider Page

This page enables an authorized operator to add a Data Provider and associated Polling Location.
Adding a data provider involves severa complex steps. Below is a step-by-step guide to the
process involved in adding a provider.

Note that EDOS providers have some special rules:

e A Processing Typeisnot alowed (it is automatically set to NONE in the GUI and is
enforced when adding the Provider)

e AnEDOS Provider can only use an FTP Transfer Type and an FTP Notification
method. This selection is also enforced in the GUI.

The general steps are:

1. Setting the provider’ s name and its configuration parameters. If you are not authorized
to change configuration parameters, you cannot add a provider.

2. Selecting the notification method and configuring the attributes of each method (if
more than one applies). Again, if you are not authorized to change configuration
parameters, you cannot configure the notification methods. A provider may have one of
the following notification methods:

a. Email only

SCP only

FTPonly

Local only (i.e., locally transferred via NFS)
Email and FTP

Email and SCP

g. Email and Loca

~ 0o o o T

3. Adding aPolling Location (this involves several sub-steps — see the detailed
instructions below).

Detailed illustrated instructionsfor adding a provider:

1. Onthe Provider Configuration page, Press “Add Provider” at the bottom of the existing
provider list:

E Femowve Selected Providers |-!-| Add,ﬂgrwider... |
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2. A new page will be loaded, which will guide you through configuring the provider; it
contains a blank form to add your parameters (see Figure 4.6.1-83). Explanations of the
fields on this page may be found in Table 4.6.1-22.

Provider Configuration page, at bottom —

options to Remove or Add a Provider

|

E?] Remove Selected Providers '-t-u Add A Provider... !|

Provider Type ¥:
Polling with DR
EDOS
Polling without DR

Defewlt Priorihy w:
HIGH(220)
XPRESS(255)
VHIGH(235
NORMAL(150
LOW(60;

Preprocessing Type ¥:
NOME
DDIST
Transfer Type ¥:
llocal |
Fip

Scp using F-Secure and no cipher
Scp using OpenSSH and cipher ses128

Scp using Open5SH and cipher des

FTP fode w:

Active
Notification ifethad ¥:

Ftp Only
Email And Ftp
Scp Only
Email And Sc

Marme:

Provider Type:
Checksum Mandatory:
% Files to Checksum:

Default Priority:

Preprocessing Type:

hax Active Data “olume

Mazx Active Granules:

Transfer Type:

FTP Made:
Matification Method:

: |
Add a Provider MNatification Method:l
T T |
Write Info
Write Login Usar I
Wit Loge Paasword
Canfirm Writs Login Password

Palling with DR v Path

Choose Host | Defne New Host . 8
D Hew Host Parameters Hdpil1

—_———Ho!

a [0-100] Labal | vt

Addreas
WHIGH(235) v Mt
SIES P Timaou. [+

Expested Treoughpat 3.000
. 0.000 1B [ help | 2ol T
Auto Reary. [=]
o [help] Retry Intarval 1210
Local % [help]
Read Info
Read Login ID: [help]

Read Login Password:

Confirm Read Login Password:

Ernail Only

o Add This Provider | 3 Reset

Passive

b

E-Mail Infa

E-Mail address: |

[ help]

Figure 4.6.1-83. Add Provider Page

Provide a unique name for this provider. Already existing names will be rejected by the

Select the correct type of the provider which is one of “Polling with DR”, “EDOS’ or

“Polling without DR”. If you select EDOS, Preprocessing Type will become NONE,
Transfer Type will become FTP and Notification method will become FTP Only. These
options cannot be changed. If you select “Polling without DR”, aVersionedDataType
drop-down list will appear on the page for operator to select the ESDT this provider will
ingest from a predefined list of polling without DR ESDTS, the “Checksum Mandatory”
checkbox will be unchecked and disabled, the “% Files to Checksum” will be set to 0 and

disabled, the Preprocessing Type will become NONE and Notification Method will become

3.

database.
4,

NONE.
5.

If applicable, check the box for “ Checksum Mandatory”; if this box is checked, this indicates

that the Data Provider must provide checksum information in the PDR.
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6. If “Checksum Mandatory” is checked, you may specify the percentage of filesto be
checksummed in the “% Files to Checksum” text box.

7. Select adefault priority from the following options: LOW (60), NORMAL (150), HIGH
(220), VHIGH (235), XPRESS (255).

8. Enter the maximum data volume (in MB) that can be processed at the same time on this
provider.

9. Enter the maximum number of granules that can be processed at the same time for this
Provider. The Ingest Service uses the maximum data volume and number of granulesto limit
the amount of the work which it will activate for a provider. Ingest will activate a new
granule for an active ingest request only until the amount of work for the provider that is
currently in progress reaches one of the configured limits. New granules will be activated as
granules complete and slots are opened up.

Only active granules are counted as work in progress and will count against provider limits;
granules that completed ingest, failed, were cancelled, or are suspended are not considered
‘inprogress’. Note that, in addition, there are overal limits on the total amount of work in
progress, across al providers, which may further limit how much work is activated.

Ingest will ignore the provider limits if there is insufficient work queued for the other
providers. In this case, granules will be activated until system limits, instead of the provider’s
limits, are reached.

10. Select the transfer type.

Transfer Type: || ocal [help]
Local
Ftp
Sicp using F-Secure and no cipher [help]
scp using OpenssH and cipher aes12d % [help]

Scp using Dpen=5H and cipher des
O REad CogiT Fasswor.

If data transfer will be FTP or SCP, the operator must enter the Read Info parameters, as shown
in Figure 4.6.1-84. If thisinformation is not filled out, when a polling location is added, the
operator will not be able to select ftp as the transfer method.

Head Info
Read Login 1D [ help]
Fead Login Fassword: [help]

Confirm Read Login Password:

Figure 4.6.1-84. Read Info
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11. Select the notification method. Depending on your selection, the appropriate boxes for the
related parameters will appear below the drop-down list:

a. Email only: enter avalid Email address

Motification Method:  Email Onky v
E-Mail Info
E-Mail addrass:

b. FTPonly or SCP only (the same form shows up for either): enter the FTP or
SCP Write login information, the path, and select a host from the dropdown list

(see next step).
Motification Method:  Fip Only V

Write Info
Write Login User D
Write Login Password:
Confirm Write Login Password:
Path:

Choose Hast: §9 {a¢] (hetp]

c. Pick an existing, pre-configured FTP host as defined in the FTP Host
Configuration page; a drop-down list will appear with the available configured
hosts:

Choose Host: {77

...........................

[help]

f4dpl0
f4gil01

f4hel01
f4spl01

When you select the desired host, an information box is displayed, showing the
host’s name, I P address, and other details, as applicable to the type of host (FTP
or SCP — see the figures below):
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An example of an SCP host:
Notification Method:  Scp Only ™
h YWrite Info
Write Lagin User ID; scpuser

Wite Login Password; [
Confirm Write Login Passwaord; [~

Path: Ysomelpath
Choose Host: t4dplit v [help ]

Name:|fddpl
Type:[F-Secure
Cipher:|none
Address; |f4dpl0
Max SCP Operations:[25
Timeout [yes (30s)
Auto Retry: [yes (15s)

An example of an FTP host:
Motification Method:  Ftg Only v
Wiite Info
Write Login User 10: fnuser
Wite Login Password; ™™
Confirrn Write Login Pagsword; ™™
Path: Armpfdrg01/LPDAACMODAPS PROVIDER!
Choose Host: | PDAAC v [help |

Name:|LPDAAC
FTP Mode:|PASSIVE
Address: (f3drg01. hitc. com
Max FTP Operations:|4
Timeout: |yes (300s)
Auto Retry: [yes (300s)

d. If you are configuring a Polling Location with Transfer Type of “local”, no path
or Read Info entry is required.

e. Email and FTP, or Email and SCP: If you select this option, you must enter
parameters for both the Read and the Write Info.
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12. Now add this provider by clicking the “Add This Provider” button at the bottom of the
screen. Note that polling locations can not be added until the provider has been added. Y ou
will be prompted to confirm the addition of a new provider.

4o iAdd ThisRrovider: Peset
b i v | 36

13. You will be taken back to the Provider Configuration page. Select the new provider to view
its details. At the bottom of the Provider Detail page, click “Add a Polling Location”:

Existing Polling Locations
i MNarme Address source Polling Path Polling Freg.

E Remove Selected Polling Locations ‘ v Add A Polling Location ‘

Note: This step is nhot necessary to complete the provider configuration; the operator may come back and edit
this provider and add or remove polling locations at any time. The Data Provider, however, will not become
active (i.e., polling will not begin) until at least one polling location is added.

14. A new screen will be displayed that will guide you through configuring the parameters of the
polling location:

Parent Provider: ACRIM

Falling Location Mame: [help]
Source Paolling Path: [help]
Folling Frequency: [seconds] [help]
CPL Ingest Enabled: []
Polling Method: 7 v

«l» Add Polling Location |x Feset

15. Enter a unique name for the location; names that already exist will be rejected.
16. Enter the Source Polling Path- thisis the pathname from which to transfer the PDR files.

17. Enter the polling frequency in seconds — the minimum value is 120 seconds.
18. Select whether or not this Polling Location is DPL Ingest Enabled.
19. Choose the type of host on which this polling location resides:
a. Pick pre-configured SCP or FTP host as defined in the Host Configuration page; a
drop-down list will appear with the available configured hosts:

Palling Method: T

anal Disk,
FTF
SCF %
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When you select the desired host, an information box is displayed, showing the host’s login

information, |P address, and other details. The following is an example of what is displayed for
an FTP host:

Polling Method: [FTP Fiost ]

Host Name: i4spl0l hitc.com (%) (neip )

Name:|f4spl01.hitc.com
FTP Mode: | ACTIVE
Address: |{0dps01
Max FTP Operations:|5
Timeout:|yes (300s)
Auto Retry:|ves (15s)

The following is an example of what is displayed for an SCP host:

Polling Method:  SCP Host ||

Host Mame: {fddpiii v [help]

Name: fdpl01
SSH Type:|OpenSsH
Cipher:|aes123
Address: |[f4dpl01
Max SCP Operations: |26
Timeout |yes (30s)
Auto Retry:|[yes (165)

b. Or...configure asalocal disk directory; No further information is required (the path
isalready provided at the top of the page).

Polling Method: (7~ fv]
T
Local Disk
FTF %
SCF

20. When you’ re done, click the “Add Polling Location” button at the bottom of the screen. Now
you'’ re done adding the polling location! Repeat the steps above to add more polling

locations.
4.6.1.19 Data Type Configuration

Any ECS Collection is €ligible for DPL Ingest. ECS collections are added via ESDT
Maintenance GUI and Data Pool Maintenance GUI. These configuration screens allow DAAC
users to override some assumptions about these Data Types. The default assumptions are:

e By default, granules of ECS collections are archived but not inserted into the public
Data Pool upon successful ingest. The operator can change this so all granules
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associated with an ECS Caollection are inserted into the public Data Pool as soon as
they are successfully ingested. Thiswould take the place of an unqualified
subscription for Data Pool insert and is more efficient.

e By default, HDF map granules are not created for all science granules. The operator
can change this so that HDF map granules for the science granules associated with
an ECS collection are created and inserted into online-archive after those science
granules are successfully ingested. The creation of HDF map granules are handled
by a separate Map Generation Utility (MGU).

e By default, if there is a metadata validation warning for any granule during ingest,
the operator will be notified viaan email. This can be changed on “Data Type
Configuration” page so that all metadata validation warnings will beignored and the
operator won't receive emails because of it for all granules associated with an ECS
collection.

This page displays the data types whose configuration has been atered to support non-default
options. To change options for these data types, check the box next to each Data Type short
name you wish to modify, and set the options in the Modify Selected Data Types panel at the
bottom of the list. To set non-default options for other Data Pool data types, select ‘View /
Configure Additional Data Types' at the top of the list and select the additional data types from
the resulting list.

See Figure 4.6.1-85 for a general overview of this page. Explanations of the fields on this page
may be found in Table 4.6.1-24.
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Figure 4.6.1-85. Data Type Configuration (General Overview)
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Editing Data Types

To configure the attributes of any of the listed data types here, check the box next to the desired
data types (multiple selections may be made) and enter the new parameters in the form below
labeled Modify Selected Data Types and click on Apply Changes, as indicated by the red
arrowsin Figure 4.6.1-85.

Note: Trailing and leading white space will be removed from values entered into any text fields
on this page, or any of the sub pages under it.

Table 4.6.1-24. Data Type Configuration Page Field Descriptions

Field Name Entry Description
Short Name.Version ID Not Editable The Short Name and Version Id for the collection.
Public in Data Pool Editable Indicates whether or not to publish data for this data type
in the public Data Pool following successful Ingest.
Ignore Validation Editable Determines whether the operator will be notified via email
Warnings if there are metadata validation warnings for a granule
belonging to the given collection.
Create Map Granules Not Editable if there | Indicates whether or not HDF map granules are created
is a gray X box for | for science granules of this data type.
the data type;
Editable otherwise.

4.6.1.20 Transfer Host Configuration

This page alows the operator to manage SCP, FTP, and Llocal Hhosts for general use in the
Data Pool Ingest system. These hosts can be referenced when defining polling locations or
notification hosts.

In addition, if the host ip-addresses are referenced within PDRs as the source locations for
granule files, DPL Ingest will automatically refer to their definition to obtain time out and retry
parameters.

The DAAC will be able to define default time-out and retry parameters for SCP or FTP hosts, to
be used if a host is referenced that has not been explicitly defined. If arequest is sent through
processing with a host referenced in the PDR that does not show up on the GUI as a configured
host, a new host will automatically be added to the list of SCP/FTP Hosts with the name
UNDEFHOST _[Provider]_[RequestID]. Default host configuration parameters will be applied to
the new host until the operator chooses to modify them.

On the Transfer Host Configuration page, you can add named SCP or FTP hosts and configure
them to suit their purpose. You can also edit and remove existing hosts, and change the default
parameters for all SCP or FTP hosts and for the LOCAL host.

This page is shown in Figure 4.6.1-86. Explanations of the fields on this page may be found in
Table 4.6.1-25 and throughout this section.
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Host Configuration

Existing FTF Hasus

0 Labsl Address bl FTF Operations Timeom (Expected Throughpat + Pad Time) Aule Retry Interval
[ Hsoc Heill 7 3 000MBVs + 30s 153
[ Sdpint Hdpit b com 10 3 000MBVs + 305 120s

0] Hei!  Heillhtccom 5 3 000MEs + 30 1208

[ Remove Selected Hosts | offs Add AFTP Host_ |

Existing SCP Hosts

o Labsl Address Max. SCP Oparations Timeout (Expected Throughput + Pad Tima) Auto Retry Interal
] Hdeiot Hdpin ] 10 3.000MEBYs + 08 155

[] et Meio) 2 3 000MEs + 308 208

[ a0 AR 25 J.000MBYs + 308 158

[l Remove Selected Hosts | o Add ASCP Host

Defaul FTP Host Configurations

Max. FTP Oparatsons: 5
Timacut (Expected Throughpet + PN-.TI'I'I'I:I J:IHHJHB'! + 305
Auto Retry nenal. 1208
Edit

Defaudt SCF Host Configurations.

Mao. SCP Oparations: 5
Timaout (Expectad Thioughput + Pad Teme): 3.000MB/s + J0s
Auto Retry Intercal 120

Edit

Local Host Configurations

Max. Local Operations: 5
Timaout [Expectad Thioughput + Pad Teme): 3 000MB/s + 305
Aulo Retry Inferal 120s

m
[

Figure 4.6.1-86. Host Configuration (General Overview)

Viewing and Configuring Host Details
To view or configure the details for a host, click on the name of the desired host. The SCP and
FTP Host Detail pages are explained in Section 4.6.1.20.3.

4.6.1.20.1 Removing an SCP or FTP Transfer Host

To remove areference to a host, check the box next to the host name; multiple selections may be
made. Then click “Remove Selected Hosts’ at the bottom of the list — you will be prompted for
confirmation before the host is removed. See Figure 4.6.1-87.
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Existing FTP Hoss

[]  Labsl Address Max FTF Operaiicns Timeoal (Expected Throughpot + Fad Time) Auie Retry knenal
] MNSDC il T 3.000MBV's + 302 152
[ sdpift Hdpil1 hc com 10 3 000MB/s + 30s 120s
[ Hadld ""HI"E“ st com & 3 000MBrs + 303 120s

[l Remove Selected Hosts | o Add AFTP Host

Figure 4.6.1-87. Removing SCP/FTP Host

4.6.1.20.2 Adding an SCP or FTP Host
To add a named reference to a new host, take the following steps:
1. Clickon“Add a[SCP, FTP] Host...” at the bottom of the host list:

o AddASCP Hc.st...tj&

2. A new screen will be displayed with blank fields to add the host label (a unique name
Y OU givethis host), IP addresssDNS Name, and configuration parameters, as shown in
Figure 4.6.1-88 and Figure 4.6.1-89.

SCP Host Configuration - add a new host

Host Parameters

Label: [the label for this host ]
Address: [the DHS name or IP address and port
1
Max. Operations: 5 [ max cencurrent SCF Operations ]

Timeout: [enable hosttimeout ]

E}(pECtEd 3.000 [ Minimum expected throughput, in
Throughput: wes |
Pad Tirme: 30 [seconds]

Auto RETI’Y: [ enable automatic retry when Host is suspended ]
Retry Interval: 120 [seconds]

/ Add This Hast ‘x ezl ‘

Figure 4.6.1-88. Adding a New SCP Host
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FTP Host Configuration - add a new host

Host Parameters

Label: [ the label far this hast |
Address: [the DMS name or IF address and port
1
Max. Operations: |5 [ max. concurrent FTP Operations ]

Tirmeaut: [enable host timaout ]

E}{pECTEd 3.000 [ Minimum expected thraughput, in
Throughput: wiezs |
Pad Time: 30 [seconds]

Auto REtI’yZ [enable automatic retry when Host is suspendad |
Retry Interval: 120 [seconds]

f Add This Host ‘x Cancel ‘

Figure 4.6.1-89. Adding a New FTP Host

FTP and SCP Hosts have similar but dlightly different fields. Table 4.6.1-25 explains these
fields.

Table 4.6.1-25. Add a SCP/FTP Host Page Field Descriptions (1 of 2)

Field Name Entry Description
Label Required A unique identifier for the host.
Address Required The IP address (e.g., 192.168.2.1:23) or DNS name (e.qg.,

f4eil01.hitc.com:22) and port of the FTP or SCP host. The
port is not required, but if none is supplied, the default
ports of 21 for FTP and 22 for SCP will be used.

Max Operations Required Total number of operations that can occur simultaneously
on the host. If this field is left empty a default value will be
supplied.

Timeout Optional Whether or not to allow a host to timeout if operations of

a particular size take too much time to complete.

Expected Throughput | Required if timeout | Expected amount of data in MBs of a granule to be
is flagged processed during the configured pad time. If this field is
left empty a default value will be supplied.
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Table 4.6.1-25. Add a SCP/FTP Host Page Field Descriptions (2 of 2)

Field Name Entry Description
Pad Time Required if timeout | Time (in seconds) a configured chunk of data should be
is flagged processed before raising a timeout alert. If this field is left
empty a default value will be supplied.
Auto Retry Optional Whether or not to retry an action that failed or generated

an error on the host.

Retry Interval

Required if Auto
Retry is flagged

Time in between retries on the host. If this field is left
empty a default value will be supplied.

3. Enter aunique label for the host — existing labels will be rejected.

Enter the l.P. (e.g., 192.168.2.1) address or the DNS name (e.g., f4eil01.hitc.com) and
port number on the same line, separated by a colon. If no port is provided, the default
ports of 21 for FTP and 22 for SCP will be used.

If you're configuring an FTP host, select active or passive mode

6. Set“Max. Operations’ - the maximum number of concurrent FTP or SCP operations
this host may initiate.

7. Set the timeout flag. If thisbox is checked, text boxes will be displayed for the
Expected Throughput (in MB/s) and Pad Time values:

Timeout: [enable host timeout ]

Expected Throughput: 3.000 [ Minimum expected throughput, in hdBis |
Pad Tirme: 300 [zeconds]

. Set the Auto Retry flag. If this box checked, atextbox will be displayed to set the Retry
Interval value - the number of minutes to wait between retries of this host if it becomes
suspended by the server:

Auto RETI"_\,I'Z [ enable automatic retny when Host is suspended ]
Retry Intenal: 300 [seconds ]

. Click “Add ThisHost” at the bottom of the screen to add this host. It will now appear

as anew entry in the Transfer Host Configuration page.

4.6.1.20.3 SCP and FTP Host Configuration Detail

To view and edit an existing FTP or SCP Transfer Hogt, click on the name of the desired host on
the Host Configuration page. A new page will be displayed, allowing the operator to view and
edit (if authorized) the parameters of the host, as shown in Figure 4.6.1-90. Explanations of the
fields on this page may be found in Table 4.6.1-26.

Note: Trailing and leading white space will be removed from values entered into any text fields
on this page, or any of the sub pages under it.
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Host Parameters

Host Configuration for UNDEFHOST_EDOS_118977

Max. Operations: |5

Auto RETW: [enable automatic retny when Host iz suspended ]

J Apply Changes ‘x Feset Form

Address: f4eill1 . hitc.com

Timeout: [enable hosttimeout ]

Label: | UNDEFHOST _EDOS_118977 [the label far this hast |
[ the DME name or IF address and port]

[ max. concurent FTP operations |

Expected|3.000
Throughput: wes]

Pad Time: 30

[ Winimum expected thraughput, in

[seconds ]

Retry Interval: 120

[ seconds]

Figure 4.6.1-90. FTP Host Configuration Detail

Table 4.6.1-26. SCP/FTP Host Configuration Detail Field Descriptions

Field Name Entry Description

Label Required A unique identifier for the host.

Address Required An IP address or the canonical name and port (if needed)
of an FTP host.

Max Operations Required Total number of operations that can occur simultaneously
on the host. If this field is left empty a default value will be
supplied.

Timeout Optional Whether or not to allow a host to timeout if operations of

a particular size take too much time to complete.

Expected Throughput

Required if timeout
is flagged

Expected amount of MBs of a granule to be processed
during the configured pad time. If this field is left empty a
default value will be supplied.

Pad Time Required if timeout | Time a configured chunk of data should be processed
is flagged before raising a timeout alert. If this field is left empty a
default value will be supplied.
Auto Retry Optional Whether or not to retry an action that failed or generated

an error on the host.

Retry Interval

Required if Auto
Retry is flagged

Time in between retries on the host. If this field is left
empty a default value will be supplied.

4.6.1.20.4 Local and Default Host Configuration

Local Host configuration parameters are used during any local transfer operations. The Max.
Local Operations limits how many local copies will occur concurrently. The timeout values
apply to each individual local copy operation.
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Default SCP and FTP Host configuration values are used to fill in default values whenever a new
SCPor FTP host is added, or if afield isleft empty when updating an existing SCP or FTP host.

To edit local host or default SCP or FTP Host configuration, click “Edit” beneath the “Local
Host Configuration” or “Default SCP and FTP Host Configuration” sections of the Transfer Host
Configuration page. See Figure 4.6.1-91.

Default FTP Host Configurations

Max. FTP Operations: 10

Timeout (Expected Throughput + Pad Time): 2 500MEfs + 30s

Auto Retry Interval: 155

Edit

Default SCP Host Configurations

fax. SCP Operations: 10
Tirmeout (Expected Throughput + Pad Time): 3.657MEBfs + 30s

Auto Retry Interval: 155

Edit

Local Host Configurations

Max. Local Operations: 10

Tirmeout (Expected Throughput + Pad Time): 3.000ME/s + 315

Auto Retry Interval: 255

Figure 4.6.1-91. Default and Local Host Configuration

A configuration page will appear exactly like the SCP or FTP Host Configuration Detail page,
except the Label will not be an editable field (as shown in Figure 4.6.1-92). Explanations of the
fields on this page may be found in Table 4.6.1-26.
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Figure 4.6.1-92. Local Host Configuration

Enter your configuration changes and then press “ Apply Changes.”

4.6.1.21 File System Configuration

The File System Configuration page allows the operator to configure warning and suspension
thresholds for any configured Archive or Data Pool File Systems, as shown in Figures 4.6.1-93
and 4.6.1-94. This page shows both types, starting with the Archive File Systems at the top and
Data Pool File Systems a the bottom. Table 4.6.1-27 contains the archive file system

configuration page field descriptions and Table 4.6.1-28 contains Data Pool file systems
configuration page field descriptions.
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Figure 4.6.1-93. File System Configuration (Archive File Systems Only)
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Figure 4.6.1-94. File System Configuration (DataPool File Systems at the Bottom)

Table 4.6.1-27. Archive File Systems Configuration Page Field Descriptions
Field Name Description
Cache Warning Threshold The percentage of cache used which will trigger an operator alert.
This must be below the Cache Full Threshold and above the
Cache Warning Low Watermark.
Cache Full Threshold The percentage of cache used which will trigger an operator alert

and suspend the Archive File System. This must be above the
other threshold and watermarks.

Cache Warning Low The percentage of cache used that will clear the Archive Cache

Watermark Warning Alert. This must be below the Cache Warning Threshold
and the Cache Full Low Watermark.

Cache Full Low Watermark The percentage of cache used that will clear the Archive Cache

Full Alert. This must be below the other watermark and thresholds.
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Table 4.6.1-28. DataPool File Systems Configuration Page Field Descriptions

Field Name Description
Warning Threshold Warning Threshold The percentage of cache used which will
trigger an operator alert.
Warning Low Watermark The percentage of cache used that will clear the File System
Warning Alert.

To modify File System parameters, enter the desired changes in the configurable fields and click
“Update” — these buttons are located at the bottom of each of the DataPool and Archive File

Systems sections.
{ UF{:\?EHE “x Fieset

4.6.1.22 ECS Service Configuration

This page (see Figure 4.6.1-95) allows the operator to configure the parameters of ECS services
on a host-specific basis. A default checksum type and algorithm can also be set for use by the
checksumming service hosts. Further, this page also allows the operator to select the host from
which AIM will be run. This must be configured to ensure proper functionality of the DPL Ingest
system.

An authorized operator can change any of the fields (they would otherwise be disabled for
unauthorized or view-only operators).

Note that you cannot suspend or resume these services from this page — you must do this from
the ECS Services Status Page (see Section 4.6.1.14). The initial page is a listing page only on
which modifications cannot be made. The list shows which services are enabled for each host.
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454 pemove the selected EC5 Servics hosts?
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Figure 4.6.1-95. ECS Service Configuration (General Overview)

This page contains three sections:

e Checksum Type and Algorithm Configuration — The operator can add, edit, and delete
checksum types and their specific algorithms, and specify if the checksum type will be used as
the default type.

e Hostsused for ECS Services— The operator can view, add, and edit the attributes of the ECS
Service host and can configure each of the services that run on that host (see Table 4.6.1-29).
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Table 4.6.1-29. ECS Services Configuration Field Description

Field Name Description
Name The unique name given for this ECS Service Host.
Address The IP address or DNS Name and port of the host.
Comments Any descriptive comment text given for this host.
The maximum number of Insert Checksum Operations
Max. Insert Checksum Operations that will be performed by this host (checksum

performed before archiving).

The maximum Insert Copy operations that will be
performed by this host.

Max. Insert Copy Operations

Checksum Each of these ECS Services are indicated by

File Transfer checkmark as enabled (green ™) or disabled (red &)

Archive for each host. NOTE: The numbers under each of the
- indicators are the number of available slots for this

Band Extractions service.

SCP i

10

4.6.1.22.1 Adding an ECS Service Host

Authorized operators can add new ECS Service Hosts and configure each of their associated
services from this page. To add a Service Host, do the following:

e Onthe ECS Services page, click “Add an ECS Service Host” at the bottom of the list:

@ Femowve Selected Hosts -I_-_l Add ECS@EMCE Host...
)

e A new page will load with a blank form, as shown in Figure 4.6.1-96.
Table 4.6.1-30 contains the ECS services configuration field.
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Address:

Quick Server Port:
Auta Retry: [

Commerts|

File Transfer

Eniable this service [
Max. Concurrent Checksum Operations: 1
Expected throughput:
Checksum Timeout Pad Time:

AamET
MBS [hap]
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Archiving

Enable this service [7]
Enable ScF [T
Ftp Service Port:
Max. Concurrent File Transfers: 1

Band Extraction

Enable this service [
Maie. Concurrert Archive Operations: 1
Expected Throughput:
Archive Timeout Pad Time:

wmibsr ke
MBS [ie]

seconds [hep]

Insert Checksum

Enable this service [
hax. Concurrent Band Exiractions :

Band Extraction Timeout Value:

ecnnk [12]

Insert Copy

Mazx. Concurrent Insert Checksum Operations: 1

MR (42

Max. Concurrent Insert Copy Operations: 1
Expected Throughput:
Insert Copy Timeout Pad Time:

i

{ Add This Service Host ‘ x Cancel |

winer [k p]
MES [heb]

soiii [hep]

Figure 4.6.1-96. Adding a New ECS Service Host

Table 4.6.1-30. ECS Services Configuration Field Descriptions (1 of 2)

Field Name Entry Description

Global parameters:

Label Required A unique name for the ECS Service host, preferably
based on the actual host name.

Address Required The IP address (e.g., 127.5.2.88) or canonical name
(e.g., f4eil01.hitc.com) of the host.

Quick Server Port Required The Quick Server port number associated with this
service. Hint: the Quick Server port can be
determined by looking at the Quickserver's
configuration file.

Auto Retry Optional Whether or not to automatically retry processing of
actions for all services enabled on this host.

Comment Optional The description of the host and its services.
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Table 4.6.1-30. ECS Services Configuration Field Descriptions (2 of 2)

Field Name Entry Description

Checksum:

Enable this service Optional Whether or not to use this service.

Max. Concurrent Checksum Required if | The maximum number of concurrent checksum

Operations enabled operations that may be performed on this host at any
one time.

Expected Throughput Required if | The expected data throughput for checksum

enabled operations. This is to identify stuck operations.

Checksum Timeout Pad Time Required if | The additional delay for a checksum operation before

enabled it is considered timed-out.

File Transfer:

Enable this service Optional Whether or not to use this service.

Enable SCP Optional Whether or not to use SCP as the file transfer
method. This will only take effect if “Enable this
service” is checked.

Ftp Service Port Required if | The Ftp Service port number associated with this

enable service. Hint: the Ftp Service port can be determined
by looking at the FtpService's configuration file.

Max. Concurrent File Transfers Required if | The maximum number of concurrent file transfers

enabled that may be executed on this host.

Archiving:

Enable this service Optional Whether or not to use this service.

Max. Concurrent Archive Required if | The maximum number of concurrent archive

Operations enabled operations that may be executed on this host.

Expected Throughput Required if | The expected data throughput for archive operations.

enabled This is to identify stuck operations.

Archive Timeout Pad Time Required if | The additional delay for an archive operation before it

enabled is considered timed-out.

Band Extraction:

Enable this service Optional Whether or not to use this service.

Max. Concurrent Band Extractions | Required if | The maximum number of concurrent band extraction

enabled operations that may be executed on this host.

Band Extraction Timeout Value Required if | The number of seconds for a band extraction

enabled operation before it is considered timed-out.

Insert Checksum:

Max. Concurrent Insert Checksum | Optional The maximum number of concurrent Insert

Operations: Checksum operations that may be executed on this
host.

Insert Copy:

Max. Concurrent Insert Copy Required The maximum number of concurrent Insert Copy

Operations operations that may be executed on this host.

Expected Throughput Required The expected data throughput for Insert Copy
operations. This is to identify stuck operations.

Insert Copy Timeout Pad Time Required The additional delay for an Insert Copy operation

before it is considered timed-out.
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Under the Global Parameters section, enter the parameter values for that server:

Glebal Farameters

Checksum

Label: fadplo
Address: 14dpl0l
Gick Server Part: (22311 i
Auto Retry: W]
Comments

Y ou can also add comments here to describe the server’ s purpose.

Configure the parameters for each of the available services on this server. Some
services can be enabled or disabled (e.g., Checksum and File Transfer). By default,
services are not enabled unless you specifically enabled them by checking “Enable this
service” above the parameter boxes:

Enable this semice V%

wecksum Time Limit: seconds

Configure the settings for the Checksum service. Note that these are parameters for all
types of checksum operations that run on this host. To add and configure checksum
types, go to the main ECS Service Configuration page.

Here and for all other services, there are two time-out parameters that the Ingest
Service uses to determine when an operation should be considered overdue (i.e., timed-
out) and cancelsit. The two parameters are: (1) the expected throughput; (2) the time
out pad time.

The Ingest Service will calculate the expected time of the operation for a granule by
dividing the granule size by the expected throughput, and then add the time out
padding. These parameters are only used to determine when an operation should be
considered hung, so both the expected throughput and the time-out padding should be
chosen pessimistically to avoid canceling operations that are just slow because of
concurrent heavy workload.

Enable this service []
Max. Concurrent Checksum Operations: |1 number
Expected throughput: WiB/z [ help ]
Checksum Timeout Pad Time: seconds [ help |

Configure the settings for the File Transfer service. If this service is enabled, then
specify the Ftp Service Port, and configure the maximum number of concurrent file
transfers. The timeout parameters are configured separately for each of the FTP hosts.
If you wan to enable SCP as atransfer service in addition to FTP, check “Enable SCP’:
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File Transfer

Erisble thiz service [v

Enakle SR [
Fip Service Port; (22600 Lk
Max. Concurrent File Transfers: 52| mber [kEp]
e Configure the Archive Service:
Archiving
Enahble this service []
hlax. Concurrent Archive Operations: number [ help |
Expected Throughput: MBS [ help ]
Archive Timeout Pad Time: seconds [ help ]

e Configure the Band Extraction Service:

Banil Extraction

Enable this semice [
Max. Concurrent Band Extractions number [ help ]

Band Extraction Timeout “alue: secands [ help ]

e Configure the Insert Checksum Service:

Insert Checksum

Max. Concurrent Insert Checksum Operations: 5 number [ help ]

e Configurethe Insert Copy Service:

Insert Copy
Max. Concurrent Insert Copy Operations: |1 number [ help]
Expected Throughput: WEBSS [help ]
Insert Copy Timeout Pad Time: zecands [ help |

e Click “Add This Service Host” at the bottom. The host will be added and the listing
page will be displayed:

W Add ThisSenvice Host ‘x Cancel ‘
r"\l}

4.6.1.22.2 Editing an ECS Service Host

To edit an ECS Service Host and its associated services, click on the name of the host (as shown
in Figure 4.6.1-97) and the detail page for that host will be displayed. This page is similar to the
“Add ECS Service Host” page and contains all of the same fields. See Section 4.6.1.22 for
details on how to configure an ECS Service Host.
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Figure 4.6.1-97. Selecting an ECS Service Host to Edit

4.6.1.22.3 Removing an ECS Service Host

To remove an ECS Service Host, check the box next to the host name (as shown in
Figure 4.6.1-98) and click “Remove Selected Hosts” at the bottom of the list. A warning will pop
up stating that the Server (the Processing Server) must be first shut down, as shown in
Figure 4.6.1-99.

10 2 10
i o fAftI01 External Interface % % E 1
[% 10 2 10
[T fdheall1 fdhell1 no comment ;| (i | (s | i |
Figure 4.6.1-98. Selecting an ECS Service Host for Removal
The page at hiip:.fs'.f4dp|d'.| _hitc.com: 25010 says:
Hostellsed For FES R e ryires 9y WARNING: THIS SHOULD OMLY BE DONE IF THE SERMER 15 DOWHM! Are you sure you wank to
)_,'—/J remove the selected ECS Service hosts? =
; it
O Mame Address S
ok | [ P ] burm Operatio
] feildt fdeil01 E 10
0 10 0
[ R0l t4ft101 External Interface | = = 20
10 10 10
fAhel01 f4held1 no comment ) ) ) = 30
10 z 10
[] fAspl0l fd=spl01 no comment | ) H ) 30
10 z 10
E Remowve Selected Hosts | 1,-_1 Add ECS Service Host... |

Figure 4.6.1-99. Warning for Removing ECS Service Host
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4.6.1.23 Volume Group Configuration

The Volume Group configuration in the DPL Ingest GUI is meant to duplicate the functionality
in the decommissioned STMGT GUI tab with some refinements and enhancements. This
configuration page is shown in Figure 4.6.1-100. Table 4.6.1-31 contains the volume groups
configuration page field descriptions.

4.6.1.23.1 Volume Group Configuration Page

Volume Groups Configuration
showing 382 wnt
(| = = Volume Group Name =) Path [= =] Selaction Date
[ ACR3L2DM.001 Istornext/snfs 1/OPS/EMOS \ s
[ AEPOE1W.001 Istormext/snfs1/OPS/EMOS/ Ascending /Descending
arder toggle buttan —
[] AEPOE1W.086 [stomext/snis1/OPS/EMOS/ SI
[ AEPOETW.086 Istornext/snfs 1/OPS/EMOS/
[] AE_5DSno.001 Istomext/snfs 1/OPS/AMSR
[¥] AE_5D3no.086 /stomext/snfs1/OPSIAMSR/
Selection(s) highlights
[] AE_DyOcn.001 Istomext/snfs1/OPS/AMSR el S ke ehiackad
[ AE_DyOcn.002 Istormext/snfs1/OPS/AMSR/
[¥] AE_DyOen. 086 Istornext/snfs1/0PSIAMSR/
[ AE_DySno.001 Istormext/snfz 1/OPS/AMER
Hari | and
[ AE_DySno.086 fstornext/snis 1/0PSIAMSR/ Frizohtalian >
“ertical scroll bars.
[0 AE_L2A002 Istormext/snfs 1/OPS/AMSR
[0 AE_L2A 086 Istomext/snfs1/OPS/AMSR/
w
< >
[ Volume Group Configuration: Add Volume Group ™7
=@ Modify Selected Volume Groups... -I_-J Add Volume Group... ® ™ e

{|New Wolume Group Path: [ , ok I

g \"yéim‘ed Data Typez With Volume Groups

Figure 4.6.1-100. Volume Groups Configuration (Listing Page)

Table 4.6.1-31. Volume Groups Configuration Page Field Descriptions (1 of 2)

Field Data Size Entry Description
Name Type
Volume Character | 255 | System The name of the Volume Group based on a Data
Group Generated Type shortname with version identifier.
Name
Path Character | 255 | System The fully qualified Unix path to where data is stored
Generated for the specified data type.
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Table 4.6.1-31. Volume Groups Configuration Page Field Descriptions (2 of 2)

Field Data Size Entry Description

Name Type
Selection | Character | 32 System A selection date (if applicable) defined for the Data
Date Generated Type version of which there are two volume group

history sets: one defined for forward processing and
the other for reprocessing data.

New Text 255 | Operator A hidden field that is displayed when the operator
Volume clicks “Modify Selected Volume Groups”.

Group

Path

This page displays the list of currently configured volume groups. This list is displayed all on
one page and not broken into chunks. By default, the entries are listed aphabetically by Data
Type name. You can search for a desired data type by using the browser’s built-in search
function.

The bottom of the list has a buttons to add a new volume group configuration or edit multiple
selections of existing volume groups. Below are more detailed screen shots that explain the
features available on this page.

4.6.1.23.1.1 Column Sorting

All columns on the Volume Groups Configuration page can be sorted in ascending or descending
order. To sort on a column, click on the up or down arrow at the top of the column, as shown in
Figure 4.6.1-101. The sorted column will be highlighted.

1 [Z ] Wolume Group Marne [Z 7] Path
[] /wi0D2aF02.0Mm ftestipathf
[] festipathf ftestipath’
[ ACRZL0.00M fstornextisnds 1/DEYD2 airsi
[ ACRZL20K.001 fstornextiznfs 1/DEVIS izl
. [0 ACRZL2ZC.001 fatornextiznds /DEVI2 @il
[] AE_L2A001 ftestipaths
[ AE_Land.036 frestipath/

Figure 4.6.1-101. Sort-able Columns

4.6.1.23.1.2 Modifying Volume Groups

Several Volume Groups may be modified at once by checking the boxes next to each Volume
Group name and then clicking “Modify Selected Volume Groups...” at the bottom of the list.
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The checkbox at the very top of thelist alows the operator to select all of the Volume Groups on
the page, as shown in Figure 4.6.1-102. Operators will not be able to modify more than one
volume group at a time when there are Volume Groups selected from a Data Type version that
has an alternative Volume Group History Set defined.

[F] [Z =] %olume Group Mame [==] Path
[0 /MmoD2aF02.001 ftestipaths
[] Aftest/pathd festipath/
[] ACRE3L0.001 fetormext/snfs1/DENVDS airsl 1
[] ACE3LZDM.001 fetormext/snfs1/DENVDS airsl 1
ACRILZSC.Om fstornext/snfs1/DEYDS/ qirs1
[0 AE_LZAOOM fest/path/
[ AE_Land.085 HAest/pathd
AIRABDER.OOM fstornext/snfs1/DEWDS/ airs
AIRABDER.OO1E fbackupipath
[ ARABDER.OD1O R foffsitefpath
[ ARBAQAR.OOM / 7 fstornext/snfs1/DEWDS airs
[ ARHASCLOOM Y/ / fstarnext/snfs1/DEWDS airs
ol AIHHBHAD.DDE\/ fstornext/snfs1/DEWDS airs
[ Top Of List ]
B Modify Selected Valume Groups...: |-!,-_| Add vaolume Group... |
Mew %olume Group Path:

Figure 4.6.1-102. Modify Selected Volume Groups

When the desired Volume Groups are selected, they are highlighted to give a clear visud
indication of which Volume Groups will be changed. When the “Modify Selected Volume
Groups’ button is clicked, a path input field appears below — here you can enter the new path to
be applied to all selected Volume Groups. Click “ok” to apply the changes. Before any change
takes place, you will be prompted for confirmation.

4.6.1.23.1.3 Adding New Volume Groups

To add a new Volume Group, click “Add Volume Group” at the bottom of the list, as shown in
Figure 4.6.1-103.
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Figure 4.6.1-103. Add Volume Group Button

Thiswill display the Add Volume Groups page.

The list of Volume Groups displayed on this page have already been entered and configured in
the STMGT Database. There are two paths one can take when adding a V olume Group:

1. The operator can add volume groups, to anew a Data Type version (aData Type
version that has not already been configured)

2. The operator can add Volume Groups to an existing Data Type version (aData Type
Version that has at least one VVolume Group History Set). For example, if aprimary
volume group exists for AST L 1B.003, the operator may add a backup Volume Group,
which would create aVolume Group named AST_L1B.003B (appending a“B” to the
original name). If the backup already exists, the operator would not be able to add
another backup Volume Group.

See Section 4.6.1.23.1.4 for more details on how Volume Groups get named.

4.6.1.23.1.4 Volume Group Naming Conventions

When a Volume Group is added, the name will be created based on the type of Volume Group
that was added. There are six types, as explained in Table 4.6.1-32. Note that “R” indicates an
alternative Volume Group for reprocessing. There is no explicit suffix for forward processing.

Table 4.6.1-32. Volume Group Naming

Volume Group Type Extension Example
Primary none AST L1B.003
Primary Alternative R AST_L1B.003R
Backup B AST_L1B.003B
Backup Alternative BR AST_L1B.003BR
Offsite O AST_L1B.0030
Offsite Alternative OR AST_L1B.0030R

4.6.1.23.2 Add Volume Group Page

The Add Volume Group page allows an authorized operator to add a volume group for a new
Data Type version or to add new volume group to an existing Data Type version. See

4.6.1-107 609-EED-001, Rev. 01



Figure 4.6.1-105. To add a Volume Group for anew Versioned Data Type, you must first typein
the name of the Versioned Data Type. The sequenceis as follows:

1. Click onthe Volume Groupstab in the navigation menu
2. Click on Add Volume Group... at the bottom of the list

3. Follow the instructions on the next page. To add a Volume Group for anew Versioned Data
Type, click Add Volume Groups For A New Versioned Data Type... at the top page, as
show in Figure 4.6.1-105.

4. Manually typein the Versioned Data Type into the text box. Click ok. A new page will load
(Figure 4.6.1-104), allowing you to configure the Versioned Data Type as explained below.
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Figure 4.6.1-104. Entering a New Versioned Data Type
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Figure 4.6.1-105. Volume Groups: Add a Volume Group Page

Adding a Volume Group for a New Data Type Version

The following rules apply when adding a volume group for anew Data Type Version:

1.
2.

The Primary path information must be entered.

The addition of Backup Volume Group, Offsite Volume Group, or Alternative Volume
Group History Set, are optional and may be entered at a later time, however they can be
entered all at once on this page as shown in Figure 4.6.1-106.
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Figure 4.6.1-106. Alternative Volume Groups

Table 4.6.1-33 contains the add volume group page field descriptions.

Table 4.6.1-33. Add Volume Group Page Field Description (1 of 2)

Field Name Entry Description
Data Type and Required A Data Type short name and version identifier.
Version ID
Alternative VG Not Required Allows operator to enter options for alternative Volume
Options Groups. This can only be checked if an Alternative Volume

Group was specified, otherwise, the checkbox is disabled.

Selection Date for
alternative Volume
Groups

Required if adding
Alternative
Volume Group
History Set

When the alternative check box is selected, the Selection
Date section is enabled and is required to be filled out by the
user.

Selection Date is a separate date to guide Archive Server to
select an appropriate Volume Group History set for storing /
retrieving data. When acquisition date is not null and less
than the Selection Date, Reprocessing Volume Group history
set will be used, otherwise, forward processing Volume
Group history set will be used.

Reprocessing,
Forward Processing

Required if adding
Alternative
Volume Group
History Set

Alternative volume groups can be configured either for
reprocessing or even for forward processing. The default is
for reprocessing. Although the flexibility to add a new
alternative for forward processing is supported, it should be
used with caution.
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Table 4.6.1-33. Add Volume Group Page Field Description (2 of 2)

Field Name Entry Description
Volume Group Path | Required The fully-qualified Unix path to where data is currently being
(For Primary) stored for the specified data type to the Primary Archive.
Volume Group Path | Required if The fully-qualified Unix path to where data is currently being

(For Backup)

Backup enabled

stored for the specified data type to the Backup Archive.

Volume Group Path
(For Offsite)

Required if Offsite
enabled

The fully-qualified Unix path to where data is currently being
stored for the specified data type to the Offsite Archive.

Volume Group Path | Required if The fully-qualified Unix path to where reprocessing data is
(For Primary Primary currently being stored for the specified data type to the
Alternative) Alternative Primary Alternative Archive.

enabled
Volume Group Path | Required if The fully-qualified Unix path to where data is currently being
(For Backup Backup stored for the specified data type to the Backup Alternative
Alternative) Alternative Archive.

enabled
Volume Group Path | Required if Offsite | The fully-qualified Unix path to where data is currently being
(For Offsite Alternative stored for the specified data type to the Offsite Alternative
Alternative) enabled Archive.

Figure 4.6.1-107 shows the List of Versioned Data Types w/ Existing Volume Group Page.
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Adding a Volume Group to an existing Data Type Version

[@ DPL Ingest GUI (DEV09) - Mozilla Firefox [B[EX]

Ble Edt Wew Hstory Bookmarks Tools  Help

~
£ Home DATA POOL INGEST web cu i
% Monitoring ﬂ; T_' 1 B b e . | Thu Feb 1 2007 15:29:50
% Interventions & Alerts n— ““’“‘“""’“‘Me —
#|Configuration b
Froviders
Data Types
Transfer Hosts =< back to volume group main page
File Systems
ECS Senices 3 : -
Giobal Tuning Volume Group Configuration: Add Volume Group
Valume Groups
e Instructions: [ fis |
)IRepons There are two options when adding Yolume Groups
> Help

1. If you want to add a Volume Group for a new Data Type that is not yet configured in Data Poal, click the Add Volume Groups For A New Versioned Data Type...
button helow and manually type in the name of the Data Type and Yersion 1D in the text box that appears underneath. When you are done, click 'ak’. This will bring you to
the next page where you can add Valume Groups. If the page loads with Valume Group information already filled in, this means the Data Type already has Valume
Groups configured in Data Poal

2. Pick from the ligt of Wersioned Data Types with existing Volume Group Configurations below. ¥ou can add Backup, Offsite, and Alterative “olume Groupe to these if
they do not already exist

“ou are Iogged in as IngAdmin
8 Operator Actions

[1og out]

[ change passward ]

[ showiiE e Tip: To search for a data type use vour browser's search function. In Firefox, use Cl-F. The data types are listed in alphabetical order. To scan star to type the first few letters

of the Short Name into the search box and If necessany click find nesxt

%)
L relosd page |

o Add Valumne Groups Far A New Versioned Data Type

“ersioned Data Type

Figure 4.6.1-107. List of Versioned Data Types w/ Existing Volume Groups

The following rules apply when adding Volume Groups to an existing Data Type version (e.g.,
Backup, Offsite, etc.):

1. The Volume Group name will be selected from the Add Volume Group page (see
Figure 4.6.1-107). When the link for the desired Versioned Data Type is clicked, the Data
Typeisdisplayed at the top of the next page.

2. Any previously added Volume Group will be displayed, but will not be editable. For
example, if aBackup Volume Group has aready been added, the VVolume Group path will be
shown, but the operator will not be able to edit this path.

3. Similarly, if any Alternative VVolume Groups have been specified, the Alternative VG options
and Volume Groups will be displayed, but not editable.

4. If the operator is adding the Alternative Volume Group History Set for the first time, the
Alternative Options must be selected and the operator may choose the processing type
(Forward Processing or Reprocessing) for the Alternative Volume Group History Set, as well
as a selection date to be applied to the Reprocessing Volume Groups.
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Adding Volume Groups

Multiple Volume Groups for a Data Type version may be added at once on the Add Volume
Group page. For each volume group you wish to specify, enter a path for that VVolume Group, as
show in Figure 4.6.1-108.
Prmary Voluma Group
Path:

Figure 4.6.1-108. Adding the Primary Volume Group

4.6.1.23.3 Authorization

For DAACs that have security enabled for the DPL Ingest GUI, an operator would have to have
Ingest Admin permission to add or configure volume groups as described in this document. No
special permissions are needed to view current configurations or generate the Volume Groups
History report page.

4.6.1.24 Global Tuning Configuration

This page allows the operator to configure the global tuning parameters in the Data Pool 1ngest
database. The parameters are listed along with their descriptions and a text box to change the
values, as show in Figure 4.6.1-1009.

There are two sections of the Global Tuning page, each editable by different permission levels.
The first section, “Global Admin Tuning Parameter Configuration,” is editable with Ingest
Admin or Ingest Tuning privileges. The second section, “Global Tuning Parameter
Configuration,” requires Ingest Tuning privileges. If the logged in operator does not have
permission to edit a section, the fields and buttons for that section will be disabled.
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\@ DPL Ingest GUI (DEVOY) - Mozilla Firefox

L=k

Ele Edt uew Hstory Bookmarks Tools el &
~
& Home PO
> Monitoring Thu Feb 1 2007 15:32:55
% Interventions & Alerts
% Configuration
Providers
Data Types
Transfer Hosts 1
Fila Systams Global Tuning
ECS Services
Global Tuning: [HELP]
VollmEEIES Global Admin Tuning Parameter Configuration
Operators
¥ Reports Parameter Name Description Value
% Help ") ARCHIVE_CACHE_CHECK_INTERWAL Number of seconds betmeen checks of archive cache 0 o
{4 DEFAULT_ALERT_RETRY_SECS Default number of seconds to walt in betwzen retying 2 situation that caused 2 suspension o I
“ou are logged in 2= INgAd
= D Operator Actions GET _DPL_SPACE MINS NUmber of minutes to wait in betwesn refieshing DPL frae spase info 7 I
{109 aut] ") _DPL: | "
[ change passwaord |
[ show my permissions | %) MAX_RETRY CHECKSUM_VERIFY haximum number of allowable retries for a ohedsum verification error 10 I
MINS TO KEEP COMPLETED MESSAGES Humber of minutes to keep completed messages in the database B0 I
O, e I - - -
(4 MINS_TO_KEEP_COMPLETED_REQS Number of minutes before a completed request qualifies for archival 40 5
(3 MONTHS_TQ_KEEP_HIST_STATS_ALERTS The retention time in months forkeeping historic infarmation for requests, alerts and thoughput statistics B I
(3 NUM_RETRIES_UR_ERROR Number of times to retry UR Translation dus o an rrar B b
(4 RETRY_SECS_UR_ERROR Number of seconds to wait in betwesn ratrying UR Transiation an arror a0 I
/ Apply Changes x Reset
Global Tuning Parameter Configuration
Parameter Name Description Walue
%) DEFAULT_NUM_RETRIES Detault number of retiies for an error candition where na emorspeciiic number exists 5 In
(3 DEFAULT_RETRY_INTERVAL Default retry interval (seconds)whare no errorspecific interal edists 5 I
{j EPOS_SUCCESSFUL_PAN_DIR EDOS directary inwhich successful PANs are fo be stored -
%) FAILED_CHECKSUM_HOLDING_DIR Lo 6 il Eel oled shoesom oiesfon fustfecsiDEVD1/CUSTOM ) [w

Read Iocalhost

Figure 4.6.1-109. Global Tuning Configuration Page

Dynamic vs. Static Parameters

Dynamic parameters are those that are applied to the Ingest Service without having to restart it.
The Ingest Service will automatically apply these parameters within 1 minute of having been set
on the GUI. Static parameters are those that require the Ingest Service to be restarted before a
change in the parameter value can take effect. Each parameter on this page is preceded by an
icon indicating whether parameter is dynamic or static, as shown in Figure 4.6.1-110.
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Static parameters have the same icon

with a red exclamation.

(D MAX INGEST DB_CONN Waximum allowed number of connestions to INGEST Database for DPL Ingest

% THROUGHPLT STATS INTERWAL Humber of minutes at which throughput statistics will be recarded

%) IGNORE_ARCHIVE_ALERT Still astivate requests independent of archive status
IGMORE_DPL_FS_DOWWN Indicates whether or notwe activate requests that use a suspended file system

4

Apply Changes ‘x Feset ‘

Dynamic parameters have

a green curled arrow.

Figure 4.6.1-110. Dynamic and Static Configuration lcons

Descriptions of each parameter are displayed on the GUI and will not be included in this
document.

To modify parameters, fill in the desired values in the appropriate fields and press the “Apply

Changes’ button.
% Applyﬁhangea ‘x Feseat ‘

Note: Parameters must be edited section by section. If parameters are changed in the “Global
Admin Tuning Parameter Configuration” section and then the “Apply Changes’ button is
pressed in the “Global Tuning Parameter Configuration,” modifications in the first section will
be ignored.

4.6.1.25 Operator Configuration

This page consists of alist of operator names and their current permission settings and allows an
Ingest Security operator to configure the authorized users for the Data Pool Ingest GUI. Here
operators can be added, edited, or removed. Figure 4.6.1-111 shows the general overview of this

page.
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\@ DPL Ingest GUI (DEVOY) - Mozilla Firefox

L=k

Elle  Edit Wiew History Bookmarks  Todls  Help

~
& Home
> Monitoring Thu Feb 1 2007 15:33:25
> Interventions & Alerts
% Configuration
Providers
Data Trpes
Transfer Hosts
File Systems - .
ECS Senvices Operator Configuration
Global Tuning
Wolume Groups :
Operators Note: .
=t Changes Io an existing operator's permissions will not take effect until the next login for that particular operator
BHelp [HELP]
_ Operator Management
Vou are loggad in == INGA! -
e vt Operator MNarme Permissions
o O IngAdmin (<] Fview only S ingest contral ingest admin B9 ingest tuning 9 ingest security
[ change password ]
[ show my permissions | [ IngTuning (] Cvigw only @ Cingest contral [ingest admin 558 Mingest tuning  * 9 Clingest security
3 [ JonR (<] Cvigw only @ [ingest contral [ingest admin 528 Mlingest tuning 9 [Zingest security
I [ wonoo 1] Fview only @S ingest contral ingest admin EEEingesttuning >+ 9 ingest security
[ voonA [ ] view only € @ Clingest control ingest admin  ==5 [ingest tuning = & [Jingest security
[J vooTo [ ] view only & @ Clingest control [ingest admin 555 Mlingest tuning  # & [Jingest security
[ vooTA [ ] Tview only @ @ Clingest control [“lingest admin  E55 Mlingest tuning = & [ingest security
O vosoo (2] Cview only & @ Clingest control Cingest admin ~ E58 Clingest tuning = 2 [lingest security
O vos0A (2] Cview only & @ Clingest control ingest admin  E= [ingest tuning Mingest security
[ wosm (2] (view only  © @ Clingest control 5= Cingest admin 525 Mingest tuning [ingest security
[ wosTa (] Cview only  © @ Cingest control - 5= [ingest admin 525 Mingest tuning 9 [Zingest security
[ wiooo =] (view only @ @ Flingest control == [ingest admin 529 Llingest tuning  # & Cingest security
[ viona, [ ] view only @ Flingest control ingest admin =25 [lingest tuning = & [Jingest security
[ viamo [ ] (view only @ @ Flingest control [ingest admin 555 Mlingest tuning  # & [ingest security
[ vioTA (] view only & @ Flingest control ingest admin 525 [Mlingest tuning & [Jingest security
[ v1s00 (2] Cview only & @ Mlingest control Cingest admin ~ E58 Clingest tuning = [lingest security
O MISoA (2] Cview only & @ Flingest control [Fingest admin  EE5 [lingest tuning Mingest security
O wisTo (2] Cview only  © @ Mingest control 5= [Cingest admin 555 Mingest tuning  * 9 [Zingest security ~
< >

Dane

Figure 4.6.1-111. Operator Configuration Page

Permission L evels Explained:

There are 5 different permission levels. View Only is a specia case: if an operator is assigned the
View Only permission level, it may not have any other permissions. In any other case, the other
4 |levels can be combined together as they represent the ability to manage an exclusive set of
properties associated with data pool ingest. For example, an operator may be assigned Ingest
Control and Ingest Admin permissions simultaneously, but not View Only and Ingest Admin.
See Table 4.6.1-34 for the available permission levels and their descriptions.
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Table 4.6.1-34. Operator Permissions

Icon Permission Level Description
[¢=x] | View Only The operator cannot modify any field nor take any actions on the
GUI. Most buttons, textboxes, checkboxes, drop-down lists, etc. are
disabled, with the exception of filters and sorts. View Only operators
can also generate reports.
£h 50 | Ingest Control For Ingest Requests or Interventions, the operator can:

Suspend, resume, cancel, or change the priority of Ingest Requests
Suspend, resume, cancel, or retry Granules associated with an
Ingest Request
Add annotations to an Ingest Request or Intervention

The operator can also suspend or resume the General Ingest
Status, the Email Service, Providers, Polling Locations, File
Systems, Transfer Hosts, and ECS Services, and can also clear
Alerts.

Ingest Admin The operator can add, edit, and delete the following configurable
items: Providers and Polling Locations, Data Types, Transfer Hosts,
File Systems, ECS Services, and Volume Groups.

E=H | Ingest Tuning The operator can modify Global and host-specific tuning
configuration parameters.
& o) | Security Admin The operator can add, edit, or delete operators and change

operator permissions.

4.6.1.25.1 Configuring an operator
To change an operator’ s permission settings, do the following:
1. Next to the operator name, check the box next to the operators you would like to update.

JZ@ WISTA (<2 ] [ view only

J Update Operators |7| Femc

2. Select any combination of permissions for each checked operator. Note how that when
View Only is checked, the other permission checkboxes are automatically unchecked and
disabled; this permission setting must be exclusive of the others.

[ ionA [0 ] [view only & [lingest control [lingest adrmin E=3 Clingest tuning & 2 Cingest security
M wviomo (<2 ] [ view anly ingest control ingest adrmin S22 ingest tuning % @ lingest security
O waoTa, (S22 ] [vigw only @@ [ingest contral == Mingest admin S22 “lingest tuning = 9 Clingest security
[ w500 [0 ] [Cview only @ @ Mingest contral == Cingest admin B2 Clingest tuning = 9 Mingest security

3. Click the”Update Operators’ button at the bottom:

J Update[:@peraturs E Femowve Cperators
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4.6.1.25.2 Deleting Operators
To remove an operator from the list, do the following:
1. Select an operator by checking the box next to the operator name (more than one may

be selected):
Vi jessica (62> ] [ view anly ingest contral =
] iisa [ ] [V]view only @@ ingest contral ==

J Update Operators E Remowe Operators |

2. Click the”Remove Operators’ button. Y ou will be prompted for confirmation:

E Femowe I:I|;:|era5Lt|:|r5E\JS

3. The page will reload, with the selected operator(s) no longer appearing on the list.

4.6.1.25.3 Adding Operators
To add an operator, do the following:

1. Under the “Add Operator” section of the page (located at the bottom of the operator
list), enter in the operator name and password, and then select the desired permissions.
At least one permission level must be selected.

2. Click the“Add Operator” button at the bottom of the page.

Add Operator

Operatar Mame: DavidH
Fasgward: =

“erify Password: ==

Permissions: [@ ] Wi only
90 [ingest control
[ingest admin
=== ingest tuning
v o [Ylingest security

o Add E]eperatur ‘

3. You will be prompted for confirmation. The page will reload with the new operator
added to thelist.
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4.6.1.26 Reports

The reporting capability of the Ingest GUI offers the ability to view detailed reports on data
providers and data types, as well as Request summary, Granule summary, and Volume Group
history reports. The report pages are located under the Reports menu in the navigation pane.

4.6.1.26.1 Report Formats and Layouts

This report pages display the information across severa data providers or data types. An
example of the Detailed Report page is shown in Figure 4.6.1-112. As with all types of reports,
the operator must select a date range (presets are provided for the last 24 and 48 hours), as well
as criteria for the search. These include one or more data providers, one or more data types, and
one or more final request statuses. All Data Criteria fields are optional, but at least one selection
of one field must be made to generate the report.

[@ DPL Ingest GUI (DEV09) - Mozilla Firefox [B[EX]

Ble Edt Wew Hstory Bookmarks Tools  Help

~

& Home DATA POOL INGEST web cu i
% Monitoring ﬂ'J ‘\ e - - | Thu Feb 1 2007 15:34:30
% Interventions & Alerts R— @ ;—g
% Configuration b
57 Reports
Detailed
Request Summary Detailed Report
Granule Summary
L volume Groups History
% Help Date/Time Criteria
month day year hour min
St DateMme: 0 o) 0 (0] ougs ] 0 (w0 [
“rau are logged in as IngAdmin manth day year hour min
8 Oparator Adtions Frabssline g fv] 1 |w] eo0s [v] 0 [v] 0 (v
[log out] Preseis.  Last2d hours Last48 hours
[ change password |
[ show my permissions | P ———
Dat= Frevider: _A|| PROVIDERS— ~ Dt= Tve=: _p) | DATA TYPES— |~ Final Request Sistus: _a) | GTATUSES- |~ Ing==t Melhod: DpL
O, e 1KB FTP ACR3L2DM.001 Riesumin 3 HON-DPL
1KB SCP AEPOETW.001 Successtul
AMSPR_E_SIPS AEPOE1'W.086 Cancelled
ASTER_GDS AEPOE™A.086 Partially_Cancelled
ASTER_OSF ~ AE_&DSno 086 ha Failed v
Generate Report

Report Output
No report generated yet.

Figure 4.6.1-112. Detailed Report Page

4.6.1.26.2 Generating the report

Due to the large volume of datathat may be in the database, reports can sometime take awhile to
process and be displayed. Immediately upon pressing the “Generate Report” button, a
transitional screen is loaded with the message “Processing Your Regquest...”, as show in
Figure 4.6.1-113.
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\@ DPL Ingest GUI (DEVOY) - Mozilla Firefox

L=k

Elle  Edit Wiew History Bookmarks  Todls  Help

Detailed
Reguest Summary
Granule Summary

L volurme Groups History
% Help

in 2z IngAdmin
ns

Waiting for localhost...

Processing Your Request...

Figure 4.6.1-113. Report Page Processing a Report Request

4.6.1.26.3 Fields Generated Reports

The various report pages look similar at first glance, but they all produce different fields. The
following figures (Figure 4.6.1-114, Figure 4.6.1-115, and Figure 4.6.1-116) display the headers
generated for each particular report type. Some example data is also shown aong with the

headers.

Reports containing averages (e.g., “size avg.” on the Request Summary Report) actually contain
weighted averages, which is in effect an average of averages. For example, “size avg.” is an
average of al of the granules, weighed against the average of all the other averages for each Data

Provider.

Note that the current search criteria (data and date/time) are always shown at the top of the report

output.
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Current Repeort Criteria:

Data Provider(s): [ALL]
Final Request Status: [ALL]

End Date/Time: 31/10/2006 15:18

Report Output

Diata Typers): [ALL]

Start Date/Tirne: 1/11/2006 15:18

Time Timeto Time to

. Ingest Start End Tot.z * Vol File L . .. Restart
Req.lD Data Provider Ingest Type Method DateTime Date/Time grans. Suce. (MB) Count to )_der preproc Arcl]we Priority Flag
grans. {mins) {min) {min)
) 2006-11-01  2006-11-01
21807 S4P00 Folling_w/DR DPL 083107 087114 1 1 6.311 2 1] 8 0 WHIGH
; 2006-11-01
21808 S4P00 Folling_w(DR DPL 0876 06 1 6.245 2 1] 0 0 WHIGH
g 2006-11-01 2006-11-01
21809 ASTER_OSF Palling_w/DR DPL 10:03:08 10:03:1 0 1 0.473 2 1] 0 0 HWORMAL
) 2006-11-01  2006-11-01
21810 ASTER_OSF Folling_wiDR DPL 10°03:09 10:0310 1 0.473 2 1] 0 0 MNORMAL
71811 ASTER_OSF Poling wDR ~ DPL 20081101 2006-11-01 0473 2 0 0 0 NORMAL

10:03:09 10:03:10

Figure 4.6.1-114. Detailed Report Layout

Current Report Criteria:

Data Typels): [ALL]
Start Date/Time: 1/11/2006 15:21

Report Output

Final Request Status: [ALL]
End Date/Time:31/10/2006 15:21

. . Xfer Xfer . .
. . Size  Size : : Preproc ~ Preproc  Archive  Archive
. Ingest Til. TH. Gran Gran File File time time . . . .
Data Provider Avg Max time Avg  time Max Time Avg Time Max

Type Reqs Ermors Avg  Max Avg Max Avg Max . . . .

(MB)  (MB) . . {mins) {mins) {mins) (mins)

(mins)  (mins)

ASTER_OSF 12 0 1 1 2 2 0473 0473 10 126 3 14 0 1
CRIT_4150_2 10 I 1 1 2 2 0473 0473 I 1 1 2 1] I
MODAPE_TERRA_FPROC 1 0 1 1 2 2 0473 0473 0 0 2 2 0 0
S4P00 57 0 1 1 2 3 161587 71.238 0 2 2 g 0 1

Figure 4.6.1-115.

Request Summary Report Layout
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Current Report Criteria

Data Provider(s): [ALL] Data Type(s): [ALL]
Final Request Status: [ALL] Start DatefTirne: 1/11/2006 15:21
End Date/Time: 30/10/2006 15:21

Report Qutput

Xfer Xfer

. . Size Size . X Preproc Preproc Archive Archive
q Ingest THl. Ttl.  File File time time q n 2 o
Data Provider T Data Type Avg Max time Avg  time Max Time Avg Time Max

ype Grans Emrors Avg Max Avg Max . s : .

(MB) {MB) . p {mins) {mins) {mins) (mins)

{mins)  (mins)

ALL_ESDTS AEPOETYY 2 0 2 2 0.048 0.048 0 1 19 27 1 3
ALL_ESDTS AEFOETYY 2 1] 2 2 0.100 0100 1] 1 11 15 1 1
ALL_ESDTS AE_GDSno 2 0 2 2 0.100 0100 1 2 18 21 0 0
ALL_ESDTS AE_Dydcn 4 0 2 2 0.100 0.100 1 E 16 28 0 1
ALL_ESDTS AE_DySno 4 0 2 2 0.100 0.100 0 1 18 29 1 4
ALL_ESDTS AE_L2A 24 1] 2 2 0.103 0.103 2 5 16 ao 1 4
ALL_ESDTS AE_Land3 4 0 2 2 0.100 0100 2 E 11 17 0 3
ALL_ESDTS AE_Madcn 3 0 2 2 0.100 0.100 2 E 12 24 0 0

Figure 4.6.1-116. Granule Summary Report Layout

4.6.1.26.4 Generating the report
To generate areport, take the following steps:

1. Select the type of report you wish to see from the navigation panel. For this example,
select Detailed, Request Summary, or Granule Summary. Volume Group History is

covered in a separate section.
W:'Repmb
Detaile

Reguest Summary
Granule Summany
Ly volume Groups History

2. Thereport page will be loaded. Select the date/time range. If you leave the time fields at
0:00, it will be assumed that this will cover the entire 24-hour period:

Date/ Time Criteria

maonth day year hour min
Start DateTime:

10 |+ 30 |+ 2008+ 8 |+ he v

muonth day year haur min

End DatedTime:

10 |+ i 2006+ g8 2w
FPressts:  Last24 hours Last 42 hours

3. Select the data criteriafor the search. Several values of each criterion may be selected to
narrow the search, but at least one field must selected (hold down the Ctrl key to select
multiple items):

Data Criteria

Dats Provider: Yt A WEERIEE v | CATA TYEES— I Final Request Status: _a) | STATUSES— || [Ingest Tipe: pp
MODAPS_AQUA_FPROC ACR3L0 Resuming MNon-DPFL
MODAPS_COMBINE_FPROC ACR3LZDM Successful
MODAPS_TERRFA_FFPROC ACR3LZEC Cancelled

A AEFPOETW Partially_Cancelled
S4FP00 v AEPDETW v Failed v
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4. Click the green button to submit the query and generate the report.

5. A message will appear, alerting the operator that the system is processing the request.
This may take afew seconds.

6. Thereport will be displayed on the bottom of the page (see Figure 4.6.1-114, Figure
4.6.1-115, and Figure 4.6.1-116 for report output examples).

7. 1f you want to save the report, use your browser’s “Save Page As...” function to save the
pagein HTML format.

4.6.1.26.5 Volume Groups History Page

The Volume Groups History page displays the history of the configuration changes that have
occurred to volume groups, as shown in Figure 4.6.1-117. To view the report for a particular
Volume Group, select the Volume Group from the box at the top of the page and click the
“retrieve” button. Once this button is clicked, the page will automatically refresh with the report
specific to that Volume Group (the page is initially blank when first loaded). Table 4.6.1-35
contains the volume groups history page field descriptions.
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D POOL INGEST web cu
= Monitoring e “Li [ | Thu Feb 1 2007 15:43:02
3 Interventions & Alerts I @ -T
3 Configuration
% Reports
Detailed
Reguest Summary Volume Group History
Granule Summary

L volurme Groups History
> Help Selected Volume Group

Volume Group: hivD13A3 156

MYD13A3.086 Volume Group History
HWCI Path
DRP1 {etomextfsnfs1/DEVOT/MODIS!

Start Date End Date
2006-09-01 13:30:57.79

Figure 4.6.1-117. Volume Groups History

This page features a search-as-you-type input. Simply type in any characters of the Volume
Group for which you want to see the history. A list of suggestions automatically pops up, and
from there you may select a suitable Volume Group. Figure 4.6.1-118 shows how you can type
the first three characters of a desired Volume Group and get suggestions for your search.

Selected Volume Group

Wolume Group: AEF]

AEPOETYW 001
AEPOE1TYW 056
Volume Group History AEPOETW.00
AEPOETW 056
HWW I Fath =ramn Date

Figure 4.6.1-118. Volume Group History Page: Search-As-You-Type Input
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The following figure shows how you can type any sequential characters of the Volume Group
and get suggestions for your search (Figure 4.6.1-119).

Selected Volume Group

“olume Group: EP

retriee

AEPOETY 001
AEFOETYY. 086
Volume Group History AEPOE7W.001
AEFPOEMY 086
HWWC Fath AMTEPHF 001 [Date
AMMTEFHMD 001
ALDEPHDE.OBE
FGERPKG.O001
FREFC.001
TOMSERPLZ 001
Figure 4.6.1-119. Search-As-You-Type (Example 2)
Table 4.6.1-35. Volume Groups History Page Field Description
Field Name Entry Description
Volume Group (Data Type. | Required The name of the Volume Group for which the history report
Version ID + Volume will be generated.
Group Type Suffix)
Path System In reverse chronological order, the fully qualified Unix paths
Generated | to where data has been stored for the specified data type.
The current path is listed first.
HWCI System The label of the Archive silo group instance that was
Generated | responsible for storing data of the specified data type.
Start Date System The date on which this configuration became active for the
Generated | listed data type.
End Date System The date on which this configuration was superseded by
Generated | new configuration information. If blank, this row reflects the

current configuration for the volume group. If any row has a
blank end date, the volume group is closed, and no further
data is accepted for that volume group.
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4.6.1.27 Help Pages and Context Help

4.6.1.27.1 Help Pages

The last section found in the navigation bar, the “Help” section, contains information to which
the operator can have ready access while operating the Data Pool Ingest GUI. Included in this
section are three pages. Genera Topics, Context Help, and About, as shown in Figure 4.6.1-120.

o RepuIs

Genergl Topics
Caont elp
About

Figure 4.6.1-120. Help Navigation Section

4.6.1.27.2 General Topics

This page includes an index of topics that should be useful to the operator in understanding how
the GUI and Data Pool Ingest system work, and is shown in Figure 4.6.1-121. The operator can

press on the name of a section from the index in order to jump to the section text.
\@ DPL Ingest GUI (DEVO9) - Mozilla Firefox [-_][Ekﬂ

Ble Edt Wew Hstory Bookmarks Tools  Help

~
& Home N
% Monitoring 2 - s [ ] Thu Feb 1 2007 15:43:35
5 Interventions & Alerts - = N e
) C=2
= Configuration
= Reports
"7 Hel
5 Index
Context Help
AT Glick an a topic title balow to furp to that topic. You can also search for desired information by using your browser's bullt-in search function (Gtri-f)
_ + Request State Transition
“reu are lagged in as IngAdmin « Granule State Transition
& Operator Actions
[10g aut]
[ change password ] Request State Transition
[ =how my permissions |
Requests go through various states as they are procressed by the DPL Processing Service. Below are the paths that a request can take during its processing lifecycle. Some
- things to nota
A [ refoad pags |
* If a requests is "stuck” and does not move to the next state after a reasonable amount of time, then the Processing Serice may be down. This is normally, but not akways,
indicated on the GUI's hame (Ingest Status) page under the Processing Senice Status
& If requests are being submitted and nat being picked up, it is possible the Polling Service or Quick Server may down or suspended
Puossible Request Paths:
Normal Transition Cold Restart Walidation Failed
1. New
1. New
2. validated - validstion successtul 1. New
2. validated - walidation successful
3 Active - dispatched 2. Failed - validstion fsilad
3. Terminated - cold restart
4. Successiul - Al granules successiul, PAN ot srested
Possible Request Paths (cont )
Failed Granules Suspended Granules Operator Cancellation
1. Mew
) 1. Mew
1. New 2. validated - validation suscessul .
) 2. validated - vaiidation successul
2. validated - validation successiul 3. Active - dispatched
3. Active - dispatched
3. Active - dispatched 4. One of 2 Cancelling - y "
4. ane of © Partially_Suspended - st lesst ane granule suspanded, ans activa 5 one of G- operstor cances reque
© Partial_Failure- not il granuizs o Suspended - at leax one suspended, none active )
- o Partially_Cancelled- not all granules
failed 5. Operator resumes granule fram checkpoint, at which point the states o]
© Failed - ail granules failzd. would go to: aoneetls
© Cancelled - il granules cancallzd.
© Resuming - atleastone granule suspended, one active
Granule State Transition
Granules also go through various states as they are procressed by the DPL Processing Service. Below are the paths that a granules can take during its processing lifecycle
Paossible Granules Paths:
Normal Transition Possible Error States
1. Processing (START)
2. Transferting L]

Dane

Figure 4.6.1-121. Help — General Topics
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4.6.1.27.3 Context Help

This page explains another tool provided by the operators to assist them in effectively using the
Data Pool Ingest GUI. For more information about the details of this help page, see
Section 4.6.1.27.5.

4.6.1.27.4 About

This page provides recommendations for software to use the GUI and a brief description of the
development of the GUI.

4.6.1.27.5 Context Help

Throughout most pages on this GUI, you can get relevant, context-sensitive help by hovering
your mouse (no need to click) over the [help] text. In many cases this is to explain the
significance of a parameter or to provide instructions on what to do on the page. A blue pop-over
window will appear and disappears as soon as the mouse is moved away, as shown in
Figure 4.61-122, Figure 4.6.1-123, and Figure 4.6.1-124.

[HE-[F']

Shov Click on RequestiD to view the request details.
T Click on any column with a @ icon to sort by that
[] column. Date columns can be sorted in ascending o
ol descending order.

D BEIIL n_'ll_lb-}\JI::IILII::LI w3 |n_|-\.
ArzhErm

[] 2811 Farially Cancelled %HIGH 1.
ArzhErm

Figure 4.6.1-122. Request Detail Page — Instructions on How to View
Request Details
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[HELP |

Open

Show Open Intervention Management Help

o Click on a RequestiD to view the details for an vention Type
Intervention. You can select one or or Iterventions  a.-hErr
and cancel ot resume the associated Request.

A ) ) ArchErr
Interventions are automatically closed once all

[] granules have completed successfully, or the ArchErr
request has heen cancelled. For example, if one or
maore granules had problems transferring, the ArchErr

operator may nwvestigate and fix the underlying
problem and retry the granules. Once the problem ArchErr
granules completed successfully, the imtervention
would dissapear from the list and its closure would ArchErr
he recorded in the database.

[] ArchErr

Figure 4.6.1-123. Intervention Monitoring Page — Assistance for Managing
Interventions

DPL Ingest Enahled [hilp]

Checksum Mandatory: Providers that are DPL Ingest Enabled will have
% of Checksurn Files: 100 :II:;;rS{‘Iata ingested by Data Pool and not classic

Default Priority: NORMALGDD =

Figure 4.6.1-124. Provider Detail Configuration Page — Parameter Explanation

4.6.1.28 Browser Requirements

The specific browser requirements are stated elsewhere in this document. The recommended
browsers are the only ones that should be used, as other browsers may not handle rendering and
JavaScript correctly (for example, |1E handles some JavaScript differently than Firefox).

JavaScript must also be enabled to run the application. In most cases, the cache size is
automatically set and should be sufficient. Java is not required and need not be enabled in the
browser to run the DPL Ingest GUI.
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4.7 User Services Tools

This section describes the User Services Tools used by DAAC operators.

4.7.1
4.7.2
4.7.3
4.7.4
4.7.5
4.7.6
a4.7.7
4.7.8
4.7.9

Database I nstall ation and M aintenance Scripts

Using the Spatial Subscription Server (NBSRV) GUI
Spatial Subscription Server Command Line Interface
Bulk Metadata Generation Tool (BMGT)

Bulk Metadata Generation Tool GUI

Data Pool Maintenance GUI

Using the Order Manager GUI

Science Command Line Interface (SCLI) in OMS
Overview of the ESDT Maintenance GUI

4.7.10 AIM Granule Déletion Utilities

4.7.11
4.7.12
4.7.13
4.7.14

DataPool Checksum Verification Utility
Inventory Validation Tool

Publish Utility

Unpublish Utility

4.7.15 Archive Checksum Validation Utility

4.7.16
4.7.17
4.7.18
4.7.19
4.7.20

XML Archive Corruption Check Utility (EcDsAmXcu.pl)
RestoreOlaFromTape Utility

RestoreTapeFromOla Utility

EMS Dataset Extract Utility

DPL Checksum Server Utility
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4.7.1 Database Installation and Maintenance Scripts

A set of eleven standard database scripts have been created to facilitate database installation and
database administration activities for the ECS databases (DPL, INGEST, OMS, SSS and AIM).
These scripts are designed to be accessible from both the command line and the Stage Install
function of ECS Assist. The scripts follow a standard naming convention across each subsystem
consisting of a prefix, of the format ECXXXX, identifying the subsystem component and a root
identifying the primary database command or purpose performed by the script. For example a
script to define login IDs used by the Ingest subsystem would be called EcinDbL ogin.

A description of each of the suggested standard scripts is given Table 4.7.1-1. The DbLogin,
DbUser, DbBuild, and DbPatch scripts are available for each ECS database. Other scripts are
available for some or all of the ECS databases. Details on the applicable scripts for each

subsystem can be found in the corresponding subsystem-specific 311-database documentation.

Table 4.7.1-1. Common ECS Operator Functions Performed with

Database Installation and Maintenance Scripts (1 of 2)

Operating
Function

Command

Description

When and Why to Use

Add Login

DbLogin

Add existing system login to
the SQL server.

Use when installing an ECS
custom application to add the
pre-defined set of database
user ids into the master
tempdb table used by the
application to the appropriate
SQL server.

Add User

DbUser

Add user ID to a database.

Use when installing an ECS
custom application to add the
pre-defined set of User IDs
used by the application to the
appropriate database.

Create
Database

DbBuild

Build a new empty database
and load with initial start-up
data.

Use when installing an
upgraded Release/drop or an
ECS custom application into a
mode where there is no
existing data that needs to be
retained.

Upgrade
Database

DbPatch

Upgrade tables to new schema
while retaining existing data.

Use when installing an
upgraded Release/Drop of an
ECS custom application into a
mode containing existing data
that needs to be retained.
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Table 4.7.1-1. Common ECS Operator Functions Performed with
Database Installation and Maintenance Scripts (2 of 2)

Operating Command Description When and Why to Use
Function
Drop objects DbDrop Remove all database objects Should not be used
(tables, triggers, stored independently by the
procedures, domains, rules, Operator. Used by DbBuild
user-defined data types) from a | script during installation to
database. remove obsolete objects from
the database.
Backup DbDump Create a backup file for the Use to create a backup of the
database database. database that can be used in

the event of database
corruption or disk failure.

Restore DbLoad Restore a database from a Use to recover from database
database backup file. corruption or disk failure.
Update DbStat Updates the database Use on a regular frequency to
database statistics used by the Sybase update database statistics to
statistics query optimizer. optimize query response
times.
47.1.1 Quick Start Using Database Installation and Maintenance Scripts

The database installation and maintenance scripts are a custom developed utility and should be
used only by database administration personnel.

To execute Database Installation and Maintenance Scripts from the command line prompt use:

Scriptname <mode> <dbo_id> <sglserver> <dbname> where:

Scriptname specifies the name of the database script to be executed.

The <mode> parameter specifies the mode (e.g., OPS, TS1, or TS2) in which the database to be
used isfound.

The <dbo_id> parameter specifies the user ID of the database owner for the database to be used.

The <sglserver> parameter specifies the name of the SQL server under which the database to be
used is found.

The <dbname> parameter specifies the name of the database to be used.

NOTE: Password entry will be prompted during script execution.
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4.7.1.1.1 Invoking Database Installation and Maintenance Scripts using ECS
Assist

Database Build, Patch, Migrate, Dump, Load, Drop and Valid scripts, can be invoked using the
ECS Assist installation tool using the DATABASE command button. All other database utility
scripts must be invoked from the command line. Further information on using ECS Assist can
be found elsewhere in this document (see sub-section 4.1.5).

4.7.1.2 Required Operating Environment
The Database Installation and Maintenance Scripts can run on Linux 2.x platforms.

Table 4.7.1-2 identifies the supporting products this tool depends upon to function properly.

Table 4.7.1-2. Support Products for Database Installation and
Maintenance Scripts

Interface (facility)
Sybase SQL Server

4.7.1.2.1 Interfaces and Data Types
None

4.7.1.3 Databases

The Database Installation and Maintenance Scripts use the DPL, INGEST, OMS, SSS and/or
AIM database as applicable. Descriptions of each of these databases are found in the following
documents:

311-EED-001, Release 8.1 INGEST (INS) Database Design and Schema Specifications for the
EED Project

311-EED-002, Release 8.1 Order Manager Database Design and Schema Specifications for the
EED Project

311-EED-003, Release 8.1 Spatial Subscription Server Database Design and Schema
Soecifications for the EED Project

311-EED-004, Release 8.1 Data Pool Database Design and Schema Specifications for the EED
Project

311-EED-005, Release 8.1 Archive Inventory Management (AIM) Database Design and Schema
Soecifications for the EED Project

4.7.1.4 Special Constraints
None
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4.7.1.5 Outputs

Script outputs can be found in the “/usr/ecs’<MODE>/CUSTOM/logs’ directory on the sybase
database server.

4.7.1.6 Event and Error Messages

The Sybase Database Instalation and Maintenance Scripts issue error messages, which are
reported on the Sybase error log. All custom code database utilities provide output reports to the
“Jusr/ecs<MODE>/CUSTOM/logs’ directory on the sybase database server where the report
name is (script/utility name).log.

4.7.1.7 Reports
None
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4.7.2 Using the Spatial Subscription Server (NBSRV) GUI

The NBSRV GUI provides an operator interface to place a standing order (hereinafter called
“subscription”) on an ECS event. Capabilities provided to an operator depend on the operator
access level. A full capability operator has access to all NBSRV GUI features while a read only
operator has access to all non-management features. Specifically, the capabilities of NBSRV
GUI are as follows:

e List the types of subscribable events.

e Add a subscription with an action for distribution of standard ECS products from the
ECS archive holding or email notification. The subscription can be qualified with
spatial, temporal, integer, string and floating point qualifiers ®

e Associate a Data Pool insert action with a subscription. ®

e Associate a Data Pool theme with a Data Pool insert action (Available to only full
capability Operator).

e List the subscriptions which have been previously entered.

e View an existing subscription.

e Update and Delete an existing subscription. ®

e Suspend and Resume an existing subscription. ®

e Suspend, resume, or delete the subscriptions associated with a Data Pool theme. **
e Add, update, or cancel a bundling order. ®

e Associate a bundling order with a subscription. ®

e List the bundling orders associated with a user.

e List the subscriptions associated with a bundling order.

e Determine the number of subscribed events left to dequeue.

e Determine the number of actions left to dequeue.

e List the status of email notification and distribution actions in the action queue. ©
e List statistics relating to Spatial Subscription Server performance.

4.7.2.1 Starting the NBSRV GUI

Pre-conditions:
e Javascript must be enabled for the Web Browser.

e The designated size of the Web Browser cache should be at least 5000 kbytes for Disk and
Memory cache.

Consult with your Web Administrator, if you have any problems verifying or setting these
parameters.

Bring up a Web Browser and then access the URL for the NBSRV GUI web page.
For example: http://your server .domain/NBSRV.html

© Only available to full capability operators.
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4.7.2.2 NBSRV Home Page

The NBSRV Home Page screen, shown in Figure 4.7.2.2-1 allows the operator to navigate to the
List Events, Manage Subscriptions, Manage Bundling Orders, Monitor Queues and Help pages.
See Table 4.7.2.2-1 for a brief description of the functions.
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e Page

Welcome to the Spatial Subscription Server GUI, a web-based interactive utility for:

« Listing subseribable events
+ Managing subscriptions (list, view, cancel, update, add, suspend, resume)
« Managing bundling orders

« Monitoring runtime cqueues and production statistics

+ Bockmarks i
» Buddy List

+ Shopping

» Notscape Channals

* Movies & Music

+ Maps & Diractions i
e i A o (B Document Done (1070 socs) == =1 ol

Figure 4.7.2.2-1. NBSRV Home Page

Table 4.7.2.2-1. Spatial Subscription Server (NBSRV) GUI Operator
Functions (1 of 2)

GUl/Command Description When and Why to Use
List Events tab View the types of If operator needs to view ECS
subscribable events. events before entering a
subscription.
Manage Subscriptions tab List, view, add, cancel, If operator needs to view, add,
update subscriptions. change, suspend, resume or
delete subscriptions.
Manage Bundling Orders tab | List, view, add, cancel, If operator needs to view, add,
update bundling orders. change, cancel bundling orders or
list the subscriptions for a
bundling order.
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Table 4.7.2.2-1. Spatial Subscription Server (NBSRV) GUI Operator
Functions (2 of 2)
GUI/Command Description When and Why to Use

Monitor Queues tab View action queue or If operator needs to view statistics
statistics relating to Spatial | or look at the action queue.
Subscription Server

performance.
Help tab Describes the NBSRV GUI | If operator needs help in
functions. navigating through the NBSRV
GUI.
End Session Allows Operator to End a Whenever an Operator wishes to
session. end the current session.

4.7.2.3 List Events Tab

The List Events screen shown in Figure 4.7.2.3-1 allows the operator to view the subscribable
events in the ECS system. The operator can sort the list by Collection, EventType or Version by
clicking on the Collection, Version or Event Type link. The operator can also filter the list by
any combination of Collection, Version and EventType. After selecting the filtering criteria from
the pull-down list(s), click on the Filter button.
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Figure 4.7.2.3-1. SSS - List Events

4.7.2.4 Manage Subscriptions Tab

The Manage Subscriptions screen shown in Figure 4.7.2.4-1 allows the operator to list the
subscriptions in the NBSRV database. The list can be sorted by clicking on the Subscription Id,
User, Collection, Status, TimeLastUpdated or Expiration Date link. The operator can also
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filter the list by any combination of User, Collection and Status. After selecting the filtering
criteria from the pull-down list(s), click on the Filter button.

The operator can view the contents of a subscription by clicking on the View button associated
with that subscription and pressing the Apply button. This will take the operator to the screens
shown in Figures 4.7.2.4-2a and 4.7.2.4-2b.

The operator can cancel a subscription by clicking on the Cancel button associated with that
subscription and pressing the Apply button. This will take the operator to the deletion
confirmation screen shown in Figure 4.7.2.4-3. If the operator clicks on the Yes button, the
screen shown in Figure 4.7.2.4-4 will be displayed. If the operator clicks on the No button, the
screen shown in Figure 4.7.2.4-1 will be displayed.

The operator can update a subscription by clicking on the Update button associated with the
subscription and pressing the Apply button. This will take the operator to the screens in Figures
4.7.2.4-5a through 4.7.2.4-5d, followed by the screen in Figure 4.7.2.4-6a or 4.7.2.4-6b.

The operator can add a new subscription by clicking on the Add Subscriptions tab. This will
take the operator to the screens in Figures 4.7.2.4-7 through 4.7.2.4-13. Tables 4.7.2.4-1 through
4.7.2.4-5 lists the field descriptions for the identified screens used in this activity.

Please note that Cancel, Update and Add Subscriptions functionality is accessible to only full
capability Operators.
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Figure 4.7.2.4-1. Manage Subscriptions: List of All the Subscriptions in the
NBSRV Database. Note that Cancel, Update and Add Functionality are Accessible
Only to Full Capability Operators.
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Limited Capability Users
Limited Capability users cannot use Cancel, Update and Add functionality.
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User=rkencindc

Status=Active

Start Date=3ep 15 2003 12:00FM
Expiration Date=Sep 15 2004 12:00FM
Short Name=ECSMETG

Yersion= 001

Event Type=INSERT

-- Acquire Data associated with Subscription --
User Profile=kencindc

User String=Added by Eugene Borodkin - BWMGT QA Export
Priority=VHIGH

Notify Type=IIAIL

Email Address=kcockeri@@eos hitc.com

Media Format=FILEFORMAT

Media Type=FtpPush

FTP Information

FTP User=labuser

FTP Password="***+++*

FTP Host=origin

FTP Directory=/devdata/DEV05/FushArea

== Email Notification Data associated with Subscription —--
Email Address=cborod kif@eos hitc.com

Email User String=ECSMETG Inserted

Metadata=All Metadata
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Figure 4.7.2.4-2a. View Contents of a Subscription in the NBSRV Database
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Manage Subscriptions

User=rkencindc

Status=Active

Start Date=Jul 2 2003 12:00FM
Expiration Date=Jul 2 2004 12:00FM
Short Name=AST_EXF

Yersion= 001

Event Type=INSERT

-- Email Notification Data associated with Subscription —-
Email Address=ashash({@eos.hitc.com

Email User String=EMAIL FPARSER ME33AGE FOR. DEV05
Metadata=All Metadata
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Figure 4.7.2.4-2b. View Contents of a Subscription with Associated Email
Notification Action (Continuation)
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Figure 4.7.2.4-3. Cancel Subscription Confirmation Request. Note that Cancel
Functionality is Accessible to Only Full Capability Operator.

Limited Capability Operators
Limited Capability operators cannot use/access this functionality.
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Figure 4.7.2.4-4. Cancel Subscription Confirmation Acknowledgement. Note that
This Functionality is Accessible Only to Full Capability Operator.

Limited Capability Users
Limited Capability users cannot use this functionality.
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Figure 4.7.2.4-5a. Update a Subscription in the NBSRV Database. Note that This
Functionality is Available Only to Full Capability Operator.

Limited Capability Users
Limited Capability users cannot use this functionality.
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Figure 4.7.2.4-5b. Update a Subscription in the NBSRV Database. Note that This
Functionality is Available Only to Full Capability Operator. (Continuation to Add
or Modify String or Spatial Qualifiers Associated with an
Existing Subscription)

Limited Capability Users
Limited Capability users cannot use this functionality.
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Figure 4.7.2.4-5c. Update a Subscription in the NBSRV Database. Note that This

Functionality is Only Available to Full Capability Operators. (Continuation to Add

or Update Action Information for an Existing Subscription)

Limited Capability Users
Limited Capability users cannot use this functionality.
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Figure 4.7.2.4-5d. Update a Subscription in the NBSRV Database. Note that This
Functionality is Available to Only Full Capability Operators. (Continuation to
Update Ftp Action Information for an Existing Subscription.)

Limited Capability Users

Limited Capability users cannot use this functionality.
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Figure 4.7.2.4-5e. Update a Subscription in the NBSRV Database (Continuation to
Update E-Mail Action Information, Data Pool Information, or the Bundling Order
Selection for an Existing Subscription)

Note: The operator must click on the Update Subscription button to initiate the updating of a
subscription.

Limited Capability Users
Limited Capability users cannot use this functionality.
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Figure 4.7.2.4-6a. Update Confirmation Screen. Note that This Screen is Seen by
Only Full Capability Operator (Confirms Successful or Unsuccessful Updating of
the Subscription)

Note: If invalid or missing data is detected for the subscription the errors will be displayed to
the operator for correction. If a theme was to be associated with a data pool action, the screen
will appear as in Figure 4.7.2.4-6b.

Limited Capability Users
Limited Capability users cannot use this functionality.
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Figure 4.7.2.4-6b. Data Pool Action Associated with a Theme. Note that This
Screen is Seen by Only Full Capability Operator. (Alternative to Update
Confirmation Screen Figure 4.7.2.4-6a)

Note: The user first indicates whether the association is to be retroactive. Retroactive means
that any granules already in the Data Pool due to the subscription being updated will be
associated with the theme. The user then selects a theme from the pulldown list and clicks on
Apply. The screen in Figure 4.7.2.4-6a will be displayed, signaling a successful update.
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Limited Capability Users
Limited Capability users cannot use this functionality.
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Figure 4.7.2.4-7. Add a New Subscription for a Valid ECS User. Note that This
Functionality is Accessible to Only Full Capability Users.
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Limited Capability Users
Limited Capability users cannot use this functionality.

Table 4.7.2.4-1. Add Subscriptions Screen Field Description

Field Name Data Type | Size Entry Description
User Id character 14 required Allows the operator to enter a valid ECS
user.
Status n/a n/a required, selection | Allows the operator to select ‘Active’,

from dropdown list | ‘Inactive’ or “Canceled”. Normally, the
operator will choose ‘Active’. ‘Inactive’
means that the subscription exists but
has been temporarily suspended.
‘Canceled’ means that the subscription
has been planned for deletion and will be
deleted by the Deletion Driver once a
configurable amount of time has passed.
The default value for the status field is
‘Active’.

Expiration Date dateTime 12 required Allows the operator to enter the date on
which the subscription will expire. The
default is one year from the current date
(although this is configurable).

Collection Short | character 10 optional Allows the operator to enter the first few
Name characters of the Collection for the event
that will be subscribed to. If left blank all
Collections will be retrieved. The
operator must click on the APPLY button
to obtain a pull-down list of collection,
version, event type combinations.
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Figure 4.7.2.4-8. Event Selection (Continuation of Figure 4.7.2.4-7). Note that This
Functionality is Accessible to Full Capability Operators.

Note: This screen depicts the operator selecting the ‘AST_L1BT 001 INSERT’ event from the
pull-down list.

Limited Capability Users
Limited Capability users cannot use this functionality.
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Figure 4.7.2.4-9. Add Subscription Continuation Information. Note that This
Functionality is Accessible to Only Full Capability Operators.

Note: This screen is displayed after the operator clicks on the Apply button in Figure 4.7.2.4-8.
It depicts the operator adding an integer qualifier to the new subscription.

Limited Capability Users
Limited Capability users cannot use this functionality.
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Table 4.7.2.4-2. Add Subscriptions Screen Continuation Field Description

Field Name

Data
Type

Size

Entry

Description

Attribute Name/
Type

n/a

n/a

optional,
selection from
dropdown list

Allows the operator to select Integer, Float
or date qualifier. Note that only attributes
associated with the current collection will be
displayed. If the measured Parameter
QAPercentCloudCover is valid for the
Collection and the operator elects to qualify
on it as part of the subscription, a pop-up
window will be displayed requesting that the
operator enter a valid parameter name for
the attribute.

Min Value

character

20

optional

Allows the operator to enter valid minimum
value for the qualifier selected.

Max Value

character

20

optional

Allows the operator to enter valid maximum
value for the qualifier selected. For exact
matching, enter the same value for the
minimum and maximum.
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Figure 4.7.2.4-10. Add Subscription Screen Continuation
(Adding String and Spatial Qualifiers)
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Limited Capability Users
Limited Capability users cannot use this functionality.

Table 4.7.2.4-3. Add Subscriptions Continuation Field Description

Field Name Data Size Entry Description
Type

Attribute Name / | n/a n/a | optional, selection Allows the operator to select String

Type from dropdown list | qualifier.

Value character | 20 optional Allows the operator to enter valid
string value for qualifier selected.

Lat/Long character | 6 optional Allows the operator to define the

Coordinates latitude and longitude coordinates
for an intersecting LLBOX. The
coordinates are entered in
degrees.

Spatial Subscription Server DEVDS - Heiscape

' Eile Edit Miew Go Eookmarks Tools Window Help
e T — 5 .
Back Q Roioad §§ |. httpe/#f3ins01.hitc.com:222353/cgi- bin/EchbAdd3ubscr = .3 Search Print @.
v |, £iMail 4}Home JdRadio adMNetscape Cl,Search | ‘yfBookmarks ¢®'WehMail g#People g “ellow Pages 4 Download ¢ Mew &
& i Spatial Subscription Server DEVOS | x
Action Information -
To bundle the subscription, check here and choose from the list below: [~ Bundling Order
} Bundling Order Selection
| EDO00T2626 Tester =l
» (After choosing a bundling order, skip to the bottom of the puge.) —
Otherwise choose one or more actions [~ Acquire [~ E-Mail Notification [~ Data Pool
Enter information below for the actions selected {not applicable for bundled subscriptions)
Acquire Information
£
e EL & <2 [Ea) | Document: Dane (5.644 secs) == = | &
Figure 4.7.2.4-11. Add Subscription Screen Continuation (Bundling Order). Note

that This Functionality is Accessible to Only Full Capability Operators.

Limited Capability Users
Limited Capability users cannot use this functionality.
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Table 4.7.2.4-4. Add Subscriptions Continuation Field Description

Field Name Data Size Entry Description
Type
User Profile character | 30 required, This will default to the User Id from the Add
for Subscriptions form.
Acquire
User String character | 30 optional, A secondary qualifier used to distinguish this
for request from others with the same user profile.
Acquire The user string will appear in the distribution
notice.
First Name character | 20 optional First name of the user receiving the data.
Middle Initial character |1 optional Middle initial of user receiving the data.
Last Name character | 20 optional Last name of the user receiving the data.
Phone Number character | 22 optional Phone number of the user receiving the data.
Email Address character | 50 required, The e-mail address that is used by the Data
for Distribution to e-mail notification of the acquire.
Acquire NOTE: a granule will be distributed at most
once to a given email address, regardless of the
number of matching subscriptions.
Media Format n/a n/a | required, The format of the Media. The only default value
for is FILEFORMAT.
Acquire
Media Type n/a n/a | required, The type of the Media. The valid values are
for FtpPull, FtpPush and Secure Copy. The default
Acquire value is FtpPush.
Priority n/a n/a | required, The distribution priority of the acquire. The valid
for values are VHIGH, HIGH, NORMAL, LOW,
Acquire XPRESS. The default priority value is the
distribution priority in the user profile of the
userID associated with the subscription.
Notify Type n/a n/a | required, The method of notification for the acquire. The
for only default value is MAIL. (When the Media
Acquire Type is scp, notifications are also sent via scp).
FTP User character | 30 optional, The Unix login ID of the FTP recipient.
for Required for FtpPush and SecureCopy.
Acquire
FTP Password character | 16 optional, The Unix password for the FTP recipient.
for Required for FtpPush and SecureCopy.
Acquire
FTP Password character | 16 optional, The Unix password verification for the FTP
Verification for recipient. Required for FtpPush and
Acquire SecureCopy.
FTP Host character | 80 optional, The Unix hostname of the FTP recipient.
for Required for FtpPush and SecureCopy.
Acquire
FTP Directory character | 80 optional, The pathname of the Unix directory where the
for acquired files are to be stored. Required for
Acquire FtpPush and SecureCopy.
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Figure 4.7.2.4-12a and 4.7.2.4-12b show the Add Subscription Screen Continuation.
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Otherwise choose one or more actions [~ Acquire [~ E-Mail Notification [~ Data Pool

Enter information below for the actions selected (not applicable for bundled subscriptions)
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User Profile IIabuser

User String I(e;t one
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Phone Number [301-851-8300

Email Address IIabuser@ raytheon.com

Media Format FILEFORMAT

Media Type | FtpPull  ~|

Priority |VHIGH  ~|

Notify Type MAIL

Information for FtpPush or Secure Copy Distribution (scp) Only)

User I
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Host I
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H EL 2 [ & | Done

[+]
| e e

Figure 4.7.2.4.-12a. Add Subscription Screen Continuation. Note that This
Functionality is Accessible to Only Full Capability Operators. (Information for the

E-Mail Notification or Data Pool Actions)
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Figure 4.7.2.4-12b. Add Subscription Screen Continuation. Note that This
Functionality is Accessible to Only Full Capability Operators. (Information for the

E-Mail Notification or Data Pool Actions)

Limited Capability Users

Limited Capability users cannot use this functionality.

Note: A data pool action may be associated with a theme by clicking the theme box. The theme
will be chosen in the next screen. The operator can optionally enter the first few characters of the
theme name in order to shorten the list of possibilities. The operator must click on the Add
Another Subscription button to initiate the addition of the subscription to the NBSRV database.
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Table 4.7.2.4-5. Add Subscriptions Continuation Field Description

Field Name Data Size Entry Description
Type
Action Address character required for | The email address of the registered ECS user
Notify associated with the subscription.
User String n/a n/a optional, The user string to be included in the message
for Notify text for each email notification.
Metadata n/a n/a required, Allows the operator to include names and
for Notify values for all metadata attributes or only include
names and values for the metadata attributes
associated with the subscription qualifiers in the
email notification text. The valid values are
Qualifying Metadata Only and All Metadata.
Science Granules | enumerati required Indicates whether both the granule and its
and/or Metadata | on metadata are to be inserted into the Data Pool
or just the metadata.
Associated character | 40 optional Theme associated with the subscription.
Theme
Bundling Order character | 10 optional Associates the subscription with a previously
defined bundling order. The pulldown list
displays the bundling order ID followed by its
user string, if defined.
Check Here To checkbox | n/a optional Add theme associated with the subscription.
Add Theme
Enter First Few character | 5 optional The first few characters of the associated

Chars of Name

theme’s name.
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Figure 4.7.2.4-13a. Add Confirmation Screen. Note that Thi
Accessible to Only Full Capability Operators. (Confirms
Unsuccessful Adding of the Subscription)

Limited Capability Users
Limited Capability users cannot use this functionality.

s Functionality is
Successful or

Note: If invalid or missing data is detected for the subscription, the errors will be displayed to

the operator for correction.
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Figure 4.7.2.4-13b. Data Pool Action Associated with a Theme (Alternative to Add
Confirmation Screen Figure 4.7.2.4-13a). Note that This Functionality is
Accessible to Only Full Capability Operators.

Limited Capability Users

Limited Capability users cannot use this functionality.

Note: The operator selects a theme name from the pulldown list and clicks on the Apply button.
Confirmation that the subscription was successfully added appears as in Figure 4.7.2.4-13a.

NOTE: The subscription is actually created prior to displaying this screen, and the association
of the theme with the subscription is implemented as an update operation.
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4.7.2.5 List Themes Tab

The List Themes screen, called from Monitor Subscriptions and shown in Figure 4.7.2.5-1
allows the operator to see a list of known themes which are enabled for insert. Table 4.7.2.5-1
lists the field descriptions for the List Themes Request screen.

B O

- File Edit Miew Go Bookmarks Tools Window Help

4. o2 - @ & .o : - . = .

Bl et Reload - I. http:/f3ins01 hitc.com:22235/cgi-hin/EcMbListThemes pl J =&_Search B

' /m, £hMail 7}Home JdRadio wlMetscape C Search | “f Bookmarks g WebMail g#Peaple ¢ 'vellow Pages ¢ Download g New & Cool (4 Channels

{wé % Spatial Subscription Server DEV0S | x
E_ —
=]
v
=
o -
hanage Bundling Orders
Enter first few characters of theme name (or leave blank to view all}):
I Apply |

v

.

e £k A& 2 B3 | Document: Done (2.569 secs) | |—€b—|°ﬂ|ﬁﬂﬂ

Figure 4.7.2.5-1. List Themes Screen Request

Note: The list may be filtered by entering the first few characters of the theme name.
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Figure 4.7.2.5-2 below is the screen that is displayed after the operator enters information in the
list themes screen (Figure 4.7.2.5-1).
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‘ NISE Theme

H [~ List Subscriptions _Apply |‘
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H [~ List Subscriptions _Apply |‘
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H I~ List Subscriptions [ Apply | ‘

‘ Theme Number 1

H I List Subscriptions [ Apely | ‘

‘ Theme Number 2

H I List Subscriptions | Apply | ‘

‘ Theme Number 3

H I List Subscriptions | Apply | ‘
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H I List Subscriptions | Apely | ‘
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H I~ List Subscriptions _Apely | ‘
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Figure 4.7.2.5-2. Theme List and Associated Action

Note: This screen allows the operator to see the list of themes enabled for insert and to view the
list of subscriptions associated with a particular theme.
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Table 4.7.2.5-1. Theme List Field Description

Field Name Data Size Entry Description
Type
Choose Theme checkbox |1 optional To view the subscriptions associated with a
Action particular theme, check the box and click on
Apply.
Continue link n/a optional To continue viewing the list of theme names,
click on the continue link.

4.7.2.6 List Subscriptions box

The List Subscriptions for Theme screen, called from List Themes and shown in Figure 4.7.2.6-1
allows the operator to see a list of subscriptions associated with a particular theme.

Please note that Update, Cancel, Suspend All, ResumeAll and Cancel All functionality is
accessible only to full capability Operators.
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Wanage Bunding Orders

bscriptions for theme webaccess test

:H User H Status H Expiration Date H ESDT ShortName/Version/EventType H Choose Subscription Action ‘

:H labuser H Active H Apr 16 2004 12:00PM H AST_05 1 INSERT H ¢ View @ Update @ Cancel _Apply |‘
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£l

v
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Figure 4.7.2.6-1. Theme and Associated Subscriptions

Note: This screen allows the operator to see the list of subscriptions associated with a particular
theme and to select one of them for View, Update, or Cancel. The operator also has the option to
suspend, resume, or cancel all subscriptions by clicking on the appropriate link.
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4.7.2.7 Manage Bundling Orders tab

The Manage Bundling Orders screen shown in Figure 4.7.2.7-1 allows the operator to View,
Update, or Cancel bundling orders or to create new bundling orders. The operator can also list
the subscriptions associated with a particular bundling order.

Please note that Update and Cancel functionality can only be performed by an Operator with
full capability access.
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0400012084 H labuser || 3B 50 2505 M 25 204 ” DLT H ACTIVE ” ¢ View ® Update @ Cancel ¢ List3ubs | Apply | |d
;a & A 2 Ed ‘ Document: Done (8.227 secs) | |:‘D‘=l "5{‘@1“

Figure 4.7.2.7-1. Bundling Orders List

Limited Capability Users
Limited Capability users use Update and Cancel functionality.
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Note: This screen allows the operator to view previously defined bundling orders; to view,
update, or cancel a particular bundling order; or to list the subscriptions associated with a
particular bundling order.

Figure 4.7.2.7-2 displays the configured defaults for a bundling order, which is accessible to full
capability operators.
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Configure Completion Criteria Default Values

Parameter Current Value Change to...
Minimum Granule Count 2
Maximum Bundle Age(days) 3
Bundle Expiration Period(days) 180
MM
Minimum Bundle Size(GB) 20
.| COROM
Minimum Bundle Size(GB) 1
DLT
Minimum Bundle Size(GB) a4
DvVD
Minimum Bundle Size(GB) 12
| FtpPull
Minimum Bundle Size(GB) 54
FtpPush
Minimum Bundle Size{GB) 40
scp
Minimum Bundle Size(GB) 40
Change Bundling Critetia Reset

i & A 2 B3 | Document: Done (4.386 secs)

| o

Figure 4.7.2.7-2. Configure Defaults for Bundling Order. This Screen is Only

Accessible to Full Capability Operator.

Limited Capability Users

Limited Capability users cannot use this functionality.
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Note: This screen is called from Figure 4.7.2.7-1 when the operator selects the Configure
Defaults tab. It allows the operator to configure default values for bundling orders. The
completion criteria values may vary among media types. To change a value the operator enters
the new value in the Change to... column. When all changes have been made the operator clicks
the Change Bundling Criteria button.

Figure 4.7.2.7-3 displays the bundling criteria change confirmation screen, which is accessible to
full capability operators.
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DLT Minimum Bundle Size{GB): 20
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Figure 4.7.2.7-3. Bundling Criteria Change Confirmation Screen. This Screen is
Only Accessible to Full Capability Operators.
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Limited Capability Users
Limited Capability users cannot use this functionality.

Note: This screen asks for confirmation for the new configuration value(s). The operator would
click OK to confirm. The configuration page will appear again after the parameter has been
updated.

4.7.2.8 Add Bundling Order

The Add Bundling Order screen shown in Figure 4.7.2.8-1 allows the operator to create a new
bundling order. There are two screens involved. In the first screen (Figure 4.7.2.8-1), the user
enters name, an expiration date (a default is provided), and the physical media type. Based on
this information, further information is requested in the second screen (Figure 4.7.2.8-2).
Figures 4.7.2.8-3 and 4.7.2.8-4 show the screen provided when media types FTPPULL and
FTPPUSH, respectively, are selected. Table 4.7.2.8-1 lists the description of the fields
associated with the bundling order screens.

When the applicable bundling order information has been entered, the operator clicks the Add
Bundling Order button. The screen in Figure 4.7.2.8-5 is displayed when the result is successful.

Please note that Add Bundling Order functionality is only accessible to full capability
Operators.
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Figure 4.7.2.8-1. Add New Bundling Order Screen (Part 1). This Screen is Only
Accessible to Full Capability Operators.

Limited Capability Users
Limited Capability users cannot use this functionality.
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useri; |abuser
Excpiration Date: 10/24/2003%
HediaType: CDROM

Email Address | Jabuser@eos hite.com
Usersting | §
Distribution Prioity  NORMAL i

Shipping Information

Streeti I

Street2 I
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cty I

Country In
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Figure 4.7.2.8-2. Add New Bundling Order Screen (Part 2). This Screen is Only

Accessible to Full Capability Operators.

Limited Capability Users

Limited Capability users cannot use this functionality.

Note: Information entered in the previous screen is used to provide options in the current screen.
For example, for a physical media type, shipping information will be displayed.
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Figure 4.7.2.8-3. Add Bundling Order - Media Type Selected is FTPPULL. This
Screen is Only Accessible to Full Capability Operators.

Limited Capability Users
Limited Capability users cannot use this functionality.
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Figure 4.7.2.8-4. Add Bundling Order - Media Type Selected is FTPPUSH. This
Screen is Only Accessible to Full Capability Operators.

Limited Capability Users
Limited Capability users cannot use this functionality.
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Table 4.7.2.8-1. Field Descriptions for the Bundling Order Screens (1 of 2)

Field Name

Description

When and Why to Use

User Id

Name of the owner of the
bundling order

Required for creating a bundling
order.

Expiration Date

Date of expiration for the
bundling order.

The bundling order and any
associated subscriptions will be
canceled after this date.

Media Type

The type of media on which
the granules will be stored.

The bundle of granules will be
delivered in this format.

Email Address

User’'s email notification.

Notification will be sent to this
address when the bundle is
complete.

User String

An optional string
associated with the
bundling order.

This string will be included in the
email notification. It is also used
as a secondary identifier when
listing bundling orders to
associate with a subscription.

Distribution Priority

The priority level associated
with the distribution of the
order.

Defaults to the priority found in
the user profile.

Streetl Street address where Shipping information is required
media is to be shipped. for physical media distributions.
Street2 A continuation of the Shipping information is required
Streetl field. for physical media distributions.
Street3 A continuation of the Shipping information is required
Street? field. for physical media distributions.
City City where media is to be Shipping information is required
shipped. for physical media distributions.
State State where media is to be | Shipping information is required
shipped. for physical media distributions.
Country Country where media is to Shipping information is required
be shipped. for physical media distributions.
Zip Code The zip code for the Shipping information is required

shipping address.

for physical media distributions.

Phone Number

Phone number of recipient.

Shipping information is required
for physical media distributions.

FAX Number

FAX number of recipient.

Shipping information is required
for physical media distributions.

FTP Username

For an FTP Push, the user
login name to be used.

Required for FTP Push
distributions.

FTP Host

For an FTP Push, the
hostname to be used.

Required for FTP Push
distributions

FTP Password

For an FTP Push, the
password for the user/host.

Required for FTP Push
distributions

Retype Password

Same as FTP password.

The password is typed twice for
validation purposes.
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Table 4.7.2.8-1. Field Descriptions for the Bundling Order Screens (2 of 2)

Field Name

Description

When and Why to Use

FTP Directory

For an FTP Push, the
directory on the host where
the data is to be pushed.

Required for FTP Push
distributions

Minimum Bundle Size (GB)

The minimum total size of
all granules before the
bundle can be considered
complete.

See the Order Manager design
documentation for further details.

Minimum Granule Count

The minimum number of
individual granules before
the bundle can be
considered complete.

See the Order Manager design
documentation for further details

Maximum Bundle Age (days)

The maximum length of
time that any granule can
remain in the bundle before
the bundle is considered
complete.

See the Order Manager design
documentation for further details
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Figure 4.7.2.8-5. Successful Results for Bundling Order. This Screen is Only
Accessible to Full Capability Operator.

Limited Capability Users
Limited Capability users cannot use this functionality.
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4.7.2.9 View Bundling Order

The View Bundling Order screen shown in Figure 4.7.2.9-1 allows the operator to view the
details of a particular bundling order.
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Figure 4.7.2.9-1. Bundling Order Detailed Information

Note: From this screen, the operator may choose to return to the list of bundling orders.
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4.7.2.10 Update Bundling Order

The Update Bundling Order screen shown in Figure 4.7.2.10-1 allows the operator to update an
existing bundling order. There are two screens involved. In the first screen (Figure 4.7.2.10-1),
the user selects the physical media type for the order selected. Based on the media type, a
second screen is displayed (Figure 4.7.2.10-2). Figures 4.7.2.10-3 and 4.7.2.10-4 show the
specific screen provided when media types FTPPULL and FTPPUSH, respectively, are
identified

When the applicable update bundling order information has been entered, the operator clicks the
Update Bundling Order button. The screen in Figure 4.7.2.10-5 is displayed when the result is
successful.

Please note that Update Bundling Order functionality is only available to full Capability
Operators.
F
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Figure 4.7.2.10-1. Update Existing Bundling Order (Part 1). This Screen is Only
Accessible to Full Capability Operator.
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Limited Capability Users
Limited Capability users cannot use this functionality.
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Wanage Bundling
Orders
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¥
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gk £h A& 2 Edl | Document: Done (3.684 secs) | |=4D=|"E||lﬁ“|ﬂ

Figure 4.7.2.10-2. Update Existing Bundling Order (Part 2). This Screen Is Only
Accessible to Full Capability Operator.

Limited Capability Users
Limited Capability users cannot use this functionality.
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Figure 4.7.2.10-3. Update Existing Bundling Order (Media Type is FTP PULL).
This Screen is Accessible to Only Full Capability Operator.

Limited Capability Users
Limited Capability users cannot use this functionality.
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Update Bundling Order 0400011767

UserlD labuser
Expiration Date 8/3/2005 12:00
Media Type FtpPush
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* required field

Update Bundling Order | reset |

Figure 4.7.2.10-4. Update Existing Bundling Order (Media Type is FTP PUSH).

This Screen is Accessible to Only Full Capability Operator.

Limited Capability Users

Limited Capability users cannot use this functionality.
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Return to Home Page
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Figure 4.7.2.10-5. Update Existing Bundling Order (Successful Update). This
Screen is Accessible to Only Full Capability Operator.

Limited Capability Users
Limited Capability users cannot use this functionality.
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4.7.2.11 Cancel Bundling Order

The

Cancel Bundling Order screen shown in Figure 4.7.2.11-1 requests confirmation from the
operator when the cancel option has been selected. If the operator selects Yes, the screen in

Figure 4.7.2.11-2 is displayed if the cancellation was successful.

Please note Cancel Bundling Order functionality is only available to full capability Operators.

¢ File  Edit  Miew Go Bookmarks Tools Window Help

& . B e — % .
.. &%k Foﬁrd R%d S%%p I‘. http/fains01 hitc.com:22235/cgi- binFEcMbBO Choose.pl jm Print

v /B, £ZhMail ThHome JdRadio [l MNetscape @LSearch| ‘WpBookmarks #*Webhail g?People ¢ vellow Pages 4 Download ¢ Mew & Coal g

@ % - Spatial Subscription Server DEVOS | ®

Wanage Bundling
Crders

Note: Any associated subscriptions will also be cancelled.

Are you sure you wish to cancel bundling order 04000121187

-

T

e Sk A 2 Ea) Document: Done (3.012 secs) ﬁﬂ@|

Figure 4.7.2.11-1. Cancel Bundling Order Request. This Screen is Accessible to

Only Full Capability Operator.
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Limited Capability Users
Limited Capability users cannot use this functionality.

Spatial Subscription Server DEV0OS - Netscape
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Figure 4.7.2.11-2. Cancel Bundling Order (Successful Cancellation). This Screen
Is Accessible to Only Full Capability Operator.
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4.7.2.12 List Subscriptions Associated with Bundling Order

The list subscriptions screen shown in Figure 4.7.2.12-1 Lists the subscriptions associated with a

bundling Order. Note that selecting “View” or “Update” or “Cancel” button and clicking on
“Apply” would provide similar functionality as in Section 4.7.2.4.

Spatial Subscription Server DEVDS - Hetscape
v;E\Ie Edit Wiew Go Bookmarks Tools Window Help

d - & - \3 :§§ = http:iifains 01 hit ;22235 cgi-hin/EchbBOCH x| - 3 h d A
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I B, EMal &AM Sk Home JRadio EElNetscape @gSearch| pBookmarks
4 Spatial Subscription Server DEVOS |

hanage Bunding Orders

Subscriptions for bundling order 0600001666

‘ |y H User H Status H Expiration Date H ESDT ShortMame/Version/EventType H Choose Subscription Action ‘

‘ 161 H labuser H Active H Dec 92004 12:004M H AST_LIBT 1 INSERT H © View @ Update ¢ Cancel _Apply ‘

‘ Continue ‘

i £ A A Bl | Document: Done (0615 secs) ‘

ol

Figure 4.7.2.12-1. List Subscriptions Associated with a Bundling Order
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4.7.2.13 Monitor Queues Tab

When the operator selects the Monitor Queues tab, the List Action Queue page (see Section
4.7.2.14) will be displayed by default. From this page, the operator can view production
statistics by selecting the List Statistics tab.

4.7.2.14 List Action Queue tab

The List Action Queue screen shown in Figure 4.7.2.14-1 allows the operator to view the
Acquire and E-Mail Notification actions that are being processed. The operator can sort the list
by Action Type and Subscription Id by clicking on the Action Type or Subscription Id link.
The operator can also filter the list by any combination of Action Type, Subscription and
Status. After selecting the filtering criteria from the pull-down list(s), click on the Filter button.

File Edit Miew Go Bookmarks Tools  Window  Help

Eack © Fomeard T Reload ~ I‘. - httpedifains 01 hitc.com:222 35/cyi- hin/EcMbActionFrame.pl j s Search Bt - @‘l

‘& % -Spatial Subscription Server DEV0S | *®

List Action Queune
Action Type [ALL =] Subscription [ALL =] Status [ALL =] Fitter|

‘ Action Type H Subscription Id H User H Collection H Version H Enquene Time H Dequeue Time H Status ‘

‘ Continue ‘

e £k & 2 B3 | Document: Done (6.719 secs) | |—45-|“E|||ﬁ“|li

Figure 4.7.2.14-1. List Action Queue (Acquire and E-mail Notifications)

4.7.2.15 List Statistics tab

The List Statistics screen shown in Figure 4.7.2.15-1 allows the operator to view the statistics
relating to subscribed events and matched subscriptions. Note that the statistics are based only
on data in the NBSRV database at the time the GUI page is displayed. The subscription statistics
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are retained in the NBSRV database only until they are cleaned up by the Deletion Driver. The
Deletion Driver runs periodically at an interval specified in its configuration parameters.

T Ede Got View Go Qootmarks Tooks Window belp

NI - T PC.cam 2E235/cgi-bIvECNEL o NPT .
B, aMal JhHome FIRadlo mfNeticape ClSearch  (fBookmancs @wabMal g Pacplo g Vellow Pages g Downiosd g New & Cool ([ Channas

¥l & Spatial Subscngtion Servar DEVOS | x

List Statistics

Subscribed Events Left to Dequene

Q

Malched Subseriplions Lefl to Dequene

a

against Events in the Event Quene

Summary of the F ¢ Time for
Time {ms)

fetadataTime (ms) valTime (ms) | Averag

ESDT Count | ESDT ShortMame = ESDT VersionlD | ESDT Event Type | MaxMetadataTime (ms)
& AST_LIET 1 IMSERT 1706 TN T% 431

Summury of the Processing Time for E-Muil Molilicalion Aclions in Aclion Queue

Notification Count MaxNotifyTime {ms} AverageNotilyTime (ms)

Summary of the Processing Time for Distribution Actions in Action Qruene ‘

Acquire Count MaxAequireTime (ms) AverageAcquireTime (ms)

== o) i

B 13 A w2 [Z | Document: Done (3936 secy)

Figure 4.7.2.15-1. List Statistics Screen

Note: This screen will allow the operator to view statistics relating to subscribed events and
matched subscriptions. The statistics will also reflect the processing time for e-mail notification

and distribution actions.

4.7.2.16 List Failed Actions
Figure 4.7.2.16-1 displays failed actions present within the system. Figure 4.7.2.16-2 shows the

screen displayed on clicking on “Remove Action”.
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Figure 4.7.2.16-1. List of Failed Actions
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Figure 4.7.2.16-2. Removing a Failed Action

4.7.2.17 Security Considerations.

With Security Enabled, Figure 4.7.2.17-1 is displayed anytime a user logs in for the first time.
On selecting the End Session tab on NBSRV.html page, Figure 4.7.2.17-2 is displayed. Clicking
on the ShutDown button in Figure 4.7.2.17-2 closes the Browser.

The session time out page shown in Figure 4.7.2.17-3 is displayed anytime a user session times
out. Note that session time out is part of the security feature.

After a session times out and an invalid password is entered by the Operator, page shown in
Figure 4.7.2.17-4 is displayed.

For a user attempting to access SSS GUI using a non certified browser, the page shown in
Figure 4.7.2.17-5 is displayed.
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Figure 4.7.2.17-1. Login Dialog Box
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Figure 4.7.2.17-3. Session Timed-Out Page
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Figure 4.7.2.17-4. Invalid Password Entered by Operator
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Figure 4.7.2.17-5. Invalid Client Browser

4.7.2.18 Required Operating Environment
This following environment is required for the NBSRV GUI to work properly.
e OJS requirements are Linux 2.X.

4.7.2.19 Interfaces and Data types

The NBSRV GUI exchanges data between the Web Browser and Sybase using Perl CGI and
DBI Modules for the interface.

4.7.2.20 Databases
The NBSRV GUI accesses the NBSRV, Inventory, DataPool, OMS, and MSS databases.

4.7.2.21 Special Constraints
There are no special constraints to running the NBSRV GUI.
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4.7.2.22 Outputs
There are no outputs from the NBSRV GUI except for status and error messages.

4.7.2.23 Events and Messages

The NBSRV GUI issues client side validation errors when adding or modifying a subscription. If
the operator does not correct the validation errors the subscription will be rejected when the
operator attempts to add or update the subscription. The NBSRV GUI writes status and error
messages to the ECNbGUI.log file in the directory /usr/ecs/<MODE>/CUSTOM/logs.

4.7.2.24 Reports
The NBSRV GUI does not generate reports.
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4.7.3 Spatial Subscription Server Command Line Interface

The Spatial Subscription Server (SSS) Command Line Interface (CLI1) alows the user to add a
new subscription, delete a subscription, update a subscription, view a subscription, or batch
update subscriptions without using a GUI. The details of the subscription are contained in a text
file.

The CLI is installed in the utilities directory for each mode. You must go to the appropriate
mode directory to access the correct database for a particular mode.

4.7.3.1 Quick Start Using Spatial Subscription Server Command Line Interface
To execute the CLI, run the script ECNbSubscriptionCL | Start.

For Add, Delete, Update and View, this script takes three parameters. (1) the mode, (2) the
function (Add, Delete, Update and View), and (3) a third parameter, which depends on the
functionin (2).

If the function selected was Delete or View, the third parameter must be the subscription number
to be deleted or viewed. If the function selected was Add or Update, the third parameter must be
the name of the text file containing the subscription information. This file is assumed to reside
in the current directory unless expressed as a qualified pathname.

For BatchUpdate, this script takes four parameters. (1) the mode, (2) the function (BatchUpdate),
(3) the match file, which contains “NAME=value’ pair(s) that define the search criteria for
subscriptions to be updated (this is an "AND" relationship), and (4) the update file, which
contains “NAME=value” pair(s) that will replace the existing values associated with matching
subscriptions.

4.7.3.1.1 Invoking Spatial Subscription Server from the Command Line Interface

The Spatial Subscription Server Command Line Interface (CLI) alows the user to add a new
subscription, delete a subscription, update a subscription, view a subscription, or batch update a
set of subscriptions without using a GUI.

To execute the Spatial Subscription Server from the command line interface (Add, Delete,
Update, View):

EcNbSubscriptionCLIStart <mode> <function> <function dependent parameter>
Examples:

EcNbSubscriptionCLIStart OPS  Add  MyNewSubscription.txt

EcNbSubscriptionCLIStart TS1  Delete 5199

EcNbSubscriptionCLIStart TS2  Update/home/daacUser/MyOIldSubscription.txt
EcNbSubscriptionCLIStart OPS  View 2355
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To execute the Spatial Subscription Server from the command line interface (BatchUpdate):
EcNbSubscriptionCLIStart <mode> <function> <matchfile> <updatefile>
Example:

EcNbSubscriptionCLIStart OPS BatchUpdate matchFile updateFile

Notes:

(1) When adding a subscription, a new subscription number is assigned and returned as output
to stdout.

(2) When deleting a subscription, the user is prompted to confirm the delete.

(3 When updating a subscription, the number of the subscription to be updated must appear
within the text file containing the subscription data.

(4) When viewing a subscription, the output appearsin anew file called sub.nnn.txt, where
nnn refers to the subscription number. Thisfileis created in the current directory.

(5) To save on typing when adding a subscription, it is helpful to start by viewing a
subscription similar to the one being added, edit the resulting text file, and then submit that
file asinput to the Add command.

(6) Prior to updating a subscription, aways view the subscription first and then make your
changes in the resulting text file, submitting it as input to the Update command.

(7) Physical mediadistributions for subscriptions are now supported through the use of
bundling orders. The simplest way to do thisisto create a bundling order viathe GUI and
then “bundle” the subscription by specifying the bundling order ID (see table below).
Alternatively, if abundling order ID is not specified for aphysical media distribution, a
bundling order is automatically created for the subscription; however, in this case, all of the
required information for the bundling order (such as shipping information) must be
specified in the input file for the subscription.

(8 If the user updates a bundled subscription without altering the bundling order ID, the
bundling order is updated along with the subscription.

(99 When batch updating a set of subscriptions, all matching subscription IDs will be displayed
on the screen. After viewing all the subscription ids, the user is prompted to confirm
whether or not to save the details of the matched subscriptionsinto afile. The user can
choose his own output file name. If the user does not enter anything, then the default file
name “ matchSub.txt” will be used. Using the saved output file (matchSub.txt) as a
reference, the user can always change the values back if any subscriptions are mistakenly
updated.

(10) When batch updating subscriptions, the user is prompted to confirm or abort the batch
update after reviewing the set of matched subscriptions retrieved.

(11) The user can batch update granule collections by batch updating the granule version ID.

(12) The user can batch delete granules by batch updating the status to “ Canceled”. The Spatial
Subscription Server deletion driver will remove all the canceled subscriptions from the
database after a configured amount of time.
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(13) For batch updating subscriptions, the name and value pairs of the form “NAME=value’
(one per line both in matchfile and updatefile) must be chosen from the list in Table 4.7.3-2
TextFile Contents (BatchUpdate List).Otherwise, an error will be raised and the
match/update parameter function will not work for the unsupported “NAME”s.

(14) For batch update, the granule start date and granule end date, if used, must always appear
together in the match file or update file. If either is used without the other, the SSS CLI
will raise an error and will not process the batch update.

There isalog file called EcNbSubscriptionCL1.log in the logs directory for each mode. If your
command did not appear to succeed, be sure to check the log file to see what went wrong.

The text file generated by the View command, or used as input to the Add or Update commands,
consists of several lines of name and values pairs of the form “NAME=value’, one per line. If
you wish to introduce comments into your text file, you may do so by starting the line for the
comment with the “#” character.

Table 4.7.3-1 shows all possibilities for rows in the text file. Thistableisintended for reference
only. If you have never entered a subscription before, it is recommended that you start by
entering a few subscriptions using the GUI. Then use the View command of the CLI to generate
text files for these subscriptions. Modify these text files to serve as input for adding or updating
subscriptions.

Table 4.7.3-2 shows al possibilities for rows in the match file or update file when batch updating
a set of subscriptions.

Table 4.7.3-1. Text File Contents (1 of 5)

Name Type Mandatory Description
SUBSCRIPTION Integer Yes for The subscription number.
Update or
View;
ignored by
Add
USERNAME Variable Yes The name of the owner of the subscription.
Character
STATUS Variable Yes The subscription status: Active, Inactive or
Character Canceled.
EXPIRATION Date/Time No (defaults | The expiration date for the subscription.
to one year
from the
current date
if not
specified)
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Table 4.7.3-1. Text File Contents (2 of 5)

Name Type Mandatory Description
ESDT_SHORT_NAME Variable Yes The short name for the ESDT being
Character subscribed to.
ESDT_VERSION Integer Yes The version for the ESDT being subscribed
to (e.g., 1, if version ID is 001).
EVENT_TYPE Variable Yes The type of event being subscribed to:
Character INSERT, DELETE, or
UPDATEMETADATA.
NOTE: The next four lines
should appear as a block in
the text file. Up to five such
blocks may be used.
ATTRIBUTE_NAME Variable No The name of a qualifying numeric attribute.
Character Use this only for attributes of type Integer,
Float, or Date/Time.
ATTRIBUTE_TYPE Variable No The type of a qualifying attribute: Integer,
Character Float, or Date/Time.
ATTRIBUTE_MIN_VALUE Integer, Float, | No The smallest acceptable value for this
or Date/Time attribute.
ATTRIBUTE_MAX_VALUE | Integer, Float, | No The largest acceptable value for this
or Date/Time attribute.
NOTE: The next three lines
should appear as a block in
the text file. Up to five such
blocks may be used.
STRING_ATTRIBUTE_NAM | Variable No The name of a qualifying string attribute.
E Character
STRING_ATTRIBUTE_TYP |Variable No This is always ‘varchar’.
E Character
STRING_ATTRIBUTE_VAL | Variable No The value that this attribute must have in
UE Character order to qualify.
NOTE: The next six lines
should appear as a block in
the text file. Only one such
block may be used.
SPATIAL_ATTRIBUTE_NAM | Variable No The name of a qualifying spatial attribute:
E Character GPolygonContainer, BoundingRectangle,
or Nose.
SPATIAL_ATTRIBUTE_TYP | Variable No The type of a qualifying spatial attribute:
E Character gpolygon, llbox, or PathBlock, respectively.
SPATIAL_VALUE_SOUTH | Float No The lower latitude value for the qualifying
rectangle.
SPATIAL_VALUE_WEST Float No The lower longitude value for the qualifying
rectangle.
SPATIAL_VALUE_NORTH | Float No The upper latitude value for the qualifying
rectangle.
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Table 4.7.3-1. Text File Contents (3 of 5)

Name Type Mandatory Description

SPATIAL_VALUE_EAST Float No The upper longitude value for the qualifying
rectangle.

NOTIFY_EMAIL_ADDRESS | Variable No The email address of the recipient if email

Character notification is desired.

NOTIFY_USER_STRING Variable No An optional user string to be included in the

Character email.

NOTIFY_METADATA Character No Indicates whether the email should include
all metadata () or just metadata
associated with the subscription qualifiers
(N).

ACQUIRE_USERNAME Variable No The name of the user requesting an

Character acquire.
ACQUIRE_USERSTRING Variable No An optional string to be included in the
Character distribution notice.
ACQUIRE_USER_FIRST_N | Variable No First name of user receiving the data.
AME Character
ACQUIRE_USER_MIDDLE_ | Fixed No Middle initial of user receiving the data.
INIT Character
ACQUIRE_USER_LAST_ NA | Variable No Last name of user receiving the data.
ME Character
ACQUIRE_USER_MAIL_AD | Variable No Phone number of user receiving the data.
DRESS_PHONE Character
ACQUIRE_EMAIL_ADDRES | Variable No The email address for “acquire” naotification.
S Character
ACQUIRE_MEDIA_FORMA | Variable No At present, this value should always be
T Character FILEFORMAT,
ACQUIRE_MEDIA_TYPE Variable No The type of acquire: FtpPush or FtpPull.
Character

ACQUIRE_PRIORITY Variable No The distribution priority: VHIGH, HIGH,
Character NORMAL, LOW, or XPRESS.

ACQUIRE_NOTIFY_TYPE | Variable No At present, this should always be MAIL.
Character

ACQUIRE_FTP_USER Variable No The FTP login name for an FTP push
Character operation.

ACQUIRE_FTP_PASSWOR | Variable No The password for an FTP push operation.

D Character

ACQUIRE_FTP_HOST Variable No The destination hostname for an FTP push

Character operation.
ACQUIRE_FTP_DIR Variable No The destination directory for an FTP push
Character operation.
BUND_USER_NAME Variable Yes, if If present, it must be the same as
Character adding a USERNAME.
new
bundling
order
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Table 4.7.3-1. Text File Contents (4 of 5)

Name Type Mandatory Description
BUND_ORDER_ID | variable No The ID of the bundling order to be associated with
Character this subscription. If present, a new subscription is
associated with the existing bundling order. If
absent, a new order in EcAcOrder is created using
the information in BUND_MEDIA_TYPE,
BUND_SHIP_PHONE, BUND_SHIP_CTRY,
BUND_SHIP_STATE, BUND_SHIP_CITY,
BUND_SHIP_FAX, BUND_SHIP_STREET 1,
BUND_SHIP_STREET 2, BUND_SHIP_STREET 3,
BUND_SHIP_zIP, BUND_DIST PRIOR. A new
request in EcCAcRequest is created using the above
and some or all of BUND_FTP_HOST,
BUND_FTP_PASSWORD, BUND_FTP_DIR, and
BUND_FTP_USER.
BUND_MAX_BUN | Float No The number of hours which a bundle can have
D_AGE requests incorporated before it is expired.
BUND_MEDIA_TY | variable Yes, if The media type for bundled requests.
PE Character adding a
new
bundling
order
BUND_MIN_GRAN | |nteger No The minimum number of granules a bundle can
_COUNT contain before it is distributed.
BUND_MIN_BUND | Float No The minimum size in MB a bundle must attain before
_SIZE it is distributed.
BUND_EMAIL_NO | variable No Free text field to record the optional distribution
-F|;|F|CAT|ON_ADD Character parameter NOTIFY.
BUND_USER_STR | variable No Optional distribution option, which identifies a
ING Character request.
BUND_DIST_PRIO | variable No Distribution priority of the bundling order.
R Character
BUND_FTP_HOST | variable No The destination hostname for an FTP push
Character operation.
BUND_FTP_PASS | variable No The FTP password for an FTP push operation.
WORD Character
BUND_FTP_DIR | variable No The destination directory for an FTP push operation.
Character
BUND_FTP_USER | variable No The FTP login name for an FTP push operation.
Character
BUND_SHIP_PHO | variable No The phone number for the user requesting the order.
NE Character
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Table 4.7.3-1. Text File Contents (5 of 5)

Name Type Mandatory Description

BUND_SHIP_CTRY Variable No The country the order should be shipped to.
Character

BUND_SHIP_STATE | variable No The state the order should be shipped to.
Character

BUND_SHIP_CITY Variable No The city the order should be shipped to.
Character

BUND_SHIP_FAX Variable No The fax number for the user requesting the
Character order.

BUND_SHIP_STREET_ | variable No The street address to which the order should

1 Character shipped.

BUND_SHIP_STREET_ | variable No The street address to which the order should

2 Character shipped.

BUND_SHIP_STREET_ | variable No The street address to which the order should

3 Character shipped.

BUND_SHIP_ZIP Variable No The zip code of address to which the order
Character should be shipped.

Table 4.7.3-2. Text File Contents (BatchUpdate List) (1 of 2)

Name Type Description

USERNAME Variable The name of the subscription owner.
Character

STATUS Variable The subscription status: Active, Inactive or Canceled.
Character

START_DATE Date/Time The start date for the subscription

EXPIRATION Date/Time The expiration date for the subscription.

ESDT_SHORT_NAME Variable The short name for the ESDT being subscribed to. A

Character wildcard can be used in the matchfile by including a

subset of the ShortName for the value instead of full

ShortName. Any ESDT ShortNames that include this
subset as a string are considered a match.

ESDT_VERSION Integer The version for the ESDT being subscribed to (e.g., 1, if
version ID is 001).

EVENT_TYPE Variable The type of event being subscribed to: INSERT,
Character DELETE, or UPDATEMETADATA.

ACQUIRE_USERNAME Variable The name of the user requesting an acquire.
Character

ACQUIRE_EMAIL_ADDRES | Variable The email address for “acquire” notification.

S Character

ACQUIRE_MEDIA TYPE Variable The type of acquire: FtpPush, FtpPull or scp.
Character
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Table 4.7.3-2. Text File Contents (BatchUpdate List) (2 of 2)

Name Type Description

ACQUIRE_PRIORITY Variable The distribution priority: VHIGH, HIGH, NORMAL, LOW,
Character or XPRESS.

ACQUIRE_FTP_USER Variable The FTP login name for an FTP push operation.
Character

ACQUIRE_FTP_HOST Variable The destination hostname for an FTP push operation.
Character

ACQUIRE_FTP_DIR Variable The destination directory for an FTP push operation.
Character

NOTIFY_EMAIL_ADDRESS | Variable The email address of the recipient if email naotification is
Character desired.

GRANULE_START_DATE Date/Time The start date of the granule.

GRANULE_END_DATE Date/Time The end date of the granule.

4.7.3.2 Spatial Subscription Server Command Line Interface Main Screen

The Spatial Subscription Server (NBSRV) Command Line Interface does not have a main
screen. It isacommand line interface only.

4.7.3.3 Required Operating Environment

O/Srequirements are Linux 2.x platforms.

4.7.3.4 Databases

The Spatial Subscription Server CLI accesses the Spatial Subscription Server, Inventory, and
OMS databases.

4.7.3.5 Special Constraints
There are no specia constraints to running the Spatial Subscription CLI.

4.7.3.6 Outputs

In addition to status and error messages, there will be an output file called sub.nnn.txt (where
nnn refers to the subscription number) when viewing a subscription.

There also will be an output file for matched subscriptions when using “BatchUpdate” function
if the user chooses to save the information.
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4.7.3.7 Event and Error Messages

The Spatial Subscription Server CLI issues validation errors when adding or updating a
subscription. If the operator does not correct the validation errors, the subscription is rejected
when the operator attempts to add or update the subscription. The SSS CLI writes status and
error  messages to the  EcNbSubscriptionCLI.log  file in the  directory
/usr/ecs’<MODE>/CUSTOM/logs.

4.7.3.8 Reports
The SSS CLI does not generate reports.
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